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First Choice
September is a month full of  

choice for you

For the eighth time now, we are presenting 
GIT SECURITY AWARD to an international 
audience. Our jury has made a preselec-
tion for you from the many products that 
have been submitted. In this issue we 
present the products to choose from on 
the pages 34 to 45. There you will find 
the details about how to vote and how to 

win the reader’s price, a Pentax camera. It 
was very difficult for the jury to select only 

a few products from the large number of 
products entered and we are curious how our 
reader’s vote.

The other choice you have is between the 
around 1,100 exhibitors that will be present 
at Security Essen this year. Security Essen 
will offer the whole world of security and 
fire protection technology under one roof 
and will give visitors a comprehensive 
overview about new security technolo-

gies and security concepts. If you go through 
this issue you will find a lot of interesting products 

and solutions in the different fields of security and fire 
protection. We have marked all information from com-
panies that exhibit in Essen to make your choice easier 
who you visit at the show.

If you attend Security Essen, please make sure that you 
visit our stand in hall 2 at stand 506. You are more than 
welcome to see our team there. We will present our secu-
rity publications and websites plus a selection of Wiley titles 
that can help you with your daily work. And if you have col-

lected enough information during the day, we can offer 
you an alternative to adding another mile on the ex-

hibition ground: Each day from 5 pm until the show 
ends you can enjoy a cool drink at our cocktail bar.

Enjoy reading this issue!
 

 
Heiko Baumgartner
For GIT’s Safety and Security team

www.GIT-SECURITY.com�

 Editorial 
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Gunnebo Wins Major Order from Riyadh, Saudi Arabia
The King Abdullah Petroleum Stud-
ies and Research Center (Kapsarc) 
has placed an order for access 
control solutions worth just over 
1.1 million Euro for its headquar-
ters in the Saudi capital of Riyadh. 
“We chose Gunnebo since its 
products comply with the Aramco 
Functional Specification Docu-
ment. The products are required 
to be high-quality in design and 
easy to maintain,”states Engr. Ihab 
N. Gazawi, Security Systems En-
gineer, Saudi Business Machines. 

“Winning the order for this iconic 
and state-of-the-art complex is 
considered a vote of confidence 
for our company from all parties 
involved in the project, from the 
client‘s representative to the archi-
tect and the contractor,”comments 
Jacob Touma, Country Man-
ager, Gunnebo Middle East. 
Kapsarc, a non-profit energy and 
environmental research organiza-
tion, is an autonomous institution 
funded by proceeds from its own 
endowment.� www.gunnebo.com

Morpho Deploys Identification System in Sweden
Morpho announced the first Eu-
ropean deployment of its identifi-
cation system Morpho-BIS to the 
Swedish National Police Board 
(Rikspolisstyrelsen). This Auto-
mated Fingerprint Identification 
System (AFIS) is used for investiga-
tion, identification and verification 
in law enforcement applications. 
Already deployed to police services 
in the United States and Canada, 
this AFIS provides unrivalled speed 
and accuracy, allowing more 

crimes to be solved more quickly. 
The system is compliant with the 
European Union’s Prüm Regula-
tion, which allows the police forces 
of the 30 signatory countries to 
compare and exchange data more 
easily. The Swedish National Police 
Board is a long-term customer of 
Morpho. By choosing the company 
to upgrade their AFIS, Sweden has 
renewed their trust in Morpho’s 
advanced biometric solutions.
� www.morpho.com 

K. Yamanouchi Vice President of Sony Professional Solutions Europe
Sony announced the appointment 
of Katsunori Yamanouchi as Vice 
President of its Professional Solu-
tions Europe (PSE) business. He 
replaces Naomi Climer, who after 
six years leading the PSE busi-
ness, has been promoted to a new 
global post within the Sony group. 
Based at the Sony Pictures studio 
lot in L.A., Climer will lead the 
development of a new global busi-
ness focused on the provision of 
media cloud services. Yamanouchi 
joined the Company in 1989 and 
has gained extensive international 
management experience through 

roles in the European, US and 
Asia-Pacific regions. From 2003–
09 he successfully lead the Com-
pany’s professional business in the 
CIS, MEA and German-speaking 
territories. In 2009, he returned to 
his native Japan, heading up Plan-
ning & Marketing Dept., Content 
Creation Solutions Division, a role 
in which he took global responsi-
bility for the core product and so-
lutions developments www.under-
pinning Sony‘s leadership in the 
professional Broadcast and Media 
industries.
� www.sony.co.uk

AS&E: New Branch Office in Saudi Arabia
American Science and Engineering 
(AS&E)  has expanded its Middle 
East operations with the opening 
of a new branch office in Riyadh, 
Saudi Arabia. This is its second 
branch office location in the Mid-
dle East; the Company also oper-
ates a branch office in Abu Dhabi, 
United Arab Emirates. These offices 
allow to better serve a rapidly ex-

panding market with service and 
support and a complete range of 
X-ray detection solutions to com-
bat terrorism, trade fraud and 
smuggling, the Company says. It 
has branch and/or subsidiary office 
locations in Saudi Arabia, United 
Arab Emirates, Mexico, Brazil, the 
United Kingdom, the Netherlands, 
and Singapore.� www.as-e.com 

Salto and Icomply: Partnership Agreement
Icomply has entered into a technol-
ogy partnership agreement with 
Salto Systems. The UK software de-
velopers of V-Tas Pro, a PSIM inte-
gration platform, Icomply provide 
integration solutions for CNI, gov-
ernment, retail and transportation 
applications. Under the technology 

partnership, icomply have com-
mitted to fully integrating Salto’s 
range of access control technology 
into the V-Tas Pro software plat-
form, to enable seamless control 
of the Salto product range through 
the V-Tas Pro software.
� www.saltosystems.com

Gunnebo Acquires Hamilton Safe Companies
The Gunnebo Security Group signed 
an agreement with the main share-
holders to acquire all the shares in 
the USA’s second largest producer 
and supplier of physical security 
products to banks and government, 
Hamilton Safe Companies. The pri-
vately owned Hamilton Safe Com-
panies was founded in 1967, and 
has an annual sale of 70 million 

US-$ (2011). It has 300 employees 
split into seven legal entities located 
in Cincinnati, Ohio, USA. Sales are 
predominantly made in the US and 
Canada under the main Hamilton 
Safe brand, and customers are large-
ly US banks and public administra-
tion authorities.
� www.gunnebogroup.com

L-3 Receives 29 Million US-$ Order from TSA
L-3 Security & Detection Systems 
(L-3 SDS) announced that the U.S. 
Transportation Security Adminis-
tration (TSA) has purchased an 
additional 200 Pro Vision ATD 
personnel screening systems for 
use at aviation checkpoints. The 
contract value of this order is over 
29 million US-$. More than 500 
units with the software have al-
ready been deployed at more than 

100 U.S. airports. The millimeter 
wave-based system automatically 
detects potential threats and high-
lights their location on a generic 
image that appears on a monitor 
attached to the system. It uses safe 
radio waves and features auto-
matic target recognition software 
that addresses passenger privacy 
concerns.
� www.L-3com.com/sds

Complete Pixel Entries Middle East Market
Complete Pixel, a manufacturers’ 
representative group specializing in 
leading-edge security products, be-
gins operations in the Middle East 
region. The new company’s entry 
into the security products market-
place represents a new business 
model for manufacturer represen-
tation in the industry. “Complete 
Pixel brings to market well-known 

manufacturers from the U.S. and 
U.K. markets. What is unique in our 
model is that there are no competi-
tive lines. Instead, these manufac-
turers are all technology partners. 
With our combined portfolio, secu-
rity professionals can provide best-
in-class, total solutions,” said COO 
and Managing Director Andrew 
Patterson.� www.completepixel.com

Ansell to Acquire Comasec
Ansell has announced its intention 
to acquire Comasec SAS, subject 
to regulatory approval. Comasec, 
which is headquartered in Genne
villiers, north of Paris, offers indus-
trial hand protection solutions and 
has the capacity to manufacture 
over 200 million pairs of gloves an-
nually. It has manufacturing plants 
in Malaysia and Portugal and em-
ploys over 1,200 people. The acqui-
sition will help strengthen Ansell’s 
position in the rapidly growing but 

fragmented 7bn US-$ industrial 
hand protection market, the Com-
pany says. It will also significantly 
enhance the Company’s presence 
in a number of important verticals 
including mechanical, chemical, 
food and utilities. CEO, Magnus 
Nicolin commented; “Comasec’s 
business is a strong fit strategi-
cally for our Industrial and Spe-
cialty Markets Global Business Unit 
(GBU).“
� www.ansell.com 
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If only everything were this simple.

avigilon.com

Introducing the easy-to-use Avigilon Control Center 5.0

ACC 5.0 is our most innovative and advanced surveillance software yet. 
Its easy-to-use interface allows you to quickly search through high-
defi nition footage, while new features off er crash-proof enterprise server 
management, an intelligent virtual matrix to easily view and control footage 
on your remote workstation or video wall, and the ability to share and 
manipulate video with others in real time. Learn more at avigilon.com/ACC5
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Technology Partnership: Talk-A-Phone and Fluidmesh
Talk-A-Phone has partnered with 
Fluidmesh Networks, to provide an 
integrated wireless solution for its 
Voip-500 Series phones and Webs 
mass notification systems. “Now 
you can have the same Talk-A-
Phone experience anywhere,” com-
mented Alek Kireyenka, marketing 
manager for Talk-A-Phone. “The lev-

el of reliability that Fluidmesh wire-
less products offer makes the total 
solution dependable and easy to 
deploy.” Fluidmesh is an innovator 
in wireless systems and offers solu-
tions spanning point-to-point, point-
to-multipoint, and mesh networks.
� www.talkaphone.com 
� www.fluidmesh.com.

Samsung Appoints Access Control Product Manager
Greg Nunez has been appointed 
Access Control Product Manager 
for Samsung Techwin Europe. His 
key area of responsibility will be to 
ensure that the best possible pre 
and post sales support is available 
to installers, system integrators 
and consultants across Europe 
who choose to specify and install 
the manufacturer’s access control 
systems. Prior to joining Samsung, 
and after achieving an MSc in Secu-
rity Technologies and applications, 
Greg Nunez was the Product Man-
ager for the Integrated Access Con-
trol Software division of smartcard 
experts, Dot Origin. Whilst working 
in Spain between 2005 and 2009, 
he performed the role of Product 
Manager for the Kaba access con-
trol range. “Access Control,” Nunez 
says, “is playing a crucial part in 

our strategy to become a full se-
curity solutions provider. I will be 
working hard to promote the ben-
efits and provide first class support 
for our comprehensive range of 
access control solutions to our fast 
growing European network of cus-
tomers.”
� greg.nunez@samsung.com

Geutebruck’s New Product Strategist
Jan Schwager (32) was appointed 
as product strategist at Geute-
bruck responsible for the area of 
system management & operation. 
Having worked for the Company 
for more than ten years, Schwager 
has gained experience in various 
specialist areas. For the last three 
years he led the international Geu-
tebruck Academy delivering train-
ing courses for sales partners and 
clients at home and abroad. This 
contact with business partners and 
users has acquainted him well with 
their experiences and expectations 
of modern system management 
systems and operating interfaces. 
Together, his detailed market 

knowledge and his technical know-
how about Geutebruck security so-
lutions form an excellent basis for 
meeting his new responsibilities.
� info@geutebruck.com
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Arecont Vision 8 megapixel 180° and 360° panoramic cameras have been successfully deployed for 
mission critical security applications around the globe. And now, Arecont Vision’s new generation of 
panoramic megapixel cameras include Day/Night functionality. Available in 8 and 20 megapixels, the new 
panoramic cameras provide improved forensic details to cover vast areas. In fact, one Arecont Vision 20 
megapixel panoramic camera can do the work of up to 16 1.3 megapixel cameras - lowering project costs 
and improving ROI. Calculate the total savings and you'll clearly see how Arecont Vision panoramic 
Day/Night megapixel cameras can clearly surround you.

 8MP 180° (AV8185DN) or 360° (AV8365DN) Panoramic Versions
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• Four 5MP Sensors for 10368 x 1944 Total Resolution
 Dual Compression H.264 and MJPEG
 IP66 Surface/In-ceiling Mount Enclosure
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Samsung Cameras for Grange Tower Bridge Hotel 
London’s Grange Tower Bridge Ho-
tel has installed a 187 camera vid-
eo surveillance system from Sam-
sung to enable security personnel 
to monitor activity in all its public 
areas. The Grange Tower Bridge 
Hotel, which as its name suggests, 
is within walking distance of Tower 
Bridge and the Tower of London, 
has 370 rooms and suites spread 
over 14 floors. Ultra modern in 
design, it has facilities to attract 
both business people and tourists, 
with several restaurants, 10 con-
ference rooms, a half Olympic size 
swimming pool and a spa area. 
The hotel incorporates renewable 
solar and photovoltaic panels, and 
has an on-site borehole to reduce 
water consumption. 151 of the 
cameras are Samsung SCD-2080E 
dome cameras. It is able to cap-
ture high-resolution color images 
at 600 TV lines in daylight condi-
tions during the day, and 700 TV 
lines monochrome images in low 
light environments. Additional fea-
tures include eight motion detec-
tion zones, twelve privacy-masking 

zones and Highlight Compensation 
technology which identifies and 
neutralizes excessively bright areas 
in an image to reveal the detail be-
hind it. Third generation Samsung 
Super Noise Reduction (SSNRIII) 
technology eliminates image noise 
in low-light conditions without cre-
ating ghosting or blurring and with 
the additional benefit of up to 70% 
reduction in bandwidth require-
ments or video storage space, com-
pared to standard cameras.
� STEsecurity@samsung.com

Geutebruck: New Sales Manager Eastern Europe
Margarete Betger has joined Geu-
tebruck as an area sales manager. 
Her role is focused on the East-
ern European sales area and on 
strengthening and expanding the 
Geutebruck partner network there. 
A graduate photographic engineer, 
Ms Betger (34) has five years ex-
perience in Eastern European sales 
which she gained with another 
well-known CCTV supplier. She 
therefore brings to the task both 
a specialist technical background 
and extensive market knowledge.
�  info@geutebruck.com

Samsung: Distribution Agreement with Norbain
Samsung Techwin Europe signs a 
new distribution agreement with 
Norbain SD. This news follows on 
from the announcement on 2nd 
July 2012 that Norbain’s UK opera-
tion has been acquired by Newbury 
Investments (UK), in a pre-pack 
arrangement from the administra-
tors, KPMG. “Our priority has al-
ways been to ensure our customers 
have access to Samsung Techwin 

products through the distribution 
channel of their choice,” said Gary 
Rowden, Sales and Marketing Di-
rector of Samsung Techwin Europe.   
“Following the completion of our 
discussions with Norbain, I am very 
pleased to be able to confirm that 
this objective has been achieved and 
we are looking forward to working 
closely with the new Norbain organ-
ization.“� www.norbain.com
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Security Management

Prepared for a Crisis
Challenging Risk in a Dangerous World: the CRISYS Project View

objective was to develop a strategic roadmap 
that could progress to a full demonstration of 
capability.

Combined Forces
A consortium led by the European Organization 
for Security – a corporation based in Brussels 
representing 39 European civil security sector 
companies – successfully proposed a project 
entitled ‚Critical Response in Security and Safety 
Emergencies‘. This recently concluded its first 
phase study after a 16-month work cycle and 
some of the interesting findings and its sugges-
tions are outlined below. There was a desire to 
engage both public and private actors and the 
success of the project really depended upon 
finding a professionally acceptable framework 
that was robust yet flexible enough to meet the 
multiple needs that emerge during diverse emer-
gencies with durations from hours to months.

The Whole Team
In order to achieve a manageable outcome, a 
framework was constructed that enabled the re-
sponses from workshops in Finland, France, Ger-
many, Greece, Italy, Portugal, Romania, The Neth-
erlands and the United Kingdom to be collated 
and analyzed. This focused upon four operational 
scenarios – Earthquake and Landslides, Wildfire, 
Flood and Technical Failure – as well as eight key 
capabilities: Communications, Situational Aware-
ness, Command and Decision Support, Logistics 
and Resource Planning, Fast Deployment in 
Harsh Environments, Search and Rescue, Medical 
Care and finally Restoration of Basic Services.

The world has always been a dangerous 

place for Homo sapiens and it seems 

every time society finds what might be 

a comprehensive solution, some new 

threat or risk arises that challenges or 

even defeats that security. In fact there 

is a well arguable case that the more in-

terdependent and connected we become 

as a global society, the greater the risk of 

communal vulnerability.

The outcome of this investigation 
produced conclusions that suggested:
1.	� One single body should coordinate EU action
2.	� A more systemic approach for crisis response 

was required
3.	� A common operating framework was needed 

to unify response
4.	� Fuller interoperability is needed
5.	� Increased interoperability between civil pro-

tection assets and civil-military assets was 
called for by all major actors

6.	� Situational awareness needs to be enhanced
7.	� Better insight into asset availability was key 

to capacity building and effective response
8.	� Improved logistics should be set up
9.	� Open access to training and planning to aid 

understanding and quality was wanted
10.	�Citizen engagement should be incorporated 

in response requirements
11.	�A shortage in infrastructure, technology and/

or tools existed.
As the outcomes were collated, recommenda-
tions for improvement were classified into the 
four domains of Operations, Assets, Learning/
Public Awareness and IT Communications. 
Within these domains, common themes for im-
provement arose, practical solutions emerged 
and, working with end users at a validation 
workshop, prioritization levels were introduced 
as shown in the table.

Conversation Clarifies
A further major benefit from this open dialog 
was better understanding of what was meant 
when actors spoke about interoperability, mu-

It‘s then not surprising that, even within the 
highly developed and technically proficient Eu-
ropean Union, inhabitants regularly suffer from 
the harmful and disruptive consequences of nat-
ural and man-made events. Although these vary 
in severity, the cumulative effects on natural, so-
cial and economic environments often adversely 
affect the health and well-being of European cit-
izens. Europe’s situation is often seen as simpler 
than other countries or continents, but against 
this background, the obvious need to improve 
risk preparedness cannot be ignored.

The EU Seventh Framework Program “FP7-
SEC-2010.4.1-1 Aftermath crisis management-
phase 1” call for research proposals to suggest 
integrated and scalable solutions in the after-
math of disasters is therefore timely. The broad 
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▶ C o n t a C t

tual aid, common doctrine or strategic 
oversight. The workshops presented the 
project team with its own challenge of 
“how to do a practical demonstration of 
a scalable solution”.

The results were visualised and be-
came the CRISYS Concept Model that illus-
trates how the four domains combine with 
the eight capabilities and the operational 
command and control sectors (3-tiered 
responsibility) to create the multi-layered 
and multi-dimensional crisis management 
process to be improved upon.

The Matrix
At the core of the concept was a second 
model, the CRISYS Operating Model that 
allowed the movement of data and in-
formation. The complexity of data provi-
sion and delivery is dependent upon the 
differing levels of data fusion meeting 
the three Strategic/National, Tactical/
Regional and Operational/Local sector 
requirements. The COM offers a solution 
to this complex data task, providing an 
overview of all capabilities and serves 
as a guide for classification of capabili-
ties, identification of available practices, 
technology solutions and tools. The 
model is the core of the CRISYS Concept Model 
and seeks maximal reuse of legacy systems with 
readily available tools and technologies.

The COM has three main functional 
layers:
1. A Command Reconnaissance, Planning and 
Deployment layer representing preparedness to 
continuously ‘listen’ to the undisturbed environ-
ment for signals that, when activated, opens a 
continuous loop crisis response management 
cycle that in turn creates the deployment plan.
2. The Data Collection, Storage, Transformation 
and Distribution layer meeting the hunger for data 
from many sources that differ in semantics, syn-
tactic, protocols and technologies. This is the ‘in-
formation highway’ of advanced communications 
and data capture and has functions for translation 
of data incompatibility, storage and fast search 
purposes, access authorization for security pur-
poses and multi-channel delivery and distribution.
3. The Dynamic and Static Data Supply layer 
where data is collected without suppliers hav-
ing to comply with fixed standards and proto-
cols and where data can come from any type 
of device, instrument, system or source as data, 
audio, video, imagery, email or in any other pro-
cessable format, so enabling citizens to be in-
volved in recognizance and response.

Threats Abound
The final part of the project was to construct 
three demonstration scenarios that reflect Eu-
rope but are also transferable to global humani-
tarian aid efforts, showing how the proposed 
models would work in practice:

1. Earthquake Scenario: this scripts an earth-
quake event in a remote area with limited acces-
sibility and represents one of the more frequent 
EU disasters of earthquakes or landslides. This 
tests the eight CRISYS Operating Model capabil-
ities on their qualities for deployment in a harsh, 
remote area.

2. Toxic Gas Release Scenario: the second 
scripts an ongoing escalation of threats of dif-
ferent nature and impact in a densely populated, 
diverse habitat. It represents the less frequent 
but high-impact EU disaster scenario of failure, 
both technical and man-made.

3. Coronal Mass Ejection Scenario: the third 
scripts an extreme natural event in an urban 
location, is new and tests the COM’s capabili-
ties to handle sustained operation during a long 
aftermath period of multiple serious health and 
safety risks for large numbers of people while vi-
tal rescue and infrastructure services fail, bring-
ing long periods of continuous data capture and 
high level intervention by many agencies.

Meeting the Challenge
The study has clearly shown there are real pos-
sibilities to improve. The suggested 4-year Road 
Map will provide adequate proof of concept 
that enables the CRISYS Concept and Operating 
Models to give improved crisis management ca-
pabilities. Primary among those calls are the en-
gagement of the citizen, a single framework and 
easier access to better tools. Users also made it 
clear that their localized risks, the high cost of 
obtaining and maintaining existing assets for 
meeting those threats, the practical aspects of 
training and the cooperation practices they al-

ready undertake require constant investment 
in material and human resources. If we are to 
improve crisis management, the solution must 
therefore be imaginative and acceptable to 
those who look crisis in the face.

The scope of this study is very comprehensive 
and unfortunately too long to be published in 
full length here. We have therefore made the 
unabridged version available online at www.
crisys-project.eu. 

Priori�sed Domain Capabili�es
Opera�ons Assets

Incident Command System
Need for common understanding Map na
onal ICS onto local 
systems Local plans must have a receive aid component

Iden�fica�on and tracking system
Need to ensure the educa
onal component is included in Phase II

Response Framework Availability recogni�on tools
Risk assessment capture and analysis Need is already established A�ribute capture classifica�on system Example of mass CBRN 

decontamina
on
External actors protocols and networking
Define actors and Stakeholder protocols Clarity needed about who 
and what role the stakeholder fulfills

Equipment and vehicle needs
Essen
al to ensure the right tools are available

Command and Control protocols Links to ICS Specialist modularised assets
Lexicon and language augmenta�on
Common defini
ons required Ownership by DG ECHO

Logis�cs hub & colla�on logis�cs system

Situa�onal awareness tools and integra�on
Linked to Decision Management

Transporta�on and supply chain systems
Linked to pre planning knowledge base

Communica�on protocols Improvement of assets interoperability
Need to improve ability to interchange and support tools in the field

Recording review and evalua�on system
Evalua�on in the opera�onal focus is not a high priority Low in 
Opera�ons and higher in Educa�on

Note: Common recovery and cost control system needed

Note: Well-being of stakeholders to work under pressure
Learning and Public Awareness ITC

Mobile data systems for harsh environments
On Line E Learning systems
Exis�ng systems can help and the pla�orm is just technology

Informa�on Management system
Link to legacy systems important

Access controls and protocols
Open and professional levels needed

Informa�on capture toolkit
Use of smart technologies

Public learning programmes GIS visualisa�on overlays & simula�on tools
Simula	on tools should be seen as dis	nct Visualisa	on should 
have same system reference (symbology and iconology)

Alert and reverse alarms
Open to all Stakeholders across borders

Data verifica�on, warehousing and data mining

Lessons Learnt capture & dissemina�on system Data encryp�on
Stakeholders exercise and training
E leaning Table top and virtualisa	on could be extremely cost 
effec	ve for strategic managers

Informa�on formats and verifica�on systems
Includes an educa	onal pla�orm component Social media 
applica	on that links to officially verified CM system

Competency and skill verifica�on system Control room design and implementa�on
Upgraded to common EU minimum standardConfigured to meet 
incoming assets

Red = high, Orange = medium, Green = low Mobilisa�on and dynamic informa�on management

Participating in FP7
FP7 is the short name for the Seventh Frame-
work Programme for Research and Techno-
logical Development. This is the EU's main 
instrument for funding research in Europe 
through open international competitions and 
it will run from 2007–2013. Any company, 
university, research center, organization or 
individual, legally established in any coun-
try, may participate in a collaborative project 
(known as an indirect action) provided that 
the minimum conditions laid down in the 
Rules for Participation are fulfilled. For more 
information on how to partici-
pate and when new calls are 
released please scan the fol-
lowing link.
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José Riolobos
Panasonic System Communications Company Europe 
(PSCEU), Wiesbaden, Germany
Tel.: +49 611 235 447 · Fax: +49 611 235 371  
jose.riolobos@eu.panasonic.com
www.panasonic-europe.com

▶ C o n t a C t

Interview

Business Intelligence 
Video Systems
Panasonic’s new Concept brings Real Time Insight to  
improve Business Performance

Video Systems are renewing the sector and how 
they will change the perception of what secu-
rity stands for. Industry-specific Business Intelli-
gence Video Systems bring Real Time Insight to 
improve business performance, enhancing oper-
ational excellence and execution across Opera-
tions, Marketing, Quality and Customer Service.

What is the technological basis of Business 
Intelligence Video Systems?

José Riolobos: In the past stand-alone-systems 
for video surveillance were isolated systems 
with only one purpose: To watch and record 
the scene for security needs. In the networked 
world the first step to improve operations is to 
converge security functions with video surveil-
lance, access control, alarm notification, visitor 
management systems, intrusion detection and 
fire alarms in one system. If you have estab-
lished a robust and integrated IP network sys-
tem, there is no limit for the use of data. Once 
this is achieved it is worth taking a look on how 
one can use the data to improve business pro-
cesses. Advances in video content analysis, the 
use of algorithms to intelligently analyze video 
for specific actions, provide new ways not only 
to watch the scene and to react, but also to op-
timize business performance. We call it Business 
Intelligence Video Systems.

Does that mean that by installing an IP video 
system, the customer automatically gets a 
system that helps him to improve his busi-
ness?

José Riolobos: By investing in the right hard-
ware from the start it’s an easier system to de-
velop. First of all you need a really stable system 
established to secure the network performance 
and data quality. Intelligent video systems need 
a special design.

Earlier this year Panasonic announced a new organization called Panasonic System 
Communications Company Europe (PSCEU) which integrates twelve BtoB product 
categories plus project management into one organization. Dedicated to offer custom-
ers a single point of contact, the PSCEU Pro-Camera solutions business offers camera 
systems as a key business component for providing solutions. GIT SECURITY had the 
opportunity talk to José Riolobos, Security Category Manager Europe, about the new 
approach to the market that Panasonic will present at Security Essen.

What feed-back did you get from the market?

José Riolobos: The first intelligent video solu-
tions in the market do not work properly, they 
are lacking quality, stability and are difficult to 
set up. As we are talking a lot to end-users we 
hear that they are complaining. They said that 
all the different providers are pointing at each 
other when there is a problem. Hardware pro-
viders point at software developers and vice 
versa. They’ve asked us to help them, not just to 
provide more products, but to deliver solutions 
that work. As we are recognized for high qual-
ity, stable performance and for offering the best 
TCO, we see in this changing demand our new 
destiny. It is to help the market to grow further in 
the area of value generation by security systems.

How can our readers get more information 
about the intelligent video systems concept?

José Riolobos: Panasonic is facilitating the ac-
tivities of the knowledge-sharing platform In-
Sight Forum. This forum provides a focal point to 
raise the level of discussion on the development 
and meaning of intelligent video systems. The 
Forum has published a visionary Whitepaper in 
which it explains how intelligent video systems 
are renewing the sector. A copy of this Whitepa-
per is available at the Panasonic stand in Essen 
or can be downloaded from the in-sight forum 
homepage www.in-sightforum.com.

Security, Hall 2, Stand 219

GIT SECURITY: Some weeks ago at a sales 
channel event held at Milestone Systems in 
Denmark, Panasonic’s SP500 series Full HD 
camera was voted best against competitors. 
Will demonstrating superior product quality 
be in the focus of your presentation at Secu-
rity Essen? 

José Riolobos: We are actually shifting our fo-
cus at Essen this year. Everybody in the market 
knows that camera quality is crucial to build a 
good security system. Factors like bandwidth us-
age, light and color reproduction, image clarity 
and accuracy are important, but we think it is 
more important that we engage with the visitors 
to Security Essen on a different level and share 
with them our new concept of Business Intelli-
gence Video Systems.

What can visitors expect at the Panasonic 
stand?

José Riolobos: The Panasonic stand at Security 
Essen 2012 gives visitors business specific sur-
veillance demonstrations from industries includ-
ing Retail, Banking, Public Transportation and 
Logistics.

Presenting security solutions for vertical mar-
kets helps customers to better understand 
the offering of a company for their specific 
needs, but offering vertical solutions is not 
exactly a new concept.

José Riolobos: That is true, if you only look at 
security needs. What we will present to the 
market is a completely new approach. From our 
point of view, security should not primarily be 
a cost factor. We are confident that it can lead 
to a profit. The question is how to turn secu-
rity products into Business Intelligence tools? 
We want to explain how Business Intelligence 
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Company Security

Chemical Know-how for 
Public Danger Prevention
Security Concepts, Preventative Measures and the New Security 
Control Room: Exclusive Interview with Merck Head of Security

Mr. Warmbier, you have been responsible for 
the security of one of the best-known phar-
maceutical and chemicals companies at its 
two main locations in Germany, Darmstadt 
and Gernsheim, for seven years now. What 
security philosophy do you follow and what 
priority do prevention and tailored security 
concepts have in your job?

Juergen Warmbier: All measures are designed 
to act in a preventative manner. Prevention is 
paramount. That applies equally to all activi-
ties in the German locations as well as world-
wide. Our security standards that are applicable 
worldwide guarantee a comprehensive and uni-
form security philosophy and likewise set quality 
standards.

Security concepts are well known to be the 
result of current danger and threat analyses. 
Where are the greatest dangers in your opin-
ion for a concern like yours, and how do you 
estimate the current risk and threat situation 
in Germany, Europe and worldwide?

Juergen Warmbier: Currently I see no reason to 
dwell on any special security measures. There 
are nevertheless subjects that are always rel-

Liquid crystals for TVs, medication 
against multiple sclerosis: with around 
40,700 employees in 67 countries, 
10,900 of those in Germany and some 
8,100 the main Darmstadt factory alone, 
Merck is one of the best-known pharma-
ceutical and chemicals companies world-
wide. Since Friedrich Jacob Merck laid 
the foundation stone in 1668, the name 
of Merck stands for medicines and chem-
ical products. The company is known 
worldwide for its innovations in pharma-
ceuticals, chemicals and life-science in 
its Merck Serono, Consumer Health Care, 
Merck Millipore and Performance Materi-
als divisions. The total turnover last year 
was over 10 billion Euro. Our scientific 
editor, Heiner Jerofsky, asked Juergen 
Warmbier about his security concepts, 
preventative measures and also about 
the new state-of-the-art security control 
room in the main Darmstadt factory.

Answering point in the Merck security center: cooperation with the town

Experience the highlights of se-
curity technology, such as our 
blueSmart electronic access 
control, at Security from 25 to 
28 September 2012 in Essen.

Discover pioneering products 
from Winkhaus: for example, 
the intelligent security door 
locking systems and activPilot 
Comfort PADM window fitting 
system with motor drive paral-
lel action.

Follow the stars!

    

    

    www.security.winkhaus.de

Real stars –  
any time, any place.
Pioneering solutions 
from Winkhaus.

Hall 3,
Stand 711
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evant and require action on our part. As a phar-
maceutical company one must always be on the 
lookout for counterfeit products. Pharmaceutical 
companies that carry out research always have 
to be aware of ‘militant activists’, in the guise 
of ‘animal rights campaigners’. We cooperate 
closely here with our Corporate Security division 
and act with foresight.

What security concepts and plans help you to 
minimize the risks and dangers?

Juergen Warmbier: All our concepts and plans 
are top-down processes. That means, standards 
for all Merck locations are derived from dan-
ger analyses. This enables us not only to attain 
uniform quality standards but also supports the 
relevant location-specific requirements. So the 
same standards apply for all locations with re-
gard to access to the premises, to buildings and 
rooms. Corresponding security measures are 
taken depending upon their classification.

The valuable factories and systems on the 
premises are open to many different dangers. 
How and with what measures do you prevent 
and deal with business disruptions, criminal 
activity (such as theft, sabotage, espionage or 
terroristic attacks) and natural disasters?

Juergen Warmbier: As I said, prevention has the 
highest priority. Therefore, an effective commu-
nication network with the security units of other 
companies as well as to security authorities is an 
essential component. Locally seen, a functioning 
access control system is the first step in danger 
prevention. An awareness of the comprehensive 
subject of factory security can be fostered in all 
employees through targeted programs. There are 
also computer-supported simulations for special 
scenarios that prepare our people very well and 
allow them to act precisely when needed.

Merck and other chemical companies in 
Germany and Austria make the know-how of 
their company-internal fire brigades available 
to the public through TUIS. What can the man 
in the street understand from this abbrevia-
tion?

Juergen Warmbier: TUIS stands for the Trans-
port, Accident Information and Assistance sys-
tem. It was brought into being as long ago as 
1982 by the association of chemical industries 
in Germany. It is based on the principle of ‘re-

◀ Juergen Warmbier, Head of Central 
Fire Protection and Security at the chemical and 
pharmacies giant Merck in Darmstadt: 
comprehensive warning system
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sponsible care’ to which the chemical industry 
has committed itself. The support consists of 
three levels: firstly, advice by telephone; sec-
ondly, specialist advice on the scene and, thirdly, 
through our own company fire brigade directly 
at the scene, for example by using specialist 
equipment. The company fire brigades of the 
chemical industry provide support for over 1,000 
incidents annually in Germany.

How close is the cooperation, the partnership 
with other fire brigades and rescue services 
specifically with regard to training or the use 
of special equipment? Are there some topical 
examples?

Juergen Warmbier: Cooperation with the public 
fire brigades, the aid organizations, the police 
and the governmental disaster relief organiza-
tion is extremely good. Not only the cooperation 
with the town of Darmstadt functions well, but 
also equally well with the surrounding commu-
nities and nearby towns. The Messkonzept Süd-
hessen (south Hesse measurement plan) is an 
excellent example of implemented cooperation. 
The concept describes the joint activities when 
dangerous substances are set loose. In these cas-
es, special measurement vehicles are brought in 
to establish the concentration and dispersion of 
the leaked substance and these are controlled by 
the measurement office of the Merck works fire 
brigade for the whole of south Hesse. In this way 
we can make our specialist chemical knowledge 
available and support the public hazard preven-
tion agencies. This is responsibility in practice, 
the Responsible Care I mentioned before.

A brand new emergency call and service con-
trol room has just been opened on the Darm-

stadt premises, and this has been housed in a 
new building. First of all, this is a large invest-
ment, but also an important step towards 
better security. Could you explain the most 
important functions and tasks of this state-
of-the-art security HQ?

Juergen Warmbier: Our security control room 
serves as the worldwide emergency call recep-
tion center for Merck. No matter what happens 
in the Merck world, the relevant messages all 
arrive here. The control room is of course the 
‘heart’ of all imaginable security services for the 
Darmstadt location. Around 30,000 automatic 
messages arrive here together – for example 
from intruder alarms, fire alarms and building 
services systems – and are processed and con-
trolled here with the most modern technology. 
Also the daily security-relevant tasks are coordi-
nated here by the control room. When events oc-
cur, this is the home of the crisis communication, 
the factory team control and the technical team 
control. To ensure effective danger prevention 
when dangerous substances leak, control of op-
erative resources, such as the public and factory 
fire brigades, takes place in the so-called ‘Dan-
gerous Substance A,B,C measurement center’.

Does the security control room conform to 
the new EN 50518 standard from a building 
(Part 1) and technical (Part 2) point of view 
and does it therefore meet the operational 
requirements (Part 3)?

Juergen Warmbier: The standard describes the 
state-of-the-art of technology. Taking the stand-
ard into consideration, we have oriented our-
selves particularly strongly towards operational 
matters.

New security control room at Merck: worldwide emergency call reception center

DIGITAL SMART HANDLE 3062

HIGH-TECH 
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FINGERTIPS.
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connectable. Thanks to the simple SnapIn 
installation method, the SmartHandle can 
be installed without any cables in just a few 
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ensure up to 130,000 open and closing 
procedures with no worries. The fittings 
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award: intelligence can so be nice to look 
at too!
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The control center staff have a particularly 
important and responsible key position in fac-
tory security. What qualification certificates 
and particular abilities do these employees 
have?

Juergen Warmbier: We are an integrated con-
trol room. This means that all manner of tasks 
are addressed by them, such as fire protection, 
technical assistance, rescue services as well as 
factory protection. As a result of this, all employ-
ees are qualified in these areas. Apart from the 
required municipal fire brigade training and con-

trol room tutorials, these employees have also 
undergone rescue service training – paramedic, 
emergency medical technician – as well as ob-
tained a qualification for plant security activities, 
as a specialist or service resource for protection 
and security or plant protection specialist. As we 
are an internationally active organization, it is 
natural that our personnel can also communicate 
in English. Internal audits are carried out to en-
sure the required process quality in our control 
room is maintained, also in the form of a ‘test 
call’ from somewhere in the whole wide world.

One of the preventative measures is recon-
ciliation of the alarm and danger prevention 
plans with the respective authorities. A very 
important aspect of this is a neighborhood 
information system. How does this work in 
Darmstadt and have you also improved pro-
tection of the public with the new control 
room?

Juergen Warmbier: Our neighborhood informa-
tion system is currently also being brought up 
to the latest state of technology. In future we 
will be part of the warning system of the town. 
Conversely this means that we are also users 
of the public warning system. This cooperation 
with the town takes place with the agreement 
of the relevant authorities and provides benefits 
for both sides. I see here a sensible and econom-
ic approach that uses the synergies to create a 
comprehensive warning system.

As well as firemen, your department also 
employs engineers, specialists and protection 
and security technicians as well as paramed-
ics. What other professions from the world 
of security do you also employ – and provide 
training for – and where do you see an in-
creased need for personnel in the future?

Fire tender of the Merck company fire brigade: municipal fire brigade training, control center training 
and plant security

Juergen Warmbier: We are a recognized train-
ing center for company fire brigade personnel, 
paramedics and emergency medical techni-
cians. We at Merck were largely involved in 
the development and introduction of the new 
recognized profession of ‘company fireman’. 
We also offer the opportunity to train for the 
certificate of ‘Protection and Security Specialist’. 
As long as the conditions can be met, we also 
offer extra-occupational studies in the security 
sector where required. A young employee who 
has already obtained her Bachelors in Security 
Management is currently completing an intern-
ship with us. With regard to your question about 
future staff requirements it should be noted that 
our company will be particularly affected by de-
mographic change, or rather, it already has been. 
In the next few years, a competition among 
young, qualified applicants will be visible – the 
so-called ‘War of Talents’.

How do you manage to get the employees 
but also the visitors and suppliers to take fire 
protection measures, the adherence to ac-
cident prevention regulations and also mea-
sures against crime seriously and to comply 
with them?

Juergen Warmbier: Our aim is the person them-
selves and their required behaviour. The mes-
sage must reach the addressee. It is therefore 
essential to send clear messages that anyone 
can understand and plausibly follow the reasons 
behind them. Visitors must be spoken to and 
informed, and relevant flyers are distributed in 
addition. People who remain on site for longer 
periods must watch a security film and demon-
strate in a test that they have understood the 
content. There are special programs on security 
in the factory for our own employees. At the end 
of the day, however, everything only functions 
when the consequences of not following the 
rules are made clear.

Mr Warmbier, many thanks for the enlighten-
ing and informative conversation!

Merck company fire brigade with vacuum truck: 
comprehensive warning system ▼

Scientific Editor 
Heiner Jerofsky 
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Control Rooms

Are You Sitting Comfortably?
Big Screen Advantages in the Control Room

Concentration and Focus
In addition to the aesthetic and marketing ben-
efits, the practical benefits of having a large 
screen display system in a control room are 
overwhelming: firstly, it unifies a control room 
team and helps to focus the synergy and atten-
tion of the group. Secondly, it allows manage-
ment and senior staff to instantly assess a situ-
ation and take quick, decisive action. Finally, a 
large display system provides a single place to 
view multiple source types, and allows for 24/7 
operations.

The company‘s partners in providing the 
complete turnkey installation are of course 
important, one of whom is Recaro who have 
contributed their expertise on healthy sitting in 
control rooms. It is important to have a profes-
sional chair, in order for the employees in front 
of the video wall to stay healthy and focused. 
When working in a control room environment, it 
is important to remain concentrated all the time, 
without your back hurting or any other factors 
distracting you.

Coordination and Efficiency
In a control room full of operators, each individ-
ual person is usually assigned to a specific task. 
For example, in a security center, one person is 
assigned to monitoring security camera feeds, 
another to alarm systems, another to access 
codes, and so forth. This configuration is essen-
tial, because different professionals specialize 
in different components of the overall task at 

Over recent years, Eyevis has become 

an ever more frequent supplier of 

professional control room equipment, 

in particular for large screen systems, 

displays and monitors. Their decades of 

experience in the sector and has brought 

them contracts for various high-security 

projects and control centers of different 

branches all over the world. 

hand. However, this can also result in a loss of 
central focus if each person becomes too con-
centrated on his or her individual job, and the 
control room can become uncoordinated and 
inefficient with potentially severe consequences. 

This is where a large screen display comes 
into effect. With a continuously updated mission 
summary shown at the front of a control room, 
the operators can focus on their individual tasks 
while keeping updated on the grand scheme of 
things with just a glance towards the front of 
the room. In the example of the security center, 
this means that when an alarm is tripped, the 
security camera operator can provide a feed of 
that area while the access operator can lock 
down that sector. 

Of course, not only the operators in the room 
benefit from this. When a manager faces a situ-
ation in which an important decision must be 
made, he or she wants clear, accurate infor-
mation as quickly as possible. A large display 
system helps managers and decision-takers 
to instantly assess a situation with a single 
glance because all of the necessary information 
is neatly displayed together at the front of the 
control room. Where seconds count, this clar-
ity cannot be given in a verbal report or taken 
from an individual operator’s monitor. For this 
reason, it’s also important that the information 
is readily available at all hours of the day or 
night. This significantly lowers the risk of poor 
decision-making and a potentially ruined pro-
ject or facility.

When a massive project is on the line, one is 
only willing to take as little risk as possible. Mis-
sion success, whether you are launching a rocket 
or managing a security system, often relies on a 
secure and effective control room, operated by a 
team of professionals working as a single unit. 
No matter what the application, one component 
is often found in these control rooms: a large 
screen display system. However, are these dis-
play systems really necessary in a control room? 
What are the benefits of having one?
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course, for such an essential control room in-
vestment, the reliability and functionality of the 
large screen display is paramount; large screen 
display systems are often designed to be oper-
ated 24 hours a day, 7 days a week, year round. 
This is particularly true when static images must 

Eric Henique
eyevis, Reutlingen, Germany
Tel.: +49 7121 43303 118 · Fax: +49 7121 43303 22
henique@eyevis.de · www.eyevis.de

▶ C o n t a C t
Continuous Operation without Burn-in
LCD monitors cannot accomplish the same tasks 
that a large screen display does. One of the 
greatest distinguishing factors between a large 
screen display and the individual LCD screen 
is the ability to function around the clock. Of 

be displayed (such as a security camera feed or 
the valve systems of a refinery), because while 
most operator desk monitors are subject to 
burn-in or ‚ghost‘ effects, rear-projection cube 
systems are much more resilient and the same 
image can be shown most of the time, but have 
no disruptive screen effects in the event that you 
need to display a new image or feed.

Apart from the strictly operation-based ben-
efits, a large screen display system can be a 
highly impressive tool to show to visitors and 
investors of your company. A neatly organized, 
well-focused control room sends a strong mes-
sage about your company values, and empha-
sizes a healthy concern for structure, functional-
ity, efficiency and employee health. Large screen 
display systems help to unify a control room for 
a clear and concentrated working environment 
with an intuitive information flow.

Security, Hall 1, Stand 407

You decide. Strengthen your security;
one building block at a time.
Start with Security Center unified video, access control and LPR. 
Then consolidate key business systems like intrusion detection, asset monitoring, 
building management and more. And watch unification evolve. 

Visit us at ESSEN 2012, hall 2 - booth #228 or online at 
genetec.com/SecurityCenter

License Plate Recognition | Video Surveillance | Access Control

What is in your 
security platform’s 
DNA?

Innovative Solutions
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Interview

Determined to Have a Smart Future
Samsung Concentrates on Customer Support to Grow Further

Gary, you have been in your new role for a 
number of months and although time has 
a habit of flying by, are you yet at a stage 
where you are able to talk about any major 
changes the company intends to make?

Gary Rowden: I am fortunate to be leading a 
highly professional team which has achieved 
significant success over the last five years and 
so I see my role primarily to be about introduc-
ing new ideas which builds on that success 
rather than making any radical changes to the 
existing sales and technical teams infrastructure.

Which areas of the business do you think can 
be improved?

Gary Rowden: Our overall objective is to rein-
force Samsung’s position as a security brand 
which can be trusted and that we are a com-
pany that people like dealing with.

Can you explain what you mean by this? 

Gary Rowden: Samsung has been acknowl-
edged by independent research companies as 
one of the top three European security brands 
and although until recently our strength has pre-
dominantly been with analogue technology, we 
now also have a comprehensive range of IP & 
network products.  It is however simply not be 
enough to be a one-stop-shop for access control 

Gary Rowden was appointed to  

the role of Sales & Marketing Director  

for Samsung Techwin Europe Ltd in  

February 2012. This was a new position 

and was created as a result of a wide 

ranging review of how the company 

promotes and supports its products 

throughout Europe. In this interview with 

GIT SECURITY, Gary provides an insight 

into how the company is committed to 

a strategy that will allow it to better 

respond to the sales and technical sup-

port requirements of its customers.

ity and robustness of our products. However, to 
establish trust, you have to sometimes be brutal-
ly honest with yourself and with customers and 
in this respect, there is no doubt that in some 
areas of our operation we have been a victim of 
our own success and need to do better.

What do you mean by saying that you have 
been ‘a victim of your own success’? 

Gary Rowden: A: Put simply, our sales growth 
over the last couple of years in particular has ex-
ceeded even our high expectations and as a re-
sult we have experienced growing pains in that 
the demand for our pre and post sales support 
services has increased almost exponentially? Of-
fering free technical support is an excellent way 
to generate goodwill but you have to be able to 
be resourced to deliver it. 

Is this not a major stumbling block for 
Samsung? 

and video surveillance solutions or to have prod-
ucts, many of which incorporate technology that 
is unique to Samsung, that are regarded as ‘Best 
in Class’. In co-operation with our network of 
distributors we need therefore to back-up these 
high performance, reliable and price competitive 
products with unbeatable support services.

Do you think that Samsung has been  
offering the required level of pre and post 
sales support to its customers?

Gary Rowden: In the main, categorically yes. The 
feedback I have received from the marketplace is 
that the vast majority of our customers are full of 
praise for the efforts we make to help them win 
new business and they are equally impressed 
with the expertise of our technical teams. There 
is no doubt that the free system design service 
and the free technical support that we offer is 
highly valued, as is the three year warranty 
which underscores our confidence in the reliabil-

Gary Rowden, 
Sales & Marketing Director 
for Samsung Techwin Europe 
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Samsung Techwin Europe, Chertsey, UK
STEsecurity@samsung.com
www.samsungsecurity.com

▶ C o n t a C t

Gary Rowden: We are determined that it will 
not be. We are reacting to the challenge by re-
cruiting additional experienced and knowledge-
able technical support personnel who will be 
based at our head office. It is equally important 
of course that we have people on the ground 
at a local level who can speak the relevant lan-
guage and understand local market conditions.  

Gary Rowden: With the continued support of 
our loyal customers all across Europe, and we 
intend to do all that is necessary to continue 
to earn their trust and loyalty, we have an ex-
tremely exciting future. Our IP network based 
product portfolio places us in an excellent po-
sition to work with our customers to win new 
business. Until recently, Video over IP was only 
perceived as a solution for large projects but 
we are now seeing the technology increasingly 
utilised in small to medium sized installations 
and so the potential for growth is enormous. 
To make it easy for customers who are look-
ing for a gradual transition from an existing 
analogue system to a full IP network based 
surveillance solution we have also  accelerated 
our programme to integrate Samsung cameras, 
DVRs and NVRs with video management soft-
ware offered by leading independent software 
development companies. This provides custom-
ers with the option for Samsung products to be 
controlled and monitored alongside equipment 
produced by other manufacturers. Axxon, Aime-
tis, Digifort, Griffid, Ipronet, Exacq, Genetec, 
ISS, Milestone, Mirasys, ONssi and Seetec are 
among the list of VMS companies that we  has 
been working with because of their ability to of-
fer ‘open’ software.

Do you think the majority of installers  
have the knowledge to install a Video over  
IP system?

Gary Rowden: For every installer or system in-
tegrator who is knowledgeable about network 
based security systems, there are probably still 
many more who do not yet know what ques-
tions to ask when they have a requirement to 
specify an IP network based solution. As a ma-
jor stakeholder in the security industry, we feel 
it is essential that we share our knowledge and 
expertise in respect of IP network solutions and 
technologies with our existing and potential 
customers. Our Smart Security philosophy is in 
fact all about how customers, with our help, can 
upgrade from an analogue system to an IP and 
network based solution in the smartest way for 
their business. Over the coming months we will 
therefore be offering training courses which will 
educate installers and system integrators how 
they can recommend a Samsung IP network 
based security solution and be confident that it 
will meet, if not exceed, their expectations. We 
want to take the mystery out of installing an IP 
and network solution and by doing so, demon-
strate to customers that with the correct advice 
and guidance, they need not have any fear of 
embracing what is truly an exciting technology 
which offers so many benefits, not the least of 
which is the opportunity to gain maximum ad-
vantage from the latest HD megapixel cameras.  

Do you think Samsung has created a problem 
by introducing so many new products and 

technologies in what has been a relatively 
short period of time? 

Gary Rowden: Much of the technology which 
has been introduced by the security industry has 
its origins in the massive investment that com-
panies like Samsung have made in consumer 
products. Other technological advances have 
come about as a result of a response to evolving 
customers’ requirements. Whatever the reason, 
the pace at which new technology has been 
introduced is not generally the problem. Any 
difficulties have usually come because of the 
lack of training on how to implement the new 
technology and a misunderstanding of what can 
be achieved from it. Training is therefore at the 
heart of our commitment to build customer trust 
in Samsung and its products and with this in 
mind, our customers all across Europe will short-
ly be invited to take advantage of the education 
programmes being offered by the recently es-
tablished SAMSUNG IP Institute (SIPI).

What can we expect from Samsung at the 
Security Essen show?

Gary Rowden: We will be demonstrating how 
customers can upgrade from an analogue sys-
tem to an IP and network based solution in the 
smartest possible way for their businesses. Our 
stand will feature a ‘play’ table where visitors 
will be encouraged to get hands-on with the 
product. They will be able to try the latest IP vid-
eo surveillance and access control products and 
there will be specific areas of the stand where 
Samsung’s security solutions for the commer-
cial, education and transport sectors will be on 
show. There will certainly be no shortage of new 
IP network based products for visitors to see 
when they visit our stand. The new affordable 
range of 1.3 & 3 megapixel HD network cam-
eras should be of particular interest to install-
ers as collectively they provide the flexibility to 
choose a cameras specification which matches a 
client’s specific requirements. These new camera 
models are capable of capturing evidence grade 
images, but are offered at a price which would 
make them affordable for the majority of office 
and retail video surveillance projects. Also on 
show will be our comprehensive range of RFID 
and Biometric technology based access control 
systems, which provide a cost effective solution 
for virtually any project, from a stand-alone sin-
gle door solution, through to large or multi-sited 
applications. 

Security, Hall 2, Stand 413

That is why we have already invested in people 
who are based at our offices in France, Germany, 
Italy, Czech Republic, Spain and Russia, as well 
as at our head office in the UK. Our products 
come from Korea but the future of Samsung 
Techwin Europe Ltd will be driven by local man-
agers who will be able to get close to custom-
ers to listen, understand and fulfil their service 
level requirements. As well as recruiting good 
people, we are also putting processes in place 
to ensure new and existing customers can more 
readily obtain the information they require.  We 
will shortly be launching a new multi-language 
Pan-European website where installers, system 
integrators, consultants and end-users will have 
access to comprehensive information on the full 
range of Samsung’s product and solutions and 
as a result, will be able to choose the correct 
combination of products for their project. 

What does the future hold for the professional 
security division of Samsung?
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Interview

Security, Flexibility and Control

Despite the Euro crisis, Salto seems to be a 
fast growing company. Is the trend towards 
electronic locks and access control systems 
the main reason for Salto growing faster than 
the rest of the market?

Marc Handels: You are right, Salto has grown 
rapidly over the past few years. Many people do 
not know that we had a turnover of more than 
46 million Euro in 2011. In 2010 we grew by 
25% and in 2011 by 30%. The market for elec-
tronic locks is certainly the part of the market for 
access control systems which is growing most 
rapidly. However, the fact that we are in a growth 
market only partly explains these growth figures 
in economically challenging times. An important 
reason for our success is certainly that when we 
started the business back in the year 2000, we 
concentrated on the market for wireless control 
elements - especially for the market outside of 
hotel applications. Although there were already 
electronic systems in which the data for the ac-
cess rights were saved directly to the element, 
there were no systems which were suitable for 
large applications with more than ten doors. 
Administration of rights was the main problem. 
We then developed Data-on-Card, Salto‘s virtual 
network (SVN). This technical innovation was so 
successful that we won projects for a wide range 
of applications throughout the world with this 

In today’s fast moving and constantly 

changing world buildings and workspac-

es need to be flexible and adaptable, 

ready to incorporate new technologies. 

Recognising this, Salto has in the recent 

years developed new access control 

concepts and a wide range of innova-

tive products such as the Salto virtual 

network and the XS4 access control plat-

form. GIT SECURITY had the opportunity 

to talk to Marc Handels, Vice President 

Global Marketing & Sales at Salto Sys-

tems, about the access control market 

and the changes in an ever changing 

and demanding security environment.

concept. Initially, the system was mainly used in 
the health-care sector, in educational establish-
ments and in public areas. It was definitely the 
right decision to start in this segment. It was also 
right not to rely on cheap systems which replace 
mechanical elements from the outset, but rather 
to use high quality elements, which although 
they are more expensive, offer enormous advan-
tages in flexibility and long-term costs. 

So your success is based on the fact that you 
do many things differently to other companies?

Marc Handels: You could put it that way. In con-
trast to most companies, we were a global play-
er from the very start. Unlike other companies 
we did not develop the home market and then 
take care of exports. Initially, the Spanish mar-
ket only accounted for about 8% of our sales. 
We knew that large companies would copy our 
systems, so we couldn‘t waste time in gaining 
access to the international market. A result of 
this attitude is that from the very beginning our 
modular systems could be easily adapted to the 
different requirements of individual countries.

Has your system now become established?

Marc Handels: The market has changed radi-
cally, especially in the past three years. While 

F.l.t.r. Heiko Baumgartner, Marc Handels
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Marc Handels
Salto Systems, Oiartzun, Spain
Tel.: +34 943 344550
Fax: +34 943 344550
m.handels@saltosystems.com
www.saltosystems.com

▶ C o n t a C t

initially our systems were often used as a sub-
stitute for mechanical locks, we now handle 
many large projects, where our locking systems 
are used from A to Z. The opposing argument of 
large access control companies from our early 
days, that „access control needs cables“ is long 
since a thing of the past. Interestingly, it was 
pressure from our end user customers which 
brought about the change. They told the large 
companies in the sector that they had good ex-
periences with hundreds of doors which were 
managed offline by Salto, and that they wanted 
a mixture of offline and online access control 
points for their projects. End user customers like 
flexibility and want to have various elements 
integrated into a system for their projects. We 
are now definitely seeing a convergence be-
tween traditional security systems, where ele-
ments such as access control, video surveillance 
systems and alarm systems are linked by cable, 
together with offline components, which in real-
ity are often no longer „offline“, but rather are 
in contact with the main system via wireless or 
SVN. One of the ways Salto is addressing this 
‘convergence’ is by integrating and partnering 
with a wide range of major access control com-
panies including brands such as CEM Systems, 
Gallagher, Gunnebo, Honeywell, Nedap and 
Siemens to name but a few. Such partnerships 
offer significant benefits to customers looking 
to deploy integrated solutions into their envi-
ronment.

The time to market for your new products is 
very short. How do you manage to do this?

Marc Handels: One of the reasons for our suc-
cess is that although our company is managed 
like an international business, we have many 
elements such as speed and flexibility, which 
are more typical for a small or medium sized 
business. We rely greatly on people, their moti-
vation and passion, regardless of whether they 
work in sales, development or production. We 
must remain innovative, and we do this by rap-
idly implementing ideas, which come from our 
customers, individual employees or research 
facilities, in the form of products. We call this 
open innovation. We actively promote ideas 
and - most important - we do not waste time in 
the decision-making phase. Our Development 
Manager and co-founder, Juan Imedio drives 
ideas forward and I, with my responsibility for 
sales and marketing can also not wait until we 
have a new product on the market. It is clear 
to us that after the starting phase, in which 
although we had unique products, we had to 
explain a lot of things to our customers, we are 
now in a phase where open innovation is es-
pecially important. Competition is growing, but 
our customers always know that Salto is the 
technological leader and is continuously devel-
oping its products as well as keeping systems 
which have already been installed at a state-of-
the-art level.

 
Producers of more traditional access control 
products were arguing for years that elec-
tronic locks and access control systems are 
less secure and reliable than traditional sys-
tems. Is this argument still justified?

Marc Handels: An access control system is 
only as secure as the weakest link in the chain, 
which usually consists of three elements: the 
components which lock the door, i.e. the lock, 
the control element and the software. We in-
tegrate all of these elements into our system. 
Our locks are as secure as, or even more se-
cure than those of traditional access control 
companies with conventional components. The 
same applies for the control element, including 
encoding. Here, we utilise all available secure 
card technologies and for each of our door fit-
tings, the customer can select those which he 
will use exclusively or in parallel. e.g. mifare 
classic, desfire, desfire evolution one or Legic. 
This means that according to the selection, the 
customer can obtain the security level which 
he requires - up to the very highest security 
standard - just as with traditional access con-
trol systems. One thing must be stated very 
clearly: anyone who selects a data-on-card so-
lution and therefore a wireless solution obtains 
a different control element. However, anyone 
who previously had a mechanical lock did not 
have any control whatsoever, i.e. replacing such 
a lock with one of our offline systems increases 
security. Of course, not to the level of a cabled 
real-time system, which we also offer and sell 
very successfully - but which does not come 
into question in many cases. We offer our cus-
tomers a full freedom of choice with regard to 
the security level. They can choose between of-
fline and online systems and have a free choice 
of the card technology. What is important is to 
increase the security level of the entire system, 
taking into account the costs and the technical 
effort.

You recently announced a partnership with 
BioCote, a provider of antimicrobial coat-
ing technology. Is the hygiene aspect only 
important for Health Care applications or 
would you consider antimicrobial coating as 
something which is also interesting for other 
markets?

Marc Handels:  In the field of health care 
spreading of germs and hand hygiene is of 
course an important issue and there is a great 
demand for antimicrobial coatings – which we 
have catered for. In two other fields, the food 
processing industry and the packaging industry, 
this type of coating for door fittings and access 
control elements is now almost standard. There 
are also other applications in the field of edu-
cation, for example nursery schools.  All of our 
cylinders can be equipped with Biocote coat-
ings and for our new iCare key cabinets, Biocote 
coating is a factory standard. 

The move towards using Near Field Commu-
nications (NFC) technology is obvious. Is the 
access control market ready for NFC solutions 
and what does Salto offer the customer?

Marc Handels: We have been involved with this 
topic since 2006 and are closely observing de-
velopments in this field, as you can see from the 
article about this technology in GIT SECURITY 2/
March 2012. In this area we have decided not to 
use any marketing tricks, as NFC is a very impor-
tant issue and with our data-on-card technology 
Salto is almost predestined to use this technol-
ogy. NFC is a very important topic, in which ac-
cess control is only a small aspect. There have 
been and still are many important players in 
this market and over the past years there have 
been many changes in the technology, which we 
have all followed at Salto and where we were 
involved in a large number of developments. The 
Security exhibition in Essen will be the moment 
when we can show the first results which dem-
onstrate the true potential of this technology. 

In 2010 you surprised the market with your 
first appearance at Security Essen. What can 
we expect from Salto in 2012?

Marc Handels: At the Security Essen (Stand 
108, Hall 12) we will present a new generation 
of products, which not only feature up-to-the-
minute design, but also offer technical benefits 
with true added value for integrators and end 
users. The new presentations include a series of 
products, which operate with the latest Legic 
generation of non-contact RFID technology. The 
ultra-small and extremely cost-effective Legic 
advant platform is the perfect choice for battery-
operated mechatronic locking systems. With this 
implementation we are reacting to the increas-
ing demand by our customers for the integration 
of a security solution based on Legic advant into 
our leading access control system. In addition, 
in Essen we will be presenting a new series of 
electronic door fittings, new web-based soft-
ware, a location tableau including radio online 
components, extensions to the leading range 
of mechatronic locking cylinders, GEO, a panic 
bar which can be combined with fire safety 
and security systems, new door handles which 
have been specially developed under the aspect 
of freedom from barriers as well as many other 
solutions.

Security, Hall 12, Stand 108
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Tel.: +44 1322 222121 · Fax: +44 1322 291794
sales@kentec.co.uk · www.kentec.co.uk

▶ C o n t a C t

Established for over 27 years, the company‘s 
products are found in a diverse range of safety-
critical environments including transport, health 
care, leisure, metro systems, hotels and shipping. 
They can be found as the Security trade fair in 
Essen on stand 220 in hall 1 from 25–28 Sep-
tember 2012.

Kentec Electronics, a leading UK manufacturer 
of fire detection and alarm control panels, will 
be unveiling their new product concept at Se-
curity 2012. Going under the name Taktis, its 
capabilities extend beyond a very powerful and 
sophisticated fire detection and alarm system. 
Taktis offers a unique set of web-based applica-
tions that allow the systems integrator, service 
provider or end user to manage all aspects of 
their life safety systems.

Kentec will also be exhibiting their internation-
ally approved range of analog, addressable and 
extinguishant fire control panels, including their 
EN approved Sigma XT / XT+ extinguishant panel 
range and UL / FM approved Sigma A-XT that has 
been designed to efficiently manage small to me-
dium-sized fixed firefighting installations.

Security Management

Fired Up
Taktis Panels at Security 2012

Security, Hall 1, Stand 220

Smart, Square, Simple
Because of its dimensions 
and the underlying technolo-
gy this latest development by 
the eyevis engineers is a first 
choice for all kinds of ap-
plications in promotion and 
digital signage: eyevis’ new 
squareTILES are square 21.6-
inch LCD screens with a 1:1 aspect 
ratio, which makes them look quite 
exotic compared with the typical 
16:9 screens we see today. And 
that’s their major strength. The 
development of the squareTiles 
was inspired by the predominant 
measure of tiles in the U.S. and the 
creative colorful arrangements pos-
sible with these tiles. From there it 
was just a small step towards the 
development of a digital display 
counterpart. Thanks to the “ultra-
super-narrow-bezel design” the 
eyevis squareTiles can be installed 
in almost seamless configurations 
with minimal spacing between the 
image contents of individual moni 
tors. They can be used as modules 
to create digital display systems in 
a closed or any other arrangement. 
For example, individual squareTiles 
can be installed in an offset pat-
tern, or mounted round a corner, 

in order to achieve an eye-catching 
image effect. The built-in scaler and 
the matrix functional ity provide 
the possibility to realise such unu-
sual arrangements. These features 
allow adjusting the image easi
ly at any position. The direct LED 
backlight provides a very uniform 
illumination of the displayed im-
ages. The high resolution of 960 x 
960 pixels and wide viewing angle 
further contribute not only to meet 
the high professional standards of 
creative digital signage applica-
tions, but to redefine them. Thanks 
to their robust metal housing that 
is typical for eyevis products, the 
squareTiles are interesting even for 
the AV rental industry. Finally, all 
companies today are looking for 
ways to stand out at shows with 
their own stands from the neigh-
bours.� info@eyevis.de
Security, Hall 1, Stand 407

Interference and Direction Analyzer
Narda Safety Test Solutions has 
equipped the Interference and Di-
rection Analyzer IDA-3106 with ad-
ditional functions that allow even 
faster and more reliable localiza-
tion of interference and unknown 
signal sources. It is now possible to 
localize pulsed or sporadic signals 
using a horizontal scan for direc-
tion finding – a feature that is a 
world first in a hand-held device, 
the Company claims. The spectro-
gram display shows the variation 
of the spectrum with time. Devia-
tions from a reference trace can be 
seen at a glance using the delta 
spectrum display. The Analyzer 
records up to 400 compressed in-
dividual spectra for the spectro-
gram display and shows the signal 
strength in color. This visualizes the 
variations in the spectrum with 
time, which can give information 
about the type of signal, so that 
industrial control equipment with 
cyclical signals, mobile communi-

cations services using frequency 
hopping, stationary transmitters, 
and sporadic emitters can all be 
distinguished from each other.
� www.narda-ida.com
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Don’t accept any patchwork in your video security system. Instead, rely on a tailor-made solution with
components from a single source. In capturing, recording, analyzing, evaluating and documenting our products
set new benchmarks for quality, reliability and functionality. They are perfectly matched with each other so
that you can work professionally with professional products. Quality from a single source, made in Germany. 

Visit us at Security in Essen | hall 2.0 stand 409 or at www.geutebrueck.com

Competence in Video Security

NO PATCHWORK!
I N  S E C U R I T Y  S O L U T I O N S



Special Show for Security Service 
Providers
The security service providers will extend 
their presence at Security Essen 2012. Under 
the auspices of Bundesverband der Sicher-
heitswirtschaft (BDSW – “Federal Association 
of the Security Industry”) and Bundesvereini-
gung Deutscher Geld- und Wertdienste (BDGW 
– “Federal Association of German Money and 
Valuables Services”), a communication plat-
form will once again be created for this section. 
“Protection, Security, Service” will be the central 
idea according to which exhibitors in Hall 4 will 
present their ranges of available services. The 
premiere in 2010 aroused great interest not only 
amongst the companies presenting themselves 
but also amongst the trade visitors.

Valuable Knowledge: Expert Forums
Three forums will offer the trade visitors the 
possibility of obtaining information about topi-
cal subjects in the sector. In Hall 6 (the Secu-
rity Forum), there will be lectures ranging from 
security management to video surveillance. IT 
security will also play a great role here. Experts 
will indicate solution paths to the interested 
trade visitors in a generally comprehensible and 
practice-oriented form. The forum in Hall 8 will 

Showcase for Innovations
Security Essen will offer the whole world of se-
curity and fire protection technology under one 
roof with a comprehensive overview for new 
security technologies and security concepts. In 
this respect, the trade fair will consistently place 
its faith in its solution-oriented profile. From 
mechanical security technology, fire protection 
and IT security via security systems for outdoor 
sites and video surveillance right up to solutions 
for reporting hold-ups, burglary and theft, trade 
visitors will be able to obtain extensive informa-
tion.

Not only the wide range on offer but also 
the large number of innovations make Security 
Essen a must for the security sector. A lot of ex-
hibitors develop their innovations in a targeted 
way for the world’s premier fair in order to in-
troduce them to the trade public for the first 
time there. Within the framework of the open-
ing ceremony in the evening before the fair, the 
“Security Innovation Award” will be presented 
to the most innovative companies in various 
categories. The new Research Area will concen-
trate on future subjects in the sector: In Hall 8, 
research-oriented companies and institutes will 
present themselves on a cooperative booth for 
the first time.

concentrate on subjects from research and de-
velopment. Public security will be the focus of 
attention during the forum about the official fig-
ures in Hall 9

Security Innovation Award:
Innovations have a tradition at Security Essen: 
Nine out of ten companies will take advantage 
of the trade fair in order to introduce a product 
innovation. Messe Essen uses the Security In-
novation Award to honour particularly pioneer-
ing products and concepts for which the delib-
erations focus on the human being. The prize in 
gold, silver and bronze will be conferred in the 
three categories: Technology & Products, Ser-
vices and Fire Protection; a special prize will be 
handed over in addition. The mark of distinction 
is meeting with an outstanding response in the 
sector: 84 companies have put themselves for-
ward as candidates for the renowned award this 
year. Around half of the applications to be can-
didates originate from international exhibitors.

The winners will be announced and hon-
oured within the framework of the festive open-
ing ceremony of Security Essen at Messe Essen 
on September 24. The expected guests of hon-
our at this gala will include Antonio Tajani (Vice-
President of the European Commission), Philipp 

EVENT

Security and Fire Protection
Around 1,100 Exhibitors Will Exhibit at Security Essen on September 25–28, 2012

Security Essen has special omens in 2012: The world’s premier fair for security and fire protection 

technology will take place at Messe Essen for the 20th time on September 25–28. Around 1,100 

exhibitors from around 40 nations will be expected and will present innovative products and solutions 

on the internationally most significant platform in their sector. Thus, Security Essen will once again 

become the trendsetter in the growing security industry. Particularly pioneering innovations will be 

honoured with the Security Innovation Award.
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▶ C o n t a C t

Rösler (Federal Minister of Economic Affairs) 
and Hans-Peter Friedrich (Federal Minister of the 
Interior and patron of Security Essen 2012).

Fire Prevention – an Important Subject 
at Security Essen
The number of fire and smoke fatalities in Ger-
many is on the decline. An overview of the Fed-
eral Statistical Office for 2010 indicates 373 fire 
victims. 150 died from burns, 213 from toxic 
smoke gases, 10 for other reasons. Some years 
ago, the number of victims was generally still 
around the 500 mark. By contrast, the material 
damage caused by fires and smoke is increasing. 
According to an evaluation by the General Insur-
ance Association (GDV) for 2010, the average 
damage caused by fires in residential buildings 
is now EUR 4,366 (2008: EUR 3,750) per insur-
ance claim. The damage covered by industrial 

fire insurance has risen again. GDV expects an 
increase in the damage sum by 7.5%. Most ex-
pensive is the damage caused by the 150 to 200 
major fires every year (> € 500,000), on average 
between four and five million euros.

A study by GDV in 2008 showed that in more 
than 90% of the major fires in industry there was 
no automatic fire extinguishing system installed 
and therefore extinguishing only started on ar-
rival of the fire brigade. It is obvious that many 
companies accept the risk of damage although 
there have long since been efficient security so-
lutions for many fields of application and both 
the technology and the market are continuously 
developing further in constructional and techno-
logical fire prevention, fire alarm technology as 
well as extinguishing concepts.

This will be reflected again at Security Essen 
2012. Some 140 exhibitors out of the total num-

ber of 1,100 – and therefore 30% more than at 
the last Security Essen 2010 – will be present-
ing the performance and efficiency of modern 
fire prevention solutions. The entire range of 
fire prevention, early fire detection and fire-
fighting will be presented in the fire prevention 
halls (halls 1 and 9). Together with the exhibi-
tors, Messe Essen has agreed on a special „Fire 
Prevention Day“ on September 27th. Many com-
panies as well as the Essen Fire Service will be 
demonstrating their solutions in realistic dem-
onstrations on that day.
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Deutsche Bank, Sicherheits-Chef 
Matthias Brose:  
Vor die Lage kommen!
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Die Zukunft des Brandschutzes
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Megapixel Line-up 
The highlights at Fujifilm’s booth 
at Security Essen will be a number 
of new Megapixel Varifocal lenses 
for day/night as well as high-res-
olution Telezoom lenses for long 
range surveillance applications in 
High Definition. The new lenses 
are compatible with cameras up 
to 5  megapixel resolutions and 
provide excellent images in HD 
quality to make surveillance more 
convenient. Three new models will 
be available for Security to enlarge 
the wide product range of Varifocal 
lenses. The lenses offer high reso-
lutions of 3 megapixel and IR-cor-
rection for applications by day and 
night: YV3x6SR4A (f = 6~18mm) 
and YV3.3x15SR4A (f = 15~50mm) 
for a maximum sensor size of 
1/2.7” and the DV4x12.5SR4A  

(f = 12.5~50mm) for 1/1.8” sensors 
and a resolution of up to 5 mega-
pixel. The lenses are applicable for 
full HD CCTV Security systems to 
ensure safety 7 days/24 hours. In 
addition all models are equipped 
with well-known Fujinon quality 
such as “AT” aspherical technology, 
locking screws for zoom and focus 
as well as metal mounts.�
� www.fujifilm.eu/fujinon

Unified Security Platform 
Security Center, Genetec’s 
unified security platform, 
blends license plate recogni-
tion (LPR), video surveillance 
and access control into one 
easy-to-use platform. The lat-
est version of it introduces a 
host of new features designed 
to enhance security events 
and video monitoring, simplify the 
system‘s operation, streamline up-
grades and maintenance activities, 
and help users easily monitor the 
health of their entire security plat-
form. Plan Manager is an advanced 
map-based interface that allows 
users to create a virtual environ-

ment from maps, floor plans, or GIS 
(geographic information system) 
maps for all types of sites includ-
ing cities, neighborhoods, airports, 
campuses, industrial sites, and 
buildings. � sales@genetec.com 

Security, Hall 2, Stand 228

HD IP CCTV Cameras 
Following on from the launch of 
the Super Lolux HD cameras a few 
months ago, JVC has developed a 
small range of affordable Lolux HD 
cameras, suited for many applica-
tions especially those involving low 
or bad light conditions. There are 
three models in the range: the VN-
T16U box camera, the VN-T216U 
indoor mini dome camera and the 
VN-T216VPRU outdoor mini dome 
camera. All three cameras feature 
1.080p CMOS sensors, and of-
fer multi-codec support, including 
MJPEG, MPEG-4 and H.264 High 
Profile, along with the ability to 
store footage on SD cards. Offering 
brilliant high-definition resolution 
and remarkable light sensitivity, 
the models also feature 2D dynam-
ic noise reduction and support the 
ONVIF standard for network cam-
eras. The VN-T16U box camera 
and VN-T216U mini dome camera 

with integrated HD lens have both 
been designed for indoor use, with 
easy day/night function. The out-
door VN-T216VPRU vandal-proof 
mini dome is IP66 rated, features 
an integrated HD lens and built-
in IR LEDs, so benefits from true 
day/night function. In addition, all 
Lolux HD cameras can be powered 
via AC/DC or PoE, making installa-
tion simple.
� www.jvcpro.de 
Security, Hall FG2, Stand 2

Video IP Appliance 
 Dallmeier’s DMS 

2400 is a high perfor-
mance Video IP appliance 
with a processing capacity 
for up to 24 HD video 
channels. In conjunction 
with the dedicated and 
preloaded software Sma-
via Recording Server it is a 
cascadeable IP security solution 
e.g. for retail stores, gas stations or 
company premises. The appliance 
is a high performance server hard-
ware with Multi-Core CPU and 2x 
3.5” HDDs. The operating system 
of the 3HU high appliance is on 
flash memory for highest system 
stability. The DMS 2400 is suitable 
for up to 24 SD-IP or HD-IP video 
channels. Optionally, an upgrade 
for hybrid use with up to 24 ana-

logue channels is available. The 
stand-alone device can be installed 
in a 19“ rack using the optionally 
available 19“ bracket. It supports 
one local playback of one camera 
(analogue, SD-IP or HD-IP) as well 
as the local live display of ana-
logue, SD-IP and HD-IP cameras in 
the multi split.
� info@dallmeier.com
Security, Hall FG2, Stand 1

Remote Monitoring Portfolio
 At this year’s Security 

show in Essen, Germany, Heitel 
Digital Video, a division of Xtralis, 
will present several new security 
solutions, including the Videogate-
way series, DVRs for mobile appli-
cations, and high performance IMD 
passive infrared detectors (PIRs). 
Also on display will be Xtralis life 

safety solutions, including Vesda 
with their very early warning 
smoke detectors; Eco for gas detec-
tion, and Osid for open-area smoke 
imaging detection. The Xtralis Ad-
pro portfolio for perimeter, multi-
site, and enterprise security will 
also be displayed.� info@heitel.com
Security, Hall 2, Stand 309

High Definition Imaging
Bosch Security Systems has 
launched 1.080p HDR cameras. 
Featuring intelligent backlight 
compensation, adaptive noise 
reduction and very good color re-
production, the Dinion and Flexi-
dome cameras deliver very high 
image quality and a very wide 
tonal range even under the most 
demanding lighting conditions. In-
tegrated Intelligent Video Analysis 
functionality enables more effec-
tive surveillance, while compres-
sion capabilities ensure minimum 
bandwidth requirements. A cast-
aluminum enclosure withstands 
the equivalent of 55 kilograms 
(120lbs) of force, making it suited 
for vandal prone areas and outdoor 

use. The cameras use digital imag-
ing technology to deliver remark-
able image quality at all times, in 
both bright and dark environments. 
Even in high-contrast scenes, or 
when looking from dark locations 
into well-lit areas the devices deliv-
er an exceptionally wide dynamic 
range, to capture more detail in 
both highlights and shadows. The 
true day/night cameras deliver im-
ages in color or monochrome and 
switch automatically between the 
two modes depending on the il-
lumination level. Either mode can 
also be selected manually via the 
alarm input, or remotely via a web 
browser.� www.boschsecurity.com 
Security, Hall 3, Stand 409
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In-Sight Forum

Want to learn why security is not primarily a 
cost factor and how it can lead to a profit? 
Interested to know how to turn security video 
equipment into Business Intelligence tools? Get 
a copy of our visionary Whitepaper in which we 
explain how Intelligent Video Systems are re-
newing the sector and will change the percep-
tion of what security stands for.

In-Sight Forum is a knowledge-sharing plat-
form aiming to provide a focal point for raising 
the level of discussion on the development 
and meaning of Intelligent Video Systems.

Come and get a printed version of the White-
paper at Security Essen, Panasonic Stand 219, 
Hall 2.

Join the conversation:
www.in-sightforum.com

SECURITY AS A 
PROFIT FACTOR? 

The activities of the In-Sight Forum are facilitated by Panasonic. 



Scott Schafer
Arecont Vision, Glendale (CA), USA
Tel.: +1 818 937 0700 · Fax: +1 818 937 04 64
www.arecontvision.com

▶ C o n t a C t

CCTV

Highly Prized
Arecont Vision Panoramic Cameras  
Secure Al Nabooda Auto Dealerships

bullet-style cameras have 
4.5–10 mm vari-focal lenses, 
weatherproof enclosures and 
infrared illuminators.

Itworks, a Dubai network 
systems consultancy and de-
sign and build services com-
pany for physical security systems, installed 
the systems. “Megapixel video provides a cost-
effective solution covering multiple sites,” said 
Amir A. Kolahzadeh. “High-resolution images 
enable maximum coverage with fewer cameras, 
and low-light performance enables after-hours 
surveillance.”

“The camera enclosures have an IP66 en-
vironmental rating and can withstand Dubai‘s 
extreme temperatures,” said Ethan Maxon, Mid-
dle East and Africa Regional Sales Manager for 
Arecont Vision. “Executive management was 
looking for a comprehensive physical security 
solution that would allow remote monitoring of 

An authorized dealer and exclusive 

distributor of Porsche, Audi and Volks

wagen, Al Nabooda Automobiles, has 

five showrooms and service centers 

across Dubai, the United Arab Emirates 

and the northern emirates of Sharjah 

and Fujairah. Vehicles such as these are 

a temptation anywhere in the world and 

such collections naturally attract the at-

tention of car thieves. Obvious deterrents 

alongside sophisticated background 

technology help to keep them at bay.

their facilities and our megapixel panoramic im-
ages cameras provide the detailed video cover-
age they need.”

Security, Hall 2, Stand 517

Arecont Vision‘s Surroundvideo 8 megapixel 
day/night panoramic view cameras generate 
high-resolution images that help to secure luxu-
ry automobiles and are also a valuable business 
tool at Al Nabooda Automobiles in the United 
Arab Emirates. The cameras are positioned to 
view the dealerships‘ sales floors and show-
rooms, workshops, parts and service entrances 
and other locations.

The installation uses the company‘s 
AV8365DN model, a 360-degree panoramic view 
day/night camera, and the AV8185DN, a similar 
camera that provides a 180-degree panoramic 
view. The megapixel cameras represent a highly 
cost-effective solution by eliminating the need 
for mechanical pan-tilt-zoom (PTZ) devices and 
by reducing the overall number of cameras need-
ed to provide detailed coverage of large areas. 
Now Al Nabooda Automobiles is able to provide 
a safer, more secure environment both for em-
ployees and customers, to prevent theft and to 
establish deterrents to minimize damage to ve-
hicles in the showrooms, workshops and parking 
areas. As a business tool, the cameras help the 
luxury dealership to analyze customer traffic and 
to evaluate customer support initiatives.

Several Al Nabooda Automobiles dealerships 
also use the AV1125IR 1.3 megapixel H.264 
Megaview IP cameras. The all-in-one day/night 

▲ �Arecont Vision‘s  
8 megapixel 
AV8365DN, a 
360-degree 
panoramic view 
day/night camera.

▲ 360- and 
180-Degree 
Megapixel 

Cameras Pro-
vide Safe Envi-

ronment and 
Prevent Theft ▶
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Made for Each Other 

Geutebruck has launched a variety 
of products attuned to its system 
world. G-Tect/VMX is an intel-
ligent video analysis solution for 
detecting motion in outdoor situa-
tions. Very reliable and easy to set 
up and use, it reports direction-
dependent motion with extremely 
low false alarm rates even in dif-
ficult conditions like rain and snow. 
If desired, it can also be combined 
with a conventional VMD func-
tion for exceptional dual sensor 
precision. G-Tect/MoP is a new 
pixelating function which masks 
moving objects in live displays or 
in already archived image data for 
data protection compliance. Main-
taining privacy when monitoring 
operations in areas with public 
access, G-Tect/MoP still allows au-
thorized personnel to investigate 

serious incidents and forward vid-
eo for evidential purposes without 
the masking. For high performance 
in tight spots the G-Scope/1044 
is a compact video solution with 
a 1TB database and support for 
four analog and two digital video 
sources. Temperature tolerant and 
small enough to fit into an ATM, 
it shares the Geviscope’s software 
core and functionality.
� info@geutebruck.com 
Security, Hall 2, Stand 409

Touring Europe 
 Security Essen repre-

sents the starting signal for 
Dallmeier’s Panomera Promotional 
European Tour with a show truck 
designed by Luigi Colani. The road-
show will take in 14 stops in five 
different European countries over a 
period of seven weeks. For the du-
ration of Security Essen from 25th 

to 28th September, the Truck will 
demonstrate the patented Pano-
mera technology on the open-air 
exhibition ground 2. As soon as the 
trade fair closes, the roadshow be-
gins, and will travel through Ger-
many, Austria, the Czech Republic, 
Switzerland and Italy. The tractor 
unit puts out 460hp, and it is fully 
consistent with the manufacturer’s 
“Green Global Security” philoso-
phy: the Colani-designed tractor is 
based on a standard DAF tractor 
unit, which was constructed on 
aerodynamic principles that enable 
a fuel consumption rate up to 25% 
lower than that of a conventional 
tractor unit. The spacious trailer 
provides a total of 80m2 on two 
levels, serving as a suitable setting 

for presenting the manufacturer’s 
technology. The patented multifo-
cal sensor system, with which very 
large areas can be monitored in 
extremely high resolution, will be 
presented live in the truck. Visitors 
will have the chance to experience 
the technology at first hand, that is 
designed as a solution for airports, 
stadiums, logistics, seaports, large 
car parking facilities or public are-
as. The Colani Panomera Truck will 
make stops in many European cit-
ies. The registration form is avail-
able at: www.panomera.com/en/
roadshow.html
Security, (open-air exhibition 
ground) FG2, Stand 1

Dates and places:
21st September: Regensburg
25th – 28th September Essen, Security trade fair, 

open-air exhibition ground 2
02nd October Hamburg
04th October Berlin
08th October Frankfurt
10th October Stuttgart
12th October Munich
16th – 17th October Salzburg 
18th – 19th October Vienna
23rd October Brno
25th October Prague
30th October Zurich
01st November Berne
07th – 09th November Milan, Sicurezza trade fair

Intelligent Tracking 
Bosch Security Systems an-
nounces a new Intelligent 
Tracking feature for Auto-
dome 700 Series IP pan-tilt-
zoom cameras. The firmware 
5.51. Intelligent Tracking uses 
Autodome’s built-in Intel-
ligent Video Analysis (IVA) 
to constantly monitor scenes 
for motion and automatically 
track objects moving within 
the camera range. Autodome 
cameras equipped with Intelligent 
Tracking present a major asset to 
overall surveillance, supporting se-
curity personnel with a powerful 
automated monitoring system to 
ensure targets’ activities are not 
missed. With this feature, custom-
ers can use the manufacturer’s IVA 
to stipulate tasks or conditions that 
will instantly activate tracking. For 

example, the camera can be pro-
grammed to follow vehicles that 
move through an area in a specific 
direction. Operators can also trigger 
tracking of objects by clicking on a 
moving target within live video to 
prompt the camera to keep it in a 
scene with pan, tilt or zoom actions. 
� www.boschsecurity.com 
Security, Hall 3, Stand 409

Hikvision NVRs Integrated with Pelco Cameras
Pelco by Schneider Electric and 
Hikvision Digital Technology are 
expanding their existing integra-
tion to include the latest range of 
Pelco network cameras and Hikvi-
sion NVRs.The Hikvision NVR series 
included in this integration are the 
DS-9600 series, DS-9500 series, DS-
8600 series, and DS-7600 series. 
They will now natively support all 
industry-leading Pelco network 
cameras, including Sarix Mega-Per-
formance Cameras (IX, IM, ID series 

cameras), Spectra IP High Definition 
cameras, and multi-channel Net-
work Encoders. “Our collaboration 
with Hikvision demonstrates Pelco’s 
commitment to be a true Open Sys-
tems Provider through our Partner 
First Program, and we will continu-
ously focus on the areas that will 
offer flexible, reliable and scalable 
feature-rich integrated security so-
lutions to our mutual customers,” 
says Fenghua Gao, Pelco APAC Inte-
gration Manager.� www.pelco.com



end-to-end security for goods handling through-
out the whole supply chain. At the same time, it 
offers those who hold certification the opportu-
nity to pass through US customs formalities for 
goods imports quicker and easier than normal.

The Customs-Trade Partnership Against Ter-
rorism – a security partnership between the 
U.S. Customs Authority and the U.S. economy 
to combat international terrorism – also oper-
ates this type of “incentive” system. All those 
involved in the supply chain, i.e. importers, car-
riers, producers or agents, can participate and 
be recognized as a “known shipper” by C-TPAT. 
Recipients benefit from faster customs clearance 
by being allocated an individual duty officer, a 
lower risk ratio with fewer random checks, and 
access to the deferred payment system for cus-
toms duties. The bottom line is that certification 
holders have a significant competitive advan-
tage over companies that do not participate in 
C-TPAT. C-TPAT and AEO require organizational 
and technical measures to be taken.

The C-TPAT and AEO requirements are valid 
until end of march 2013, so those involved in 
goods handling still have time to become cer-
tified as a “known shipper” by C-TPAT or an 
“Authorized Economic Operator” by AEO au-
thorities and immediately gain the benefits. 
Companies involved in the various stages of the 
product supply chain are encouraged, as laid out 
in the relevant guidelines, to implement safety 
programs, which are monitored by random cus-
toms checks. Organizational measures must be 
taken, such as checking the company‘s employ-

According to the U.S. Customs Authority, the best way to protect against terrorism 

when importing goods into the United States is a secure, end-to-end supply chain. 

Those involved in the supply chain are required to implement a number of organization-

al and technical measures in accordance with the Customs-Trade Partnership Against 

Terrorism. SICK‘s Logistic Access Control (LAC) is an access control system that ensures 

that goods are handled securely and only by those who are authorized to do so.

ees and their level of education and training. 
Highly technical requirements also need to be 
met, such as ensuring packaging, transportation 
and shipping are secure, and that the right level 
of company risk management and site security 
is in place. In particular, this includes installing 
access control on certain facilities, software 
programs, transportation facilities, and storage 
areas. A number of measures must be taken 
to ensure the physical security of the delivery 
process, from erecting mechanical barriers and 
fences and securing shipping containers and 
cargo areas (perimeter protection) to protecting 
and monitoring the facade and roof of the logis-
tics area, including entrances and exits (building 
protection). The key factor is to create a com-
plete access control system that doesn‘t hinder 
the flow of goods or shipment and handling 
performance. System solutions are required that 
not only can detect and identify persons, but 
can also tackle the issue of “tailgating”. Only 
authorized persons should be allowed to pass 
through the access control, and no unauthorized 
person must be able to follow behind them. The 
aim is denying access to cargo to any unauthor-
ized persons during on-site transport and stor-
age or during the transfer of goods.

LAC: Customs-compliant Access Control 
System for Intralogistics
The LAC (Logistic Access Control) combines 
non-contact laser measurement and long-range 
identification technologies in one complete, 
ready-to-use system. Integrated evaluation and 

LAC offers a complete, ready-to-use solution 
involving laser measurement technology, radio 
frequency identification (RFID), and sensor inte-
grated software. It was developed in line with 
the objectives of the Customs-Trade Partnership 
Against Terrorism (C-TPAT) and the requirements 
for obtaining European “Authorized Economic 
Operator” (AEO) status. The sensor is capable of 
detecting persons and vehicles in motion, while 
maintaining the flow of traffic, identifying them 
with the help of coded transponder cards. Any 
unauthorized persons or items are reliably de-
tected and prevented from accessing other areas. 
With the help of intelligent filtering algorithms 
and plausibility functions, the LAC also provides 
maximum protection against tampering.

Secure and Safe Movement of Goods 
throughout the Entire Supply Chain
For over 10 years since the attacks on Septem-
ber 11 2001, international organizations have 
been working to protect international trade 
against terrorist attacks. As a result, a variety of 
proposals have been developed to implement 
methods for those involved in the movement 
of goods to ensure a secure supply chain from 
consignor to aircraft loading. In June 2005, the 
World Customs Organization (WCO) launched 
a global SAFE framework in the wake of simi-
lar proposals, such as the European “Authorized 
Economic Operator” certification. AEO certifica-
tion, i.e. the “Customs Simplifications/Security 
and Safety Certificate (AEO F), has been avail-
able since 2008 and the scheme aims to provide 

Cover Story

A Virtual Lock 
Logistic Access Control: Secure Movement of Goods in the USA 

Matthias Mezger
Manager of Strategic and Technical Industry Manage-
ment Building Automation, SICK AG, Waldkirch
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monitoring software is also included – the LAC 
runs autonomously and requires no external 
control unit or separate PC/PLC. A LMS123 laser 
measurement sensor and a RFU630 interrogator 
with UHF identification system are included in 
the LAC. It can be integrated as a stand-alone 
system or as part of a network and can be con-
nected to common intrusion detection and 
alarm systems.

The LMS123 is an active scanning sensor, 
which has received a Class C VdS certificate 
(German security certificate) for its modified 
version, the LMC12x, and meets police best 
practice. With an angular resolution of 0.5° and 
scan frequencies of up to 50 Hz, it emits an invis-
ible laser pulse in a 270° fan, and measures the 
time it takes until it receives the reflections. This 
means that several active 2D fields can be con-
figured at once, and a virtual lock can be estab-
lished. By using LAC, it is possible to recognize, 
for example, if several people in a row want to 
gain access. Independent of the lighting condi-
tions in the monitored area and effectively pro-
tected against strong incident light or targeted 
dazzling, the LMS123 provides a high level of 
detection reliability at any time. Since the sensor 
operates at a low laser protection class, no fur-
ther protective measures are needed for persons 
or objects in the environment. Once a truck or a 
person with a forklift or a trolley is detected by 
the LMS123, the sensor triggers the automatic 
identification system.

SICK‘s RFU630 interrogator operates in the 
UHF frequency band from 860–930 MHz and 

can identify all RFID transponders over this radio 
interface that meet the specifications according 
to ISO/IEC-18000-6 or EPCglobal. This means 
that the existing transponder ID cards can con-
tinue to be used in many cases with the LAC, 
simplifying system integration and saving costs. 
The electronics and antenna of the RFU630 in-
terrogator are accommodated in a rugged hous-
ing made of die-cast aluminum, which provides 
an enclosure rating of IP65 or IP67 as required. 
The RFU60 interrogator offers a reading range 
of five meters. This ensures a secure and smooth 
operation of intralogistics: The flow of goods 
can continue with the LAC in place – neither 
people nor processes have to stop and identify 
themselves.

Intelligent Monitoring Prevents  
“Tailgating”
The functions of LMS123 and RFU630 are man-
aged by an intelligent LAC software which is in-
tegrated in the electronics of the LMS123. In ad-
dition to controlling access, the linking logarithm 
of the software also assists logistics employees 
in their supervisory role: The LAC detects an un-
authorized entry, even if the door is still open. 
Tailgating may result from a delay or a slow 
closing gate, but may also occur when a truck 
or a person pulls several trailers like a train from 
one area to another. Any unidentified individual 
who tries to slip through after another person 
who is entering the 2D monitoring field will be 
detected by the laser measurement sensor. If the 
RFU630 does not identify a transponder or a 

valid transponder, an alarm will activate, either 
visual, auditory or both. At the same time, exist-
ing surveillance cameras can focus and track the 
person or object which triggered the alarm via 
the laser detector LMS123. Unauthorized per-
sons with malicious intentions can therefore be 
identified prior to entry. Persons passing in the 
opposite direction of the LAC, whether they are 
authorized or not, will be “ignored” by the sen-
sor technology. The LAC also detects objects that 
are permanently parked in the monitored area, 
thus preventing any blockage of the passage-
way. Intelligent filtering algorithms and plausi-
bility functions also detect attempts at tamper-
ing and muting – the system is therefore secure 
and reliable at all times.

SICK‘s LAC offers to all companies that wish 
to establish a secure intralogistics supply chain 
a high-availability access control system that 
meets all the requirements of the monitoring 
process as well as maintaining the physical flow 
of traffic. As it covers the relevant requirements 
of the C-TPAT and the AEO, the LAC is a com-
plete, ready-to-use solution and guarantees the 
best return on investment and sustainability. 

Security, Hall 5, Stand 317

The LMS123 is a scanning 2D sensor that can 
monitor multiple 2D surveillance fields simulta-
neously, thus creating a virtual lock.

The RFU630 interrogator with UHF technology and a scanning range of 5 m offers the highest security 
in long-range identification of transponders especially for intralogistics applications.
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Win the reader prize!
With a little luck, you will soon be the 
owner of a Pentax digital cam. So please 
vote in the GIT SECURITY AWARD. Se-
lect a favourite from each of the cat-
egories A, B, C, D and E to take part in 
the draw for the camera. The Pentax has 
impressive technical highlights, which 
enable you to take professional photos. 
We would like to thank Pentax for their 
support.

You have 5 votes – 1 vote 
for each category.  
By submitting your votes, you are  
automatically taking part in the  
reader’s prize draw. 

Please let us have  

your votes by November 1st, 2012 

in category A –  
by December 1st, 2012  

in categories B, C, D and E

Take Part and Win  
a Pentax Camera
Your vote for the GIT SECURITY AWARD 2013

Here we go into the new season. The big names and also 

hitherto unknown companies in the security and safety 

business have submitted products for the GIT SECURITY 

AWARD 2013. Out of all the products, the Jury has 

nominated ten from each of the categories and presents 

them to you, dear reader, for your vote. You will find the 

products on the following pages – here now are the most 

important details about placing your vote.

Select one product for each category
For the eighth time we are presenting the GIT 
SECURITY AWARD. The jury has made its choice 
from the many products which have been sub-
mitted and these are presented on the follow-
ing pages. On this page you can find out how to 
vote and how to win. 

Once again, it was very difficult for the jury 
to select only a few products from the large 
number of products which were entered and 
which we are now presenting for your vote. 
We hope that those companies which were not 
nominated will participate again next time! 

Who will win?
The jury, with representatives from the  BHE, 
TÜV, VDMA, ZVEI and users has nominated 
products from the following five categories. 
From these, three winners will be elected. 

A – Safe Automation
B – �Fire Protection, Explosion Protection and  

Industrial Safety
C – CCTV
D – Access, Intruder and Perimeter Protection
E – Safety and Security Management

Now it is your turn! With your vote, you decide 
which product will be the winner in each cat-
egory.

How to vote
Fax: Fill in the voting sheet and fax it to us. 
Internet: On the homepage: www.PRO-4-PRO.
com/go/GSA2013 you can vote with a click 
of your mouse. There 
you will also find in-
formation about the 
products, which you can access via the relevant 
direct code. In addition you can also obtain in-
formation about the company. 
E-Mail: Send us an e-mail with the category and 
your favourite (only one for each category) to 
GSA2013@gitverlag.com. Please remember to 
give your full company address. Private persons 
are not entitled to vote and a business address 
is essential. 

Employees of participating companies may not vote for their own 
product. Employees of the publisher are not entitled to vote. There is no 
legal right of appeal.

Direct Code
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Category A:  
Safe Automation

Patlite: Network Monitoring Tower NHL  
Network Monitoring Signal Tower

The signal tower NHL supervises as 
a Ping device monitor up to 24 net-
work devices and alerts the admin-
istrator in case of an error with a 
light/sound signal. While common 
products only display information 

which has been sent to them, the 
NHL signal tower supervises the 
status of network devices actively 
and independently and transfers 
the information. If desired the 
NHL can send an e-mail message 
with up to eight events. The NHL 
is controlled by RSH commands in 
combination with standard man-
agement software – if needed also 
from a distance via iPhone or iPad.

Further Information at www.PRO-4-PRO.com/go/GSA2013
KF4UDirect Code

Innominate Security Technologies: mGuard pci² SD  
Security Solution in PCI and PCI Express Standard

With the mGuard pci² SD, Innomi-
nate offers an all-in-one security 
solution in PCI and PCI Express 
standard which is also suited for 
use in production environments. In 
addition to the integrated Stateful 
Inspection Firewall high-perfor-
mance VPN functionality can be 
supplemented. Regardless of the 
computer platforms you use, re-
gardless which operating systems 
you work with - if the systems 
support PCI or PCI Express, a high 
integrated security standard can be 
guaranteed.
Further Information at www.PRO-4-PRO.com/go/GSA2013

TYE3Direct Code

Keyence: GL-R Light Curtain 
Guarded Safety Light Curtain

The GL-R safety light curtains are 
rugged: The design – a 3 mm thick 
extruded aluminum body with a 
narrow, 9 mm wide recessed lens 
surface – completely guards the 
light curtain from impact. In addi-
tion new wiring systems save time 

and trouble by simplifying instal-
lation. So the one-line wiring sys-
tem allows the transmitter to be 
connected in series directly to the 
receiver for power and synchro-
nization purposes. This simplifies 
wiring to a single cable, greatly 
reducing installation time and the 
potential for mis-wiring. The GL-R 
Series also includes new smart fea-
tures, like edge to-edge detection, 
series connection, built-in muting 
and blanking, highly visible indi-
cators, quick disconnect cable op-
tions, and monitoring software.

Further Information at www.PRO-4-PRO.com/go/GSA2013
8W3LDirect Code

Bihl+Wiedemann: AS-i 3.0 Profinet Gateway  
Profinet Gateway for Large Sytems

When using the AS-i 3.0 Profinet 
gateways with integrated safety 
monitor and SafeLink up to 31 

gateways having an integrated 
safety monitor can be coupled over 
Profinet without any additional 
hardware needed. The gateway is 
qualified for large, distributed sys-
tems, as in the maximum configu-
ration nearly 2000 safe 2-channel 
input signals can be efficiently col-
lected and evaluated, and nearly 
1000 safe outputs centrally or re-
motely controlled. Each gateway 
is thereby able to respond directly 
to new information – and without 
use of a failsafe controller.

Further Information at www.PRO-4-PRO.com/go/GSA2013
355TDirect Code

ABB Stotz-Kontakt: Eden AS-i 
A Non-contact Safety Sensor

The non-contact safety sensor 
Eden AS-i is now adapted for di-
rect attachment to the AS-i bus. It 
is suitable for use on interlocked 
doors, hatches etc. and consists of 
two complementary parts called: 

Adam and Eva. The sensor is only 
activated, if the door or hatch 
is closed and Adam and Eva are 
within the sensing distance. A fail-
ure will directly lead to a stop sig-
nal. Each Eden sensor is individu-

ally coded which makes it secure 
against manipulation.

Further Information at www.PRO-4-PRO.com/go/GSA2013
Q3H9Direct Code
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Sick: Drive Monitor  
Expansion Module for Safety Controller

The drive monitor FX3-MOC1 is an 
expansion module for Flexi Soft, 
the modular safety controller from 
Sick. Implementing drive monitor 
in a safety application allows using 
drive safety functions with non-
safe drives. Engineering, setup, 
certification and project adminis-
tration getting easier, because the 
entire safety application is solved 
in a single software tool; and all 
relevant information is stored in on 
project file. Up to six drive moni-
tors can monitor up to 12 drives on 
one Flexi Soft CPU.
Further Information at www.PRO-4-PRO.com/go/GSA2013

KGRTDirect Code

Phoenix Contact: Lightning Monitoring System LM-S  
Lightning Monitoring System

The Lightning Monitoring System 
LM-S captures lightning impacting 
and evaluates the data. The system 
consists of sensors for mounting 
on the discharge lines of a light-
ning protection system for fiber 
optic signal transmission and an 
evaluation unit. The access to the 
collected data is via an internal 
web server. Then it is possible to 
query, for example with a smart-
phone, at any time the load situa-
tion of the system. Main areas of 
use are particularly exposed to risk 
of lightning location systems such 
as wind turbines, power genera-

tion equipment industrial compa-
nies, large and railway facilities.
Further Information at www.PRO-4-PRO.com/go/GSA2013

PJYLDirect Code

Pilz: PSENcode 
Safety Switch Monitors Up to Three Positions

Coded safety switches PSENcode 
provide safe monitoring of up to 
three positions up to PL e and SIL 
CL 3 and undertake also safe posi-
tion detection. As a result, only one 
safe sensor is required for position 
monitoring. No additional sen-
sors are needed and the numbers 
of safe inputs on the evaluation 
device are reduced. Thanks to the 

non-contact action principle, its 
units have a long product service 
life, providing increased invest-
ment protection. The switch is flex-
ible to install, as the sensors and 
actuators support all actuation and 
approach directions. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
Y3KUDirect Code

Steute: ES/EM 98 Extreme 
Safety Switch for the Extreme

Steute designed a standard posi-
tion switch for application under 
extreme environmental conditions, 
e.g. heat, cold, humidity, Ex pro-
tection. A wide temperature range 
from -40 °C up to +90 °C extends 

the application scope of the new 
switch series, as well as a newly 
designed 3-pole switch insert with 
positive break NC contact with 
slow or snap action. There are 
cable-based and wireless versions 

and different protection classes IP 
66, IP 67 and IP 69K.

Further Information at www.PRO-4-PRO.com/go/GSA2013
7RGADirect Code

Murr Elektronik: MVK Metal Safety 
Rugged Fieldbus Module

In combination with a safe Profi-
net/Profisafe control (F-PLC) the 
rugged fieldbus module MVK Metal 
Safety generates safe inputs and 
outputs. Installations with Safety 
Integrity Level 3 and Performance 
Level E are possible. The fully pot-
ted fieldbus modules are suitable 
for applications in harsh industrial 
environments, thanks to IP67 pro-
tection and a high resistance to 
media and vibrations. Moreover, 
they feature comprehensive di-
agnostic options. Typical applica-
tions include connecting two-hand 
control devices, emergency stop 
circuits, guard doors and light bar-
riers.

Further Information at www.PRO-4-PRO.com/go/GSA2013
WL3PDirect Code
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Hekatron: IACmobile   
Fire Alarm Control Panel for Your Pocket

With IACmobile Heka-
tron allows the dis-
play and operation of 
Integral IP fire alarm 
systems via mobile 
devices. For exam-
ple, all messages of 
the fire alarm control 
panel can be received. 
In addition, the com-
missioning is supported and the 
operator receives more information 
about the current state of his fire 
alarm control panel BMA – mo-

bile, anytime and from 
anywhere in the world. 
Even the in-house fire 
safety responsible may 
e.g. carry out simple 
exploration tours much 
faster and more user-
friendly – all with such 
one operating phi-
losophy. Safe access is 

guaranteed to fire alarm systems 
via the Hekatron Security-Cloud. 
Further Information at www.PRO-4-PRO.com/go/GSA2013

DUDYDirect Code

Draeger Safety: Draeger X-dock 5300 / 6300 / 6600 
Test and Calibration System for Portable Gas Detection  
Instruments

Draeger X-dock is a new test and 
calibration system for portable gas 
detection instruments. Thanks to 
the automatic identification of the 
sensor configuration the station 
selects the corresponding gases 
for testing, evaluates the test re-
sults and approves or blocks the 
device. Even the alarm elements 
(Vibration/LED/horn) and also the 
response time of the sensors are 
checked. The unit can be operated 
conveniently via touch screen. The 
test time and the gas consumption 

is reduced significantly, pumps for 
gas transport have become obso-
lete. Each station documents digi-
tally, but results can be printed as 
well. Also connecting X-dock sta-
tions via a local network is possi-
ble. Thereby, a database stores all 
data and with a comfortable PC 
software it is extremely easy to 
evaluate all necessary data - in-
cluding reports and graphs. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
K98HDirect Code

Xtralis: VESDA VLI 
Aspirating Smoke Detector for Harsh Environments

The Industrial VESDA VLI is the 
first and only aspirating smoke 
detector (ASD) de-
signed specifically 
for use in industrial 
and harsh environ-
ments. It is housed in 
an IP54-rated, rugge-
dized enclosure and 
includes a patented 
long-life, fail-safe filter as well as 
a patented clean air zero that ef-
fectively extends the life of the de-
tector. It can also provide gas de-

tection. The VESDA VLI is designed 
to protect space up to 2,000 m2. 

in Commercial and 
Industrial markets 
and applications. In 
addition, VESDA VLI 
holds the following 
copyrights: UL, ULC, 
LCPB in hand; VdS, 
FM, Actifire pending.

Further Information at www.PRO-4-PRO.com/go/GSA2013
AGSZDirect Code

RZ-Products: GranITe.room.cert  
High-available IT-Security Room

GranITe-Room.cert is a modular 
room-in-room system for high avail-
ability data-centers.Offering on-
line installation, the security room 
protects IT-infrastructure against 
fire (ECB-S certified-EN1047-2), 
burglary (RC3-EN1630), water/
dust (IP56-EN60529), smoke gases 
(EN1634-3) and EMC (EN50147-1).

The modules are installed using a 
new patented fastening technol-
ogy.Installation does not cause 
dust or dirt.An assembly distance 
to the existing building walls is 
not required.Extensions, disassem-
bly/reassembly are possible at any 
time. The light-weight design door 
system offers highest stability and 
security.The patented door locking 
device interlocks the emergency 
exit door (EN1125/EN179) at 6 
points.Innovative cable duct sys-
tems complete this new design. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
BAMJDirect Code

Escape Mobility: Mattress Stretcher  
“All in one“ Mattress Stretcher for Evacuation

This Escape-Mattress Stretcher re-
places the standard mattress on 
an ambulance stretcher. If it is not 
possible to get to the patient with 
a stretcher (e.g. because of stairs 
or other obstacles), this Escape-
Mattress Stretcher can be folded 
out into a mattress, which can be 
dragged by the towing straps lo-
cated at the ends and body flaps 
for immobilising the patient. After 
that, the mattress with the patient 
can be lifted onto the stretcher. The 
headrest is adjustable in differ-
ent positions. The Escape-Mattress 

Stretcher is developed in coopera-
tion with the Emergency Services. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
BSC1Direct Code

Category B: Fire and Explosion  
Protection, Industrial Safety
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Wagner: Fire Protection System OxyReduct 
Active Fire Prevention for Green IT

The earliest detection of fire is an 
important cornerstone of a fire 
protection plan for green IT or ex-
posed cooling to ensure the desired 
level of safety. Titanus air sampling 
smoke detection systems provide 
this in the initial smoldering phase 
of a fire, identifying the problem as 
soon as possible. When an alarm 
occurs, a reservoir of nitrogen 
quickly lowers the oxygen level of 
the room where it is kept constant 
by the OxyReduct fire prevention 
system. If further smoke is detect-
ed, the second stage is triggered 
in which the oxygen concentration 
is lowered further and also kept at 
that level. This suppresses the fire 
event in a targeted, safe way. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
13TXDirect Code

Dehn: DEHNcare  
Protection in the Event of an Arc Fault

Dehn has now ex-
tended its portfolio of 
personal protective 
equipment by an arc-
fault-tested protec-
tive suit. In addition 
to safety helmets and 
protective gloves, the 
protective suit consti-
tutes the third impor-
tant component for 
reducing the risk of 
arc flash injury whilst 
working on electrical installations. 
The new two-part protective suit 
protects workers from the ther-
mal effects of an arc fault during 
work on electrical installations. 
To this end, the materials used 
provide maximum protection (IEC 

61482-1-2, class 2) 
and excellent wearing 
comfort. Standardised 
tests prove the ef-
ficiency of the safety 
helmet, protective suit 
and protective gloves 
from Dehn in the 
event of an arc fault. 
DEHNcare combines 
maximum protection 
and unique wearing 
comfort. The materials 

used and the high-quality work-
manship ensure excellent fit.

Further Information at www.PRO-4-PRO.com/go/GSA2013
6EPGDirect Code

Zweibrueder Optoelectronic: LED LENSR X7R  
Rechargeable Twin Light

The X7R is a rechargeable LED 
flashlight with unusual design. 
The eye-catching lamp head con-
tains two light sources and lenses, 
providing a luminous flux of up to 
500 lumens. Even though the lamp 
head has an oval shape, the X7R 
produces a circular, focusable light 
cone. Inside the flashlight, a micro-
controller provides the user with 
three light programs with up to 
eight different light functions. Thus, 
the lamp can be configured accord-
ing to individual requirements. Its 
multi-functional charging system 
with wear-free magnetic contact 

is another special feature. The X7R 
can be recharged via power socket, 
USB port, and car adaptor. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
PVL8Direct Code

Swissphone: I.SEARCH  
Safe and Quick Alert by Radio Paging

I.SEARCH is a system for the safe 
and quick alerting of employees in 
dangerous situations, or in case of 
incidents, machine malfunction or 
a staff paging system. It has a lot 
of interfaces to existing systems 
via: I/O contacts, SNMP, ESPA pro-
tocol, serial interface, LAN, e-mail, 
etc. The staff can be alerted or no-
tified by paging, e-mail or SMS. The 
pagers are very robust, loud and 
have a high-contrast text display. 
It is also possible to let them listen 
to the text as a voice message. It 
gives users the opportunity to use 
it for: -Instant evacuation alert of 
the whole staff -Alerting the plant 
fire brigade with detailed informa-
tion -Paging machine malfunctions 
are sent to the affected operator 

-Automatic notification of the sys-
tem admin when IT infrastructure 
crashes -Danger notification alarm 
in case of a malfunction.  

Further Information at www.PRO-4-PRO.com/go/GSA2013
VFFFDirect Code

Esser: Compact  
Compact Fire Alarm Control Centre

A new European product standard 
combines control of SHEV actua-
tors such as smoke and heat vents 
and fire control with the fire alarm 
control centre in a single product. 
The addressable ring bus control 
centre is tailored to the needs of 
small to medium sized premises 
with increased requirements with 

regard to fail-safe capability. Auto-
matic commissioning is performed 
without additional software tools. 
The system provides individual ad-
dressing, 72 hour battery capacity, 
integrated fire service interfaces 
and a large display. Bus commu-
nication of alarms is provided by 
multi-function sensors and alarm 

sensors. Couplers and interface 
modules enable the connection of 
special sensors. Additional status 
display for fire control systems (e.g 
smoke control flaps).

Further Information at www.PRO-4-PRO.com/go/GSA2013
CC1RDirect Code
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Moxa: VPort 36 
Fanless Industrial IP-Camera for -40 to 75 °C Operation

Moxa´s VPort 36 is the world´s first 
IP camera that withstands tem-
peratures ranging from -40 to 75°C 

without heater or fan. It combines 
HD resolution (1280 x 720), intelli-
gent video analysis technology and 
de-mist technology to increase the 
efficiency of video surveillance sys-

tems, while delivering high video 
quality that is perfectly matched 
with CCTV, including sharp images, 
compensation of lighter/ darker 
areas with WDR, and jitter-free 
images for clear frames. VPort 36 
encodes analog signals into both 
H.264 and MJPEG streams and 
can transmit up to 3 independ-
ent streams (2 in H.264 and 1 in 
MJPEG) with up to 30 fps each si-
multaneously. VPort´s MTBF is very 
high with 61 years and the camera 
comes with a 5-year warranty. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
QPX2Direct Code

American Dynamic: Illustra 600 IP Kamera Serie  
IP Cameras with Facial Detection Capabilities

The Illustra 600 Series HD IP Cam-
eras are a series of mini-dome 
cameras that offer facial detection 
capabilities and auto-focus lenses. 
The cameras detect faces in a live 
scene and improve the image qual-
ity around the face, while conserv-
ing bandwidth in the rest of the 
scene. Illustra models with auto-
focus zoom lenses provide access 
to adjust zoom and control the au-
to-focus via the web interface. The 
cameras offer excellent HD video 

quality in all lighting conditions 
and are also ONVIF compliant. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
KNALDirect Code

Axis Communications: AXIS P364-LVE 
Light Sensitive Vandal-Resistant Dome Camera

The light-sensitive, outdoor-ready 
AXIS P3364-LVE fixed dome cam-
era offers exceptional image qual-
ity in H.264 and Motion JPEG. It 
delivers 30 fps in all resolutions 
up to HDTV 720p/1280x960. The 
camera offers exceptional light 

sensitivity with Axis’ Lightfinder 
technology and uses P-Iris control 
for optimal sharpness. As IR illumi-
nation camera it works with long-
life LED technology that is highly 
power-efficient. Video intelligence 
includes video motion detection, 

audio detection and active tamper-
ing alarm. It is perfectly suited for 
airports, city surveillance, banking, 
school and university campuses.

Further Information at www.PRO-4-PRO.com/go/GSA2013
FQ1MDirect Code

BWA: DiSCAN-PTZ 
Tracking robot for challenging lighting conditions

The highly sensitive tracking robot 
DiSCAN-PTZ is an active multi-
camera system for automatic PTZ 
intruder tracking. Features include 
multiple static panoramic obser-
vation zones and IP recording on 
NAS devices. The optical system is 

preconfigured and ready for imme-
diate deployment and is integrated 
in a compact outdoor housing with 
an optional emergency power sup-
ply. It is a compact speed dome 
system that analyzes video con-
tent from multiple highly sensi-
tive panoramic cameras. Equipped 
with an unobtrusive housing, it has 
been designed for continuous 24/7 
operation under minimum street 
lighting. A detection radius of 50 to 
120 meters can be achieved. 
Further Information at www.PRO-4-PRO.com/go/GSA2013

F92SDirect Code

Bosch: DINION HD 1080p HDR  
Smart Camera for Challenging Lighting Conditions

The DINION HD 1080p HDR cam-
era is a surveillance solution for 
busy, colorful and high contrast 
scenes with its High Dynamic 
Range. Featuring intelligent back-
light compensation, adaptive noise 
reduction and outstanding color 
reproduction and differentiation, 
the DINION HD 1080p HDR deliv-
ers exceptional image quality and 
a very wide tonal range – even 
under the most demanding light-
ing conditions. The image quality 

is complemented by the integrated 
HD-optimized Intelligent Video 
Analysis and image processing. 
Furthermore the camera is “ON-
VIF” interoperability certified.
Further Information at www.PRO-4-PRO.com/go/GSA2013

R3HFDirect Code

Category C: CCTV
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Brickcom: IP Kamera FB-300Np 
Most Intelligent and Professional 3M Fixed Box  
Network Camera

Brickcom FB-300Np is a 3 Mega-
pixel day/night box camera 
that supports triple stream with 
separated codecs (H.264,MPEG-
4,MJPEG) and Full HD Videos 
(1080P@30fps). Equipped with 
1/2.8“ Sony Exmor Sensor the 
FB-300Np provides excellent low 
light and WDR performance which 
makes it most suitable for critical 
application such as license plate 
recognition. Easy installation is 
achieved with the extra Analog 
TV Out while Built-in Micro SD/
SDHC Memory Card Slot makes 
Local Storage possible in case of 
network disconnection. By means 
of the Brickcom Intelligent Multi-
Profile Sensor Management® Tech-
nology users can create up to five 

different profiles with different 
configurations according to the 
lighting condition. By connecting 
to an external 3G/UMTS Dongle 
the camera is also able to transmit 
live video directly to internet via 
mobile network. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
5JEUDirect Code

Basler: BIP2-D1920c-dn (Outdoor, AF) 
Full HD IP Dome Cameras with Auto Focus Functionality

The Basler BIP2-D1920c-dn (Out-
door, AF) IP dome camera of-
fers auto focus functionality that 
makes dome camera installation 
even simpler; the lens can easily 
be focused through the camera’s 
web application. With this feature, 
manual focusing is a thing of the 

past. The camera delivers real-time 
video frame rates of up to 30 fps at 
Full HD resolution (1080p). Over 
and above their audio functional-
ity, Basler‘s IP dome camera has 
a built-in microSDHC card slot for 
local data storage of live streams 
or single camera images (up to 

32 GB). With its IP66-certified alu-
minum housing and an operating 
temperature range from -40 °C 
to +50 °C, the vandal-resistant IP 
camera is ideal for video surveil-
lance in outdoor applications.
Further Information at www.PRO-4-PRO.com/go/GSA2013

7CWNDirect Code

Mobotix : S14 Flex Mount  
Flexible Double Hemispheric Camera

The camera, which is available 
in both mono (S14M) and dual 
(S14D) versions, features miniature 
lens units and offers a wide range 
of application opportunities. For in-
stance, the S14D can be equipped 
with two hemispheric lens units 
with integrated microphone that 
are connected to the main housing 
via cables. This makes it possible 
to fully secure two rooms located 
next to or on top of one another 
with just one single S14. 
The slim design of the 

module units, which are available 
in white and black, permit an ex-
tremely discreet installation. Both 
module units and the separate 
housing with the latest dual cam-
era board are weatherproof in ac-
cordance with IP65 and operate in 
a temperature range of -30 °C to 
+60 °C (-22 °F to +140 °F). 
Further Information at www.PRO-4-PRO.com/go/GSA2013

LQRCDirect Code

Vivotek: Panoramic PTZ 
Panoramic PTZ combination

Panoramic PTZ is an innovative 
technique developed by VIVOTEK 
R&D team. This technique incor-
porates a 3.1M fisheye camera 

FE8171V and a full HD speed dome 
camera SD8362E with 20x optical 
zoom, which allows users to si-
multaneously monitor an overview 
from a fisheye camera and a de-

tailed regional view from a full HD 
speed dome camera. The FE8171V 
provides 180° panoramic view or 
360° surround view without blind 

spots. With sophisticated 
mechanism, the SD8362E 
provides fast, precise pan/
tilt/zoom movement and 
captures details at top-
notch quality. The suit-
able applications include 
department store, station 
lobby, parking lot, city 
surveillance, and any wide 
open areas where compre-

hensive video surveillance systems 
are essential.

Further Information at www.PRO-4-PRO.com/go/GSA2013
4P3ZDirect Code

Pentax Ricoh: H55ZBME-F-HD-PR02  
HD + PAIR Technology in a 55x Zoom Lens

This year Pentax Ricoh introduced 
its new H55ZBME-F-HD-PR02. 
It combines in a lense’s housing 
PAIR02 technology with Full-HD 
resolution over HD-SDI output. 
PAIR02 is the 2nd generation in 
the PAIR series and Pentax Ricoh 
have now added further features 
to optimize the image quality. HD 
Optics and Full-HD Video over HD-
SDI output Reduction of heat haze 
Internal electronic image stabilizer 
Backlight compensation Night im-
age enhancement Any PAIR02 lens 
incorporates the heritage from 
PAIR01. Reduction of the interfer-

ences in the air from fog, smoke, 
snow, rain etc. Reliable auto focus 
on mouseclick. A PAIR lens is an 
All-in-One-Solution and therefore 
user friendly and cost saving.

Further Information at www.PRO-4-PRO.com/go/GSA2013
LXE6Direct Code
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Kaba Gallenschuetz: Orthos Detect PIL-M06 
Personal Interlock for Reliable Detection 

The Personal interlock Orthos 
detect PIL-M06 is designed for 
reliable detection of explosives, 
narcotics and even toxic gases in 
connection with efficient individu-
alized access. Inside of this inter-
lock the complete human body can 
be tested for dangerous materials 

by means of an air duct system 
and sensors for the detection of 
certain substance classes. Micro-
scopic quantities of less than 10 µg 
can be detected. Recognized are 
all relevant explosives, and also all 
dangerous materials and narcotics 
of a known chemical composition. 

The analysis is done simultane-
ously for all registered substances. 
The whole interlock passage takes 
about 25 seconds, including the 
detection procedure of about 10 
seconds.

HID Global: iClass SE Platform  
iClass SIO Technology-Enabled Platform

HID Global’s iCLASS SIO technolo-
gy-enabled (SE) platform is based 
on HID’s Secure Identity Object 
(SIO) model and introduces tech-
nology-independent digital creden-
tials that can be deployed for use 

on NFC smart phones and other 
mobile devices. Supporting multi-
ple technologies such as MIFARE, 
DESFire, EV1, iCLASS, Indala and 
other technologies, the platform 
includes field-programmable read-
ers with energy-efficient intelligent 
power management; SIO technolo-
gy-enabled digital credentials and 
multi-technology smart cards, and 
an SIO Processor™ Developer Tool 
Kit for developing products to the 
iCLASS SE platform.

Further Information at www.PRO-4-PRO.com/go/GSA2013
S8SRDirect Code

HeiTel Digital Video: IMD series  
PIR for Perimeter Protection in Outdoor Areas

The HeiTel IMD (Infrared 
Motion Detection) de-
tectors are high-perfor-
mance passive infrared 
motion detectors, which 
have been specially de-
veloped for external surveillance 
purposes. For different object and 
application-specific scenarios there 
are medium and long-range detec-
tors with very small angles of ap-
erture, and surface detectors with 
different ranges and suitably large 
angles of aperture. The outstand-
ing performance feature of the 

HeiTel IMD series is 
its remote service 
option. The de-

vices can be config-
ured and diagnosed 
very easily, both lo-

cally or remotely. 
The assembly 
height of up to 
4 m ensures a low 
risk of sabotage.

Burgenkoenig Video: BKVideo SPI Series 
Attractive Long Distance IR Detectors

The 180 m far adequate passive 
IR motion detector SPI 108 is de-
veloped in cooperation with ASAS 
systems engineering for outdoor 
use. You have a robust IP 66 – alu-
minum enclosure. The high-quality 
germanium optics with extremely 
resistant DLC layer guarantees 
gapless monitoring of Detection 
range with a vertical opening an-
gle of 90°. Thus the point of instal-
lation is secured and monitoring 

gaps be excluded on flexing points 
or corners. The horizontal angle of 
the monitor curtain is only 1.0° 
small and geometrically exactly 
defined, to avoid unwanted alarms 
from the environment. The detector 
is in its operating position > 30 ° 
inclined, so there are no indicatives 
of the real detection range.

Further Information at www.PRO-4-PRO.com/go/GSA2013
RG8WDirect Code

Tyco Security Products: Intevo 
Integrated Access Control 

Intevo is an easy to deploy in-
tegrated security system. It can 
support web- and mobile clients, 
provide control for access readers 
and manage a camera network of 
up to 32 IP cameras. The interface 
to an intruder system is preconfig-
ured. Intevo is preloaded with Kan-
tech’s EntraPass Corporate Edition 
security management software 
and American Dynamics’ IP video 
recorder, giving users plug-and-

play capability. With its embedded 
Windows 7 OS, latest generation 
Intel processor and solid state 
drive for applications, Intevo of-
fers high performance computing 
technology. Intevo connectors in-
clude dual Ethernet ports, 6 USB 
2.0 ports; dual display outputs for 
VGA, HDMI and DVI.

Further Information at www.PRO-4-PRO.com/go/GSA2013
BG1RDirect Code

Category D: Access Control,  
Intruder Alarm,  
Perimeter Protection

Further Information at www.PRO-4-PRO.com/go/GSA2013
ZNR6Direct Code

Further Information at www.PRO-4-PRO.com/go/GSA2013
62D9Direct Code
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Winkhaus and D+H Mechatronic:  
ActivPilot Comfort PADM with BDT Window-mounted Drive 
Fresh Air at the Touch of a Button

The activPilot Comfort PADM win-
dow fitting with a window-mount-
ed drive from D+H Mechatronic 
ensures energy-efficient and natu-
ral ventilation with increased se-
curity against break-ins. The drive 
enables motor-powered opening 
and closing as well as a parallel 

position of the window away from 
the frame (approx. 6 mm). Even 
in this opening mode, the system 
is suitable for break-in resistant 
windows up to RC2. In ventilation 
scenarios, such as freely selectable 
specified ventilation times, rooms 
are supplied with draught-free 
fresh air according to DIN 1946-6 
independent of users. A radio re-
mote control unit enables the con-
venient control of windows which 
are difficult to access. The system 
features a touch screen with self-
explanatory key symbols and low-
noise operation.
Further Information at www.PRO-4-PRO.com/go/GSA2013

ZMULDirect Code

Interflex: Reader IF-800 
Sustainable, Functional and Aesthetic Access Reader 

Its elegant design and easy-to-use 
technology are the distinguishing 
characteristics of the IF-800 ac-
cess reader. The new lighting con-
cept allows for the user to visually 
recognize the booking status even 
when a credential is presented to 
the reader. Due to the configurable 
power-saving mode, the reader 
requires less energy and is thus 
especially sustainable and effi-
cient. Furthermore, in conjunction 
with the door controller module 
IF-0710, the IF-800 access reader 
is able to store keys in a secured 
area. Customer-specific keys can 
be generated via software and di-

rectly written into the SAM (Secure 
Access Module). Encrypted com-
munication then takes places from 
the credential to the SAM in the 
secured area.  Benefit for the cus-
tomer: He can create his own key 
and store it in the SAM.
Further Information at www.PRO-4-PRO.com/go/GSA2013

YGHRDirect Code

Gantner Electronic: WiNET 
 A Network System – Wireless

WiNET, the online wireless system, 
consists of battery-operated cylin-
ders and armatures 
as well as radio nodes 
and controllers. The 
radio nodes are con-
nected to the RS-485 
interface and establish 
the connection to the 
cylinders and arma-
tures over a distance 
of up to 40 m. The administration 
of the credentials is performed on 
the PC. There is no need for writ-
ing stations or handhelds or walk-
ing to the doors. The radio network 
is used for the transmission of 

access credentials, door opening 
commands, and system informa-

tion return messages. 
For the putting into 
operation of a WiNET 
system, the used cyl-
inders and armatures 
are scanned by the 
radio network, then 
identified on the basis 
of the serial numbers 

and assigned to a door by the soft-
ware. The further configuration is 
automatic.

Further Information at www.PRO-4-PRO.com/go/GSA2013
PAG1Direct Code

Xtralis: ADPRO Intrinsically Safe (IS) Passive Infrared (PIR) 
Detectors – Intrinsically Safe PIR Detection

Hazardous explosive areas require 
high-performance intrusion detec-
tion. Xtralis offers intrinsically safe 
(IS) Passive Infrared (PIR) Perimeter 
Intrusion Detectors (PID) with rang-
es of 27m x 30m (PRO-18WIS, vol-
umetric) and 150m x 3.3m (PRO-
100HIS, curtain). The PRO-18WIS 
and PRO-100HIS, the world first 
IS PIR PIDs which can be operated 
via bus communication. IS tech-
nique permits live maintenance. 
Important, since fault-finding on 
de-energised equipment is difficult. 
A reduced amount of training is 

required. 
The use of 
conventional 
security ca-
bles also reduces costs. 
PRO-18WIS and PRO-100HIS 
require the installation of IS bar-
riers for power, switching and com-
munication. Baseefa ATEX approv-
al: IECEx BAS 11.0127X, Baseefa 
11ATEX0261.

Further Information at www.PRO-4-PRO.com/go/GSA2013
K9R6Direct Code

Nedap: AEOS Intrusion Detection 
Always Armed. Even When You Disarm It.

The innovative Nedap AEOS intru-
sion detection is certified accord-
ing EN5013-1, grade 3, Class II. 
The intrusion detection system is 
based on a system- and database-
independent web application with 
an intuitive user interface. User 
rights, PIN-codes and biometrics 

can be managed centrally. Thanks 
to the unique, open and scalable 
AEOS structure functionality can 
be extended, even when the sys-
tem is in use. AEOS combines and 
integrates processes like intrusion 
detection, access control and video 
control, all these processes can be 

implemented on one Nedap Securi-
ty Controller. Because of this AEOS 
is a truly global solution that can 
be used across buildings, countries 
and continents. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
RHSWDirect Code

www.GIT-SECURITY.com� GIT Security 5/2012     43

 GIT Security Award 



CKS Systeme: CEUS 
Mobile Support for Emergency Services

„CEUS Feuerwehr“, „CEUS Ret-
tungsdienst“ and „CEUS MANV“ 
are scalable, highly flexible soft-
ware modules used for supporting 
emergency services while on duty. 
The software solutions offer special 
applications for fire departments, 
EMS as well as rescue teams at 
greater scenes of accidents. They 
can access the applications eas-
ily and intuitionally via notebooks/
tablets and look up essential infor-
mation about the mission, e.g. us-
age lists, lists of available vehicles, 
maps of the area, floor plans or 
surveillance videos. The software 
makes use of userfriendly inter-

faces for implementing access to 
external software and peripheral 
equipment such as Crash-Recovery, 
DIVI-Links or medical equipment. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
K56ADirect Code

Dräger Safety : Shutdown & Rental Management  
Supply of Safety Personnel and -Material

The Dräger Shutdown & Rental 
Management concentrates in a 
worldwide unique service the sup-
ply of safety personnel and –mate-
rial. Together with the company´s 
manufacturing expertise for pro-
fessional safety technology the 
holistically aligned approach of 
Dräger SRM reduces safety-gaps 
and sets course for successful 
Shutdowns. Basic components 
such as the highly-efficient SRM-
Software, flexible safety guards, 
on-site Safety Shops, Dräger Rental 
Robots, Dräger Monitoring and 
Safety Consultancy complete the 
SRM portfolio. The Dräger SRM of-

fers transparent custom-made so-
lutions in a cost-effective manner 
and is internationally applicable.

Further Information at www.PRO-4-PRO.com/go/GSA2013
LE7LDirect Code

Nedap: AEOS 3.0 
User Friendliness Leads to Greater Security

During the development of the 
AEOS 3.0 security management 
system, Nedap focused on the best 
user comfort, data protection and 
sustainable system safety. Where 
other solutions are based on fixed 
hardware, AEOS 3.0 is based on 
versatile software with open IT-

standards and an intuitive user 
interface. Receptionists get their 
work done more efficiently as they 
are using such an intuitive system, 
which in turn means the organi-
zation can provide service with a 
higher degree of professionalism. 
The future-proof AEOS 3.0 increas-

es user satisfaction and is more 
secure due to the integration of 
intrusion detection and video man-
agement, while reducing the total 
cost of ownership. 

Further Information at www.PRO-4-PRO.com/go/GSA2013
2XS1Direct Code

Genetec: Security Center 5.1   
Unification of Multiple Security Systems

Genetec’s Security Center 5.1 is a 
platform that includes real-time 
monitoring, alarm management, 
and event reporting in a simple and 
unified interface. Bringing together 
common functionalities of license 
plate recognition (LPR), video sur-
veillance and access control, the 
Security Center offers a unified ap-
proach to security by merging this 
all into one easy-to-use platform. 
The platform is founded on an 
open and distributed architecture 
to make it possible for organiza-
tions to select their own hardware 
and optimize the use of their exist-
ing infrastructures. It equally pro-

vides the flexibility to scale from 
one camera/door to hundreds or 
thousands as their needs require.

Further Information at www.PRO-4-PRO.com/go/GSA2013
JLL3Direct Code

Securiton: SecuriLink UMS 
Universal Management System: a Complete Overview  
for an Intuitively Correct Response

SecuriLink UMS combine all kinds 
of subsystems into a clearly struc-
tured overall entity. Fire and intru-
sion alarm systems, access control 
systems, video surveillance and 
building management systems – 
all this information is displayed 
at a glance. And virtually on every 
ordinary working day. And when 

time is of the essence, the system 
can save lives. UMS sorts the in-
formation, provides clear instruc-
tions on how to resolve the prob-
lem, and offers a clear overview 
with detailed, zoomable graphics. 
Photos, floor plans and instantly 
recognisable detector positions 
make complex events quicker to 
appraise. Together with the possi-
bility of remote controlling all the 
connected systems at the click of a 
mouse, UMS becomes an essential 
assistant in situations of crisis.

Further Information at www.PRO-4-PRO.com/go/GSA2013
UC8TDirect Code

Category E:  
Safety and Security Management

44     GIT Security 5/2012� www.GIT-SECURITY.com

 GIT Security Award 



TKH Security Solutions: Fore! 
Smart Security Solution

Fore! is a professional and innova-
tive Smart Security solution. The 
system offers practical Security 
Management as well as extensive 
Access Control, Video Surveillance, 
Intrusion Detection and Intercom 
functions. Since Fore! ensures a 
centralized and integrated ap-
proach to Security Management, it 
promises a powerful Security Man-
agement Solution for small and 
mid-sized enterprises.

Further Information at www.PRO-4-PRO.com/go/GSA2013
9JKBDirect Code

Novar/ Esser: FlexES Guard 
Risk Management System

As a real Client-Server system with 
a web browser capable editor 
module, with the Workflow Wizard 
for alarm programs and the pos-
sibility to execute modifications of 
the application directly online, the 
new system under the ESSER brand 
excels with a dynamic data point 

model and an innovative data 
bank concept with high resilience 
and low incidence of errors. It al-
lows the smooth reception of data 
from subsystems, too. The FlexES 
Guard excels for its high scalabil-
ity and its new licensing concept; it 
can be used in very small systems 
as well as in fully redundant multi-
server systems. The comprehensive 
and integrated import and export 
functions minimize the efforts for 
multi-site and migration projects.

Further Information at www.PRO-4-PRO.com/go/GSA2013
21HTDirect Code

HeiTel Digital Video: EMS (Event Management System) 
Event Management System

Multi-user-capable alarm and vid-
eo management system as central 
tool for proactive and preventative 
security concepts. Comprehensive 
protocol and statistics functions, 
a high level of automation, in-
tuitive and ergonomic operation 
in conjunction with easy to cre-
ate, interactive site plans provide 
for high levels of acceptance and 
user-friendliness. Use of HTcon-
nect communication technology 
allows trouble-free, rule-based ac-

cess without additional installa-
tion work, even to video systems 
embedded in complex, private or 
public IP network structures pro-
tected by firewalls. The integrated, 
automated health check function 
enables permanent monitoring of 
the availability and functioning of 
the connected systems and trans-
mission paths.

Further Information at www.PRO-4-PRO.com/go/GSA2013
H9Q2Direct Code

Dexevo: Decams 
Mobile “All-in-one” Security Solution for  
Construction Sites and Events

Decams is a new mobile security 
system for professional monitoring 
of construction sites and events. 
Tailored to the needs of security 
service providers, it provides unlim-
ited registration of groups of per-
sons, printing of photo IDs, control 
of access and access roads, online 
visualization of all companies, 
workers, vehicles, incl. recording 
of actual presence and working 
time, and emergency information. 
Decams is quickly deployable, as 
a standalone unit or within a net-
work, and offers great ease-of-use. 
Its state-of-the-art development 
platform offers flexibility for spe-
cific customer requests. Above all, 

Decams features low operational 
costs and brand-new refinancing 
possibilities.
Further Information at www.PRO-4-PRO.com/go/GSA2013

EVCZDirect Code

SeeTec: Multi Solution Platform 
Detailed Illustration of the Customer’s Needs on a Video Management System

The Multi Solution Plat-
form basic concept is a 

detailed illustration 
of the customer’s 
needs on a video 
management sys-
tem. The common 

technical base ena-
bles a continuously and 

unlimited extension of the 

video solution without installing 
some new software or change the 
product. The crucial difference of 
the Multi Solution Platform in com-
parison to other video solutions 
lies in the figure of the indivdual 
customer needs – far beyond the 
security world. Different modules 
for branches like logistics, finance 
or retail support the business pro-

cesses by cooperating with the 
business own software applica-
tions. That way video data is being 
enriched with meta information 
and can be easily analysed. The 
logical consequences are increased 
efficiency and development of add-
ed value.
Further Information at www.PRO-4-PRO.com/go/GSA2013

TRJHDirect Code
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Special Focus: Access Control

Many Roads Lead to Rome
St. John’s University in Rome Operates SimonsVoss Technology 

The Colosseum, St. Peter’s Basilica, the 
Trevi Fountain – just three keywords and 
everyone knows you are talking about 
Rome, the Eternal City. Lucky are those 
who have more than just a few days to 
stroll around, staying several months to 
study there. Every year, approximately 
800 students from all over the world en-
roll at the renowned St. John’s University 
Rome Campus, aiming to achieve their 
Master’s degree (MBA or MA), or com-
plete a term abroad as part of their un-
dergraduate degree. The campus can be 
accessed with just one click: the Italian 
site has opted for digital transponders by 
German security expert SimonsVoss.

Improved security, flexibility and economic 
efficiency – those are the main advantages of 
SimonsVoss’ digital locking and access control 
system 3060 when compared to the competi-
tion’s traditional systems. With a single click, 
the digital transponders unlock digital locking 
cylinders via tap-proof, wireless data transmis-
sion and this innovative idea has since become a 
global success: since its foundation in the 1990s, 
the company has equipped over 10,000 organi-
zations in all industries with its digital systems. 
In the Rome Campus, it’s the students who are 
the main users of the system, followed by ad-
ministrative staff and external bodies.

Impressive Key Skills
Individual access rights are assigned using one 
central PC, based on the simple rule: “If you 
must have access, you should be allowed ac-
cess.” We don’t even have to ask an expert such 
as Marinangeli whether he faces any technical 
challenges. He says: “There are none. My col-
leagues and I found the online system as well 
as the locking system management software by 
SimonsVoss very easy to use. The system is clear, 
simple and runs steadily. When new students 
enroll with us, we assign the necessary rights to 
them; once they leave, we revoke those rights.” 
The responsibility for creating the locking plan 
and monitoring the system lies with the Direc-
tor, a second colleague assigns access rights 
online and a third member of staff handles the 
programming device, ensuring that data are 
transmitted from the locking plan to the digital 
cylinders on the campus. “Everything can be 

A Tricky Task
Values such as commitment to social causes and 
the open, cooperative atmosphere on the cam-
pus are proof of this. But there are limits to this 
openness, especially when it comes to building 
security and access control. Both issues are part 
of day-to-day business for Claudio Marinangeli, 
Director of Operations and Information Technol-
ogy. “My team and I make sure that the campus 
is open to the public during the day, but secured 
well at all other times,” he says. Not an easy 
task with people constantly going in and out. At 
a size of approximately 7,000 m2, the campus 
comprises classrooms and conference rooms, 
student lounges, computer lab and library, fac-
ulty and administration offices, a typical Roman 
courtyard and over 200 student beds.

But Marinangeli has everything well under 
control: since November 2010, about 300 peo-
ple in Rome use digital transponders and 80 
percent of the doors have been equipped with 
digital locking cylinders by German security 
expert SimonsVoss, with priority given to the 
main entrance, sensitive (technical) areas and 
student rooms. Marinangeli explains why: “The 
old system was unreliable and insecure. There-
fore, we were looking for alternative solutions.” 
But why choose the digital locking and access 
control system by SimonsVoss? The Technology 
Director’s prompt reply: “SimonsVoss showed 
maximum reliability at minimal costs. We were 
also very impressed with the system’s scalability 
and performance. After successfully testing it in 
several rooms, we knew we wanted it.“

St. John’s University is not only a well-known 
private university, but also the second largest 
Catholic university in the US. St. John’s has four 
campuses in New York alone – Queens, Manhat-
tan, Staten Island and Oakdale and a site in Par-
is, France. With the inauguration of the campus 
in Rome in 1995, the long-established university 
basically returned to its roots: the Vincentian Fa-
thers who founded St. John’s University in New 
York in 1870, originally came from Rome. The 
Vincentian University still very much cultivates 
the heritage of Saint Vincent de Paul, founder of 
the order and patron saint of Christian Charity.
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A complete range of video encoders • Multiple video compression formats • H.264 for reduced bandwidth 
• Power over Ethernet for cost savings • Intelligent video capabilities • Rack solutions simplify scaling

As the global leader in network video, Axis is setting a 
fast pace. Now it’s time to bring the whole analog gang 
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IP surveillance benefits even if they aren’t ready to jump 
off the analog bandwagon yet.
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video surveillance business.
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done very quickly, even if a transponder gets lost 
or something has to be changed later on. The 
system adapts to every situation!” Only at the 
beginning of a new term, with many students 
starting university and old ones leaving the 
campus, large-scale re-programming is usually 
required and many new transponders have to 
be distributed. This process takes slightly more 
time, according to the IT Director. But even that 
task could soon be a thing of the past: “We are 
currently testing the WaveNet relay network. 
With it, we could complete all our tasks from the 
PC – what a fantastic thought!”

… Result in Top Scores
And what about money? The purchase of digi-
tal technology in particular is widely regarded 
as expensive. “I don’t agree,” Marinangeli says. 
“The initial costs are not high. No cables are 
needed for the installation in the building, so it 
costs very little. People tend to forget that.” And 
since there are hardly any follow-up costs, the 
system is even more beneficial in the long run. 
St. John’s seems to be completely happy with 
this German-Italian partnership. “Absolutely,” 
Marinangeli insists. “We haven’t regretted the 
use of SimonsVoss for one minute. Digital tech-
nology is far better than mechanical systems, 
especially if there are many users. It is effec-
tive, cost-efficient and very secure. Today we 
can calmly say: not all roads lead to Rome – but 
many do.”

SimonsVoss: Recommended by 
Insurance Companies and the Police
SimonsVoss Technologies AG based in Unter-
föhring near Munich is the market and technol-
ogy leader for digital locking and access control 
systems. With the digital locking system 3060 
which consists of a digital locking cylinder, a 
transponder (digital key) and the Smart Relay 
(key switch), SimonsVoss provides companies, 
organizations and demanding private clients 
with innovative access solutions. The products 
from SimonsVoss are characterized by a higher 
level of security, flexibility and efficiency com-
pared to conventional mechanical and electronic 

Challenge and Solution
The challenge:
The new installation of a digital locking and 
access control system for one building and 
the distribution of transponders to approx. 
300 internal and external users
Central administration
Free assignment of access authorizations

The solution:
Digital, wireless locking system
Central access administration from PC with 
graphical user interface, wireless communi-
cation for new programming of access au-
thorizations

SimonsVoss Technologies AG, Unterföhring, Germany
Tel.: +49 89 99228 0 · Fax: +49 89 99228 222 
marketing@simons-voss.de · www.simons-voss.com

▶ C o n t a C t �

locking systems. The digital locking and access 
control system 3060 from SimonsVoss meets the 
highest safety requirements, is certified in class 
C SG6 by the Verband deutscher Sachversicherer 
(Association of German Property Insurers) and is 
recommended as an electronic locking system 
by insurance companies and the police.

Security, Hall 11, Stand 404
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deister electronic GmbH, Barsinghausen, Germany
Tel.: +49 5105 516 01 · Fax: +49 5105 516 217
info.de@deister-gmbh.com · www.deister.com

▶ C o n t a C t

Special Focus: Access Control

Fit for Service
A New Key Management System for the Louis II Stadium in Monaco

be relieved of this administrative burden some-
how. There was a need for tamper-free removal 
and return of keys which should be transparent 
and, above all, automatically recorded. A prox-
safe flexx key management system from deister 
has now been installed at the stadium. This ena-
bles keys to be safely issued and returned, day 
and night, and it is always evident which key is 
currently being used. The keys are attached to 
the electronic key tag by a key ring and a one-
time seal. There are individual slots for the key 
tags which are mechanically retained and only 
released after positive identification of the em-
ployee. This way, the respective key slot illumi-
nates, the user is navigated to the appropriate 
position of the key tag and can take the key that 
is needed. When the key is being returned the 
user is automatically guided to the correct loca-
tion for this key tag again.

The automatic management and logging of 
the keys has proven to be safe and system op-
eration very simple. “You can see at any time 
who has taken which key and when it has been 
returned. If it has not been returned on time, 
the supervisor or administrator automatically 
receives a message by e-mail and can ask the 
key carrier where the key is“, says Pierre Yves 
Dudal. “The system can be programmed with in-
formation about exactly which key is on the key 
tag, even when it is a group of keys. And should 
the whole key tag be misplaced or lost, precisely 
those master keys or the relevant locks can be 
exchanged because it can clearly be seen which 
key has been lost.“

Valuable Items
The deister electronic proxsafe systems don‘t 
just protect keys; they use RFID technology that 
allows contact-free automatic identification and 
localization of objects, making them ideal for 
other valuable items, such as computer security 

It is extremely difficult to maintain an 
overview of stadiums because of their 
sheer size. In the Louis II Stadium in 
Monaco there are around 900 keys to 
be administered that protect numerous 
sports halls used for basketball, handball 
and football as well as fitness studios, 
swimming pools, various changing rooms 
and storage rooms. Keeping track of all 
these keys is a big challenge and calls for 
a sophisticated solution.

Schools, sports clubs and societies all use the 
stadium for training. Suppliers and workmen all 
need certain keys at particular times in order to 
gain access to the areas where they need to work. 
Athletes, the security and cleaning personnel and 
technicians normally receive the keys they need 
for the functional areas and other leased prem-
ises during events at the entrance gates. 

When planning and running large events 
however, many different service providers need 
a key in their hand. An example: the workmen 
come to the door unannounced and want the 
key to the storage room. They are given it, but 
forget to bring it back again when they are fin-
ished and then the big search starts – who gave 
the key to whom and where is this person now? 
Pierre Yves Dudal, Directeur Général Adjoint at 
deister electronic in France says “The main prob-
lem was generally the traceability of the most 
important movements of the keys and key man-
agement itself. It was also important that the 
keys must be returned within a given period.“

Stress Reduction
To date, the key issue proved to be both costly 
and time consuming and the gate-keeper had to 

dongles for example. This means that the key 
tags don‘t come into contact with the electron-
ics. There is therefore no wear on the key slots 
and dirt has no effect, making operational inter-
ruptions or failures a thing of the past. All mov-
ing parts are extremely robust and have been 
subjected to intense endurance tests, the results 
of which demonstrated a maintenance-free and 
safe system. 

The key cabinets can be installed at almost 
any location, expanded or reorganized. The sys-
tems can either run independently or networked. 
Multiple systems are controlled by the proxSafe 
Commander software.

Introducing an electronically controlled key 
management system results in less time and 
effort being spent in administering keys. Addi-
tionally, a complete record of key movements is 
available to senior security staff. The large inter-
nal memory of the operating terminal increases 
system availability by bridging network or pow-
er supply failures. The key management system 
installed in the Louis II stadium is capable of 
controlling up to 500 key slots and thereby ad-
ministering up to 1.800 individual keys. And of 
course every single movement and usage of the 
key tags is being recorded and archived.

Security, Hall 11, Stand 504

©
 L

ili
G

ra
ph

ie
 - 

Fo
to

lia

48     GIT Security 5/2012� www.GIT-SECURITY.com

 Security 



INTELLIGENT 
SECURITY

Creating a secure, robust, intelligent security 
solution is like solving a puzzle that’s unique to each 
of our customers.  Because we are one of the few 
manufacturers who design and produce all our own 
hardware and software, CEM has the intelligence and 
flexibility to get it right for you.  

The powerful CEM AC2000 security management system 
features industry leading IP card readers, Power over 
Ethernet Plus (PoE+) door control and offers customers 
a seriously high standard of integrated security.  
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Visit: ww

For mo e information:
Call: +44(0)28 9045 6767
Email: cem.info@tycoint.com

.cemsys.com

Tyco Security 
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integrated security management systems.
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special Focus: Access control

An Open and Shut Case
How to Pick a Key Control and Asset Management System

Key control solutions are further enhanced 
with supporting operational software. The soft-
ware can run activity reports, sort events based 
on different criteria and also view and print re-
ports. Depending on the type of system, the soft-
ware will either poll the individual key control 
cabinets for the data or, in the more advanced key 
management systems, the system will automati-
cally send the transaction information back to a 
central server, allowing system managers to sort 
and analyze information to maintain maximum 
control of access and security issues. The manage-
ment software also maximizes the programmable 
access capabilities of the system. For example, in 
the late evening when an employee has called in 
sick and another staff member must cover for that 
individual, it’s much easier for the manager to re-
motely authorize access to a key cabinet than to 
physically travel to the site to release a key.

Since their debut in the marketplace 

more than 20 years ago, automated key 

control systems have maintained popu-

larity for their capacity to manage and 

monitor keys seamlessly. Now enhanced 

technology and network capability are 

strengthening the arguments to intro-

duce a key control solution even further.

Integration Increases Value
Key management systems can also reinforce 
physical security systems and policies that are al-
ready in place. Today’s updated approach to key 
management security is designed for complete 
interactivity with other business and security 
systems. Critical information about key control 
can be communicated across multiple systems, 
enabling additional or immediate security action 
to be taken. Open protocols enable connectivity 
to access control and other systems provided by 
a range of integration partners, allowing systems 
to be connected to edge devices via RS-232 or 
networked via Ethernet. The transparency of the 
integration allows for the functioning of each of 
the discrete processes while simultaneously and 
seamlessly merging the related functions.

Using a common front-end database, the 
area of movement for staff with keys can be de-

In locations such as casinos and gaming, cor-
rectional facilities, health care institutions, hos-
pitality businesses, multi-family buildings and 
educational facilities, key control management 
systems are a proven solution to enhance physi-
cal security. Key control is also a critical function 
for anyone overseeing security at conference 
centers, government agencies, control rooms, 
automotive businesses and corporate buildings.

Automated key control systems provide a 
higher level of access control through sophisti-
cated technology that offers secure storage of 
keys and enables the programming of user re-
strictions or parameters for optimum key control 
and management. Users can only remove the key 
they are authorized to use by entering a pre-pro-
grammed PIN code, scanning their access card 
or giving biometric identification. If the criteria 
entered matches the information stored in the 
system database, the key cabinet will unlock and 
the necessary key can be removed or returned. 
The other keys will remain locked into place.

Improved Operating Technology
Online monitoring, updating and reporting ca-
pabilities enhance the functionality of a key con-
trol system and add to the integrity of the over-
all security plan. At any time, security operations 
can determine in which cabinet a key is stored, 
which keys are available for access, view who 
currently has which keys out and for what area 
and when they are scheduled to be returned or 
who has taken keys out, for what areas and at 
what times. When keys are not returned when 
scheduled, e-mail alerts can be sent to manage-
ment to allow quick action.
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▶ C o n t a C t

fined by the parameters within the building that 
are managed by various access-controlled doors. 
An example of this would be a user who has 
taken a specific key and then is denied egress 
from the facility until the key is returned. Se-
lected management can be alerted via email if 
a high security key has been accessed or not re-
turned on time. In network-enabled key control 
systems, authorization codes can be changed in-
stantly to help prevent incidents such as allow-
ing access to a recently terminated employee. 
The parameters can be applied to users, to keys, 
groups of keys, time restraints or reservations.

Network access and the compatibility with 
other systems offer an added richness and us-
ability to the key control and management sys-
tem. Optimizing the key management and access 
control technology within a facility through sys-
tem integration pays obvious rewards in terms of 
ROI (return on investment) by allowing optimum 
security solutions to be maintained without the 
need to overhaul or replace costly installations.

What‘s in the Box?
The functionality of key control systems contin-
ues to expand, with new features such as custom 
modules to accommodate valuable items. Lockers, 
available in various sizes, can be used for storing 
small firearms, cell phones, 2-way radios and oth-
er valuables. Items can be returned to any open 
locker for convenience, and systems can be set up 

as a personal storage space for one or multiple 
users. These asset management systems can also 
be configured with additional security features 
to help maintain the integrity of the system. For 
example, where protection of asset lockers itself 
is mission-critical, installation of a remote access 
device provides an additional layer of protection 
by enabling the locker system to be placed in a 
secure room. A second individual’s PIN input and 
verification is then required in order for an author-
ized employee to access the contents of a locker.

Multiple cabinets and/or lockers can form a 
single fully integrated system to hold hundreds 
of keys and other items in multiple locations, all 
controlled from a single PC interface. Systems 
can be custom designed to meet users’ specific 
needs including mechanical key storage mod-
ules, key card-style modules and lockers of vari-
ous sizes or simply blank modules to be filled at 
a later time. The scalable systems can also be 
tailored to suit a variety of access control needs 
with features including a built-in keypad, biome-
trics such as fingerprint readers, and a magnetic 
or proximity card reader.

To guard against tampering or vandalism, 
key control systems can offer a number of built-
in safety features. Tamper-proof mechanisms 
trigger an alarm under a range of conditions in-
cluding the use of force to gain access or remove 
a key, three consecutive invalid user codes or a 
door left open for more than 10 seconds after 

use. Systems can also trigger the alarm if there 
is a power failure, a key is missing or not re-
turned on time or a key is returned by the wrong 
user. Each key storage system is powered by AC 
electricity and supported by a 48-hour backup 
power supply. With their ease of use and long 
list of security benefits, key control systems will 
undoubtedly continue their run as an important 
component of the security management arsenal.
Security, Hall 10, Stand 404
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Special Focus: Access Control

Finger on the Pulse
CEM Systems Secures Budapest Airport

Pass Production System), alarm event display 
and a time and attendance module. VIPPS pro-
vides users with the in-house ability to capture 
personnel images, company logos and personnel 
signatures and incorporate these onto profes-
sionally designed passes.

Continuous Improvement
In 2009, Budapest Airport began work on the 
40,000 m² Sky Court building that links the two 
existing terminals as well as the renovation of 
55,000 m² of existing facilities at the airport.  As 
part of the work, the access control system was 
extended, with over 200 additional S610e and 
S610f fingerprint readers installed throughout.

Upgrades and improvements to the airport 
system included the migration from Proximity 
to highly secure Picopass Smartcard technology 
that gives Budapest Airport the option to use 

their access control cards for other things, such 
as cashless vending. The upgrade also included 
customized modifications to the airport’s visitors 
application system. “Of the many operational 
security systems installed at the airport, the 
AC2000 system has proven to be the most re-
liable we have” said Gábor Tóth, Security Tech-
nology Officer of Budapest Airport.

CEM will be exhibiting at the forthcoming 
Security trade fair in Essen. Their stand is num-
ber 504 in Hall 1.0 where there will be demon-
strations of various different tailored security 
solutions.

The installation at Budapest Airport currently 
utilizes the CEM S610 reader range to manage 
some 10,000 card holders. These readers feature 
a database for off-line card validation, a key-
pad (for PIN validation), an LCD which displays 
meaningful, language-specific messages to the 
user, and support for multiple card technologies. 
The display has been made available in Hungar-
ian to improve ease of use for local staff. The 
S610f fingerprint reader provides fully integrat-
ed biometric security for 3 stage authentication 
(card, PIN and biometric) and does not store an 
actual image of the fingerprint anywhere in the 
system. Instead a unique ID number is derived 
from the fingerprint scan.

The CEM AC2000 system also provides Buda-
pest Airport with a range of additional software 
modules, enhancing operations and efficiency 
on site. These include VIPPS (Visual Imaging and 

CEM Systems has been securing staff, travelers and prop-

erty at Budapest Airport since 1995. The AC2000 access 

control and security management solution was installed 

by their approved local reseller, Bull Hungary and gives the 

airport operators an advanced access control and building 

management solution.
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Trade Show

Italian F(l)air
The Biennial Sicurezza Trade Fair Takes Place in Milan Again

and solutions; second, to promote integration, 
that is to say dialog and comparison between 
aligned technologies and sectors; third, to pro-
vide professional training and fourth, to spread 
the word regards “security culture” and to en-
courage industry growth.

You mentioned integration. What exactly do 
you mean and why is it so important?

Marco Serioli: The convergence and integra-
tion of any number of distinct technologies, 
such as security, building automation and ICT, 
is undoubtedly one of the key drivers for future 
development in Sicurezza. It’s an inevitable 
evolution which will result in a tangible reduc-
tion in costs and increased performance. As an 
example: the increasing integration of systems 
adopting IP protocol and security systems. It’s 
an important step for Sicurezza market players, 
a change which must be prepared for in ad-
vance, and that is why we have made training 
and information updates available to everyone.

Sicurezza 2012 will take place during a deli-
cate moment for the market and the Euro-
pean economy in general. How do you intend 
to approach this edition?
Marco Serioli: Regardless of the current eco-
nomic situation, this industry is posting some 
good performances. In Italy it has been one of 
the few industries to close 2011 with an up-
ward trend in growth, and is today undergoing 
unprecedented change which will result in the 
spread of the technologies across all compo-

A trip to Milan in November will cer-

tainly not be to enjoy the warmth and 

sunshine. But the possibly uninviting 

weather outside the halls of the Fiera 

will be compensated for by the warm 

reception inside from over 350 exhibi-

tors stand personnel and the opportunity 

to network with other players in the 

market. GIT Security interviewed Marco 

Serioli, Exhibitions Division Director at 

the Fiera Milano, to find out more about 

this important biennial coming together 

of the safety and security industries.

Where and When
The event takes place at the Fiera Milano 

in Halls 1/3. It is open from 9.30 am to  

6 pm for trade members only. Full price tick-

ets purchased on the day cost € 15.00 but a 

significant saving can be made by preregis-

tering online at www.sicurezza.it/en where 

tickets valid for a single day can be ordered 

for the reduced price of € 8.00. Access to the 

halls is via the East and the South entrances. 

To stay up-to-date on preparations for the 

show, the Sicurezza 2012 profile on Linked-

In will be updated daily with trade fair 

news. A newsletter can also be obtained at  

www.sicurezza.it/en/newsletter-subscription.

nents of the security industry, from anti-break 
in, to access monitoring, video-surveillance and 
fire-prevention systems. It’s a challenge which 
Sicurezza has accepted, designing an event that 
is a snap-shot of an industry which is changing 
and which offers its public opportunities in both 
training and professional industry updates that 
cannot be missed.

What opportunities are there for foreign  
visitors?

Marco Serioli: The latest available data confirms 
that Sicurezza’s market provides value growth 
in exports of security industry technologies and 
building automation (up 27.3% in 2011). With 
this in mind, the trade fair in Milan represents 
an important date for international trade mem-
bers who want to meet Italian companies with 
a view to finding new business partners. Among 
the various appointments, I would like to high-
light the match-making event, allowing foreign 
buyers and distributors to meet the exhibitors. 
The meetings, one-on-one, will last just one hour 
and will have a pre-determined agenda. This is 
another great opportunity to discover the Italian 
market and its products.

Mr Serioli, thank you for this interview.

GIT SECURITY: Mr Serioli, from the 7th–9th 
November Sicurezza 2012 is back at Fiera 
Milano. Could you tell us something about 
what will be going on?

Marco Serioli: Every two years for thirty years 
Sicurezza has been the focal point for the Italian 
and foreign markets for intruder prevention, fire 
detection, passive defense, home and building 
automation, ICT security, intelligence and anti-
terrorism, products and services for the police 
and private security guards. The next event will 
take place in Milan again and has been de-
signed bearing in mind our four main goals: first, 
to favor innovation via a vast array of products 

Fiera Milano S.p.A
Tel.: +39 02 49976255 · Fax: +39 02 49976252
areatecnica1@fieramilano.it · www.sicurezza.it
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Technology Protects History
To showcase the region’s cultural history, the 
Bomann Museum delivers an interactive ex-
perience that includes a complete replica of a 
sixteenth century farmhouse, rooms from old 
cottages, and period costumes, along with the 
largest German collection of miniature por-
traits and the world’s first 24-hour modern art 
museum. With some sections currently under 
renovation, the museum is constantly striving 
to create an impressive and memorable visitor 
experience. As part of its remodeling initiative, 
the museum chose to replace its analog-based 
surveillance system, which had reached its per-
formance threshold and could no longer scale 
to meet future needs. “We needed a more ef-
fective and reliable way to protect our most val-
uable exhibition pieces,” explained the facility 
manager Frank-Ulrich Strauss, and added that 
the old analog system consisted of 40 black 
and white cameras that were difficult to use 
and delivered poor image quality. “With the old 
system, incidents were not always properly and 

The Bomann Museum in Celle, Germany 

is one of the region’s most beautiful 

and culturally important museums. 

With an exhibition area of over 59,000 

square feet across several build-

ings, the museum is the third largest 

in Lower Saxony and showcases the 

region’s folklore and history. With the 

goal to provide a safe, educational, 

and enjoyable museum experience, the 

Bomann Museum replaced its dated 

analog-based surveillance system with 

an Avigilon HD surveillance system to 

improve on-site security, protect exhibits 

from theft and vandalism, and reduce 

overall security costs.

CCTV

New for Old
The Bomann Museum Protects Exhibits and Lowers Costs  
with Avigilon HD Surveillance System

scalable,” explained Strauss. After a successful 
week-long demonstration of the Avigilon HD 
surveillance system organized by Balter Security, 
a local system design, installation, and service 
provider, the museum decided to move forward 
with that solution. “We looked at various op-
tions but chose this one because of its ease-of-
use, reliability, scalability, and advanced perfor-
mance and management features.”
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quality,” concluded Strauss. “And 
by partnering with local surveil-
lance system experts who speak 
our language and understand our 
needs, Avigilon has demonstrated 
its commitment to the German 
market, a key consideration for us.”

No matter if it is the point to enhance your company‘s safety, to manage your 
workflows or to make your processes even more efficient and profitable: 
the SeeTec Multi Solution Platform will support you. 

The Multi Solution Platform provides a great variety of modules and extensions to 
adapt the SeeTec video management solution to your particular needs. 
See for yourself and visit us at Security Essen 2012.

www.seetec.eu

2012

it easily integrates with the mu-
seum’s existing analog-based cam-
eras, thereby leveraging its current 
infrastructure investment. “This 
solution allows us to leverage 
our fixed assets while improving 
overall system performance and 
provides the flexibility to transi-
tion to HD as time and budget per-
mits,” said Strauss. He added that 
the museum has achieved further 
cost savings because this system 
requires far less maintenance than 
its previous system. “Maintenance 
requirements have been reduced 

to almost nothing since deploying 
the system.”

The Bomann Museum contin-
ues to invest in the latest technolo-
gies to help create a contemporary 
backdrop on which to showcase 
the region’s rich history. Driven 
to provide a safe and educational 
museum experience, the museum 
plans to expand the Avigilon HD 
Surveillance System across all ex-
hibition areas to further enhance 
on-site safety and protect valuable 
artifacts. “The is solution delivers 
top notch yet affordable image 

Staff at the Bomann Museum 
seamlessly manage the new sur-
veillance system using the com-
pany’s network video management 
software (NVMS) with HD stream 
management. The museum in-
stalled Avigilon HD 1 MP and 2 MP 
cameras to monitor activity at its 
main entrances and installed sever-
al Avigilon analog video encoders 
to create a hybrid surveillance sys-
tem that dramatically and cost-ef-
fectively improves the performance 
of its existing analog cameras. 
Storing up to 90 days of continuous 
surveillance video, this surveillance 
system is monitored live during 
opening hours by museum staff lo-
cated in the main entrance and the 
second-floor entrance.

Peace of Mind
“The many features of the Avigilon 
software, including its advanced 
zooming and search capabilities, 
allow us to capture a much better 
recorded image with improved de-
tail, and at the same time ensure 
greater overall coverage across all 
our buildings,” stated Strauss. “Our 
security team is much more relaxed 
because we know that we have a 
state-of-the-art system in place 
that is reliable, easy to use, and 
highly effective. The peace of mind 
we now share is unprecedented. 
We’ve been able to speed up our 
investigations by 70 percent, sav-
ing time and leading to quicker and 
more successful incident resolu-
tion.”

One convincing reason for 
choosing the Avigilon solution was 
its ease-of-use and intuitive graphi-
cal user interface, which has made 
training staff quick and uncompli-
cated. “It took us no time to get up 
and running on this system,” noted 
Strauss. The ease-of-use and supe-
rior image quality have also meant 
that users spend less time manag-
ing the system, freeing their time 
for other important operational 
tasks. “And by developing a precise 
and comprehensive deployment 
plan, Balter Security and SiTech 
Celle, a local system integrator, 
helped us install and configure the 
system on time and on budget, with 
no surprises.”

TCO Down
According to Strauss, another key 
selling feature of the Avigilon HD 
surveillance system is the fact that 

Avigilon, Vancouver, Canada
Tel.: +1 604 629 5182 
www.avigilon.com
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Video Analytics

Face Recognition  
in a Crowd
Video Analytics for Crowded and Complex Scenes

This particularly advanced system can recognize 
people at a distance in an uncontrolled environ-
ment. Requiring a resolution of only 22 pixels 
between the eyes, it can outperform humans 
and all other current face recognition systems 
which require much higher resolutions and can 
only operate in controlled environments. iOm-
niscient’s “Face Recognition in a Crowd” has 
immense practical value in a number of situa-
tions described below. 

Black Lists
Firstly you can identify people from a “black 
list”. They may be known criminals or terrorists 
who are attempting to enter a country incognito. 
Other examples would be the provision to shop-
ping mall security of a black list of hundreds of 
known shoplifters, or to casino security of a list 
of crooks.

With the new Face Recognition system, a 
security officer can check out suspects encoun-
tered in his or her daily work through their 
smart phone. One of the major issues in policing, 
which organised criminals can and do exploit, 
is the lack of communication between different 
forces. A face recognition system like this could 
provide a genuine, instantly accessible national 
criminal database to overcome the problem.

A huge database would require high com-
puting power, however, with iOmniscient’s Face 
Recognition a database of 250, 000 faces can be 
handled on a simple server.

Using Dynamic Databases
Secondly, “Face Recognition in a Crowd” can 
also be applied with a dynamic database. An ex-
ample would be passengers walking down the 
airbridge whose faces are detected. Then, if they 
turn up at immigration claiming refugee status 
and refuse to say where they have come from, 

In November 2011 iOmniscient, pioneers of intelligent video ana-

lytics, celebrated their tenth year of trading. The company based 

in Sydney, Australia, specializes in providing video analytics for 

crowded and complex scenes and offers a range of comprehensive 

solutions for over 30 industries. Its latest product is “Face Recogni-

tion in a Crowd”.

at a concealed camera – positioned for example 
at the top of an escalator, or next to a sign on a 
concourse such as “Arrivals – Turn Left” to catch 
their faces. In those scenarios the success rate of 
facial recognition can be higher.

What of the Future?
Application areas for “Face Recognition in a 
Crowd” will be seen to extend beyond the more 
obvious current areas such as airports and ports, 
banking and retail, border and city surveillance, 
crowd management, hospitals, hotels, manu-
facturing, police and prisons, transportation and 
utilities. 

Secondly, more and more developed and de-
veloping nations alike will want to take on this 
new technology to address their security con-
cerns. Thirdly, computer memory and power will 
increase, facilitating larger databases which will 
handle millions of faces.

Finally, in a future release, people’s faces may 
be distinguished according to age, gender, skin 
colour and ethnic type, potentially fulfilling a 
host of intelligence gathering operations. In ad-
dition to national security and law and order, ap-
plications for that may include market research, 
retail footfall, passenger counting, employment, 
and health and safety. Privacy laws differ from 
country to country and therefore, the iOmnisci-
ent Face Recognition in a Crowd system can be 
adapted to suit the laws of the country.

Oliver Haines

the system can check on the database of pas-
sengers disembarking from different aircraft, to 
ascertain the flight on which each individual has 
arrived.

White Lists
Thirdly, the system can improve customer ser-
vice. It can produce a “white list” of VIPs or 
most loyal customers whose faces are in the 
database. Then they can be immediately recog-
nized in say a hotel reception or casino and af-
forded privileged, red carpet treatment.

Driver Matching
A fourth application is driver matching. Instanc-
es might include a truck driver for a valuable 
cargo, or an authorised driver for a luxury motor 
car on hotel or club premises.

“Big Data” Using Face Recognition
A fifth, most beneficial method of deploying 
Face Recognition is for managing large amounts 
of unstructured information, which is now in-
creasingly known as “Big Data”. One example 
of Face Recognition used in this way is where a 
face is recognized at the start of a queue. When 
the same face is seen at the end of the queue, 
the system can provide management with infor-
mation on the average time it takes for people 
to pass through that queue. Such a system can 
help manage complex queues with multiple en-
try and exit points.

Degree of Accuracy
In an uncontrolled environment, handling vari-
able face angles, the “Face Recognition in a 
Crowd” system will typically be 70% accurate, 
because three out of ten faces may be covered 
up or directed away from the camera. So the 
clever bit consists of getting people to look up 
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IQinVision’s 5-year warranty program 
removes risk for integrators and installers, 
and gives end users “buyer confidence” 
instead of “buyer’s remorse.” It’s an 
all-too-common theme; manufacturers 
offer limited-time warranties leaving the 
maintenance and replacement costs of 
poor-quality surveillance cameras up to the 
integrator. Why go through the headache? 
IQinVision offers amazing everyday pricing 
and the industry’s longest, all-inclusive 
warranty.

A Safe Bet 
for Installers
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Remscheid, Germany
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info@grundig-security.com 
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Video surveillance

Faster than a Bullet
Enhanced Bullet Cameras Join Grundig’s  
HD IP Range 

entire video image at up to 30fps, 
unlike the more commonly used in-
terlace technology which updates 
alternate lines. The video image 
quality is much higher as a result. 
The bullet cameras video format 
is 16:9. Uniquely, the format can 
be rotated through 90° to provide 
either portrait or landscape views. 
The portrait setting is particularly 
relevant for narrow fields of view 
like corridors, stairs and passage-
ways, where height within the im-
age is more important than width.

The new cameras all include 
built-in network failure detection 
functionality, sending email alerts to 
operators if network problems occur. 
Back-up recording on Micro SD cards 
within the cameras ensures that no 
images are lost. A number of mod-
els include a 3 to 9 mm motorized, 
vari-focal lens offering remote zoom 
and focus adjustments, saving set up 
time and optimizing image quality. It 
has been still further enhanced with 
WDR and 3D digital noise reduction 
(DNR). Smart Picture Quality (SPQ) 
enhances low light performance in 
the HD sensor to reduce motion blur.

True day/night functionality 
comes as standard, with an IR LED 
option for very low or no light ap-
plications and Smart IR control 
automatically varies LED strength 
to suit the ambient lighting condi-
tions. Each model has 5 program-
mable privacy zones.

Security, Hall 2, Stand 326

Some of the key features of the bul-
let cameras are that they can pro-
vide simultaneous dual, triple and 
quad video streams at up to 2MP, 
Full HD 1080p resolution, progres-
sive scan image processing using 
a CMOS sensor, portrait and land-
scape 16:9 formats and intelligent 
incident alerts.

Multiple video stream tech-
nology allows each new IP bullet 
camera to process up to four inde-
pendent video streams simultane-
ously, at up to 30fps. This feature 
is designed for efficient video 
transmission and storage, saving 
network bandwidth. A Full HD 2MP 
(1920 x 1080 pixels) stream can be 
used for recording, an identical D1 
(720 x 576 pixels) video stream can 
be viewed on a monitor and a CIF 
(360 x 288 pixels) video stream 
can be viewed on a smartphone, 
all at the same time. Video stream 
combinations include 1080p at 
30fps and D1 at 30fps (dual), twin 
1080p streams at 15fps (dual), 
1080p 25fps and D1 25fps and CIF 
25fps (triple) as well as lower reso-
lution combinations of quad video 
streams.

These IP bullet cameras ben-
efit from progressive scan tech-
nology. This system updates the 

The company’s 
existing IP range 
already includes 
various fixed dome, 
vandal dome, fully functional 
dome and box cameras. 
Meeting the growing de-
mand for digital technology, 
their new IP bullet cameras 
have now joined the rapidly 
expanding HD IP range, and 
taking a leaf out of broadcast 
technology‘s book, they em-
ploy progressive scanning to 
enhance the image quality.
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The Choice of IP Technology
The initial stage of the surveillance project in-
cluded only the peripheral cameras, particularly 
the gates and parking areas, with a total of 46 
cameras. At present, the Administrative Center 
still has analog cameras, which will gradually be 
migrated over to IP technology, maintaining the 
same quality standard as in the first phase.

Modernizing its surveillance system was im-
portant for giving the bank better control over 
the main points of access to its headquarter’s 
premises, giving high definition images that en-
able it to analyze the large flow of traffic and 
areas where materials are stored and trans- 
ported, as well as the perimeter of the admin-
istrative center. “The  IP cameras  are  used  for 
monitoring  and dealing with any type of occur-
rence in a timely way, as well as for monitoring 
events, and checking and investigating inci-
dents,” said José Boileau.

With a clear demand for high quality images, 
the decision to use Axis solutions was natural, 
as Dráurio Pinho, Sales Director of Imagem Se-
gurança explains: “Axis was chosen because it 
is the manufacturer that has the widest range of 
high technology products, and prices compatible 
with the quality of the equipment, with models 
that can be adapted to various applications.”

Looking to the Long-term Future
In the planning phase, it was observed that the 
implementation of a new surveillance system 

Banco do Nordeste do Brasil (BNB) is the 

largest regional development bank in 

Latin America. Its Administrative Center, 

in Fortaleza had an analog CCT V sys-

tem. This was causing a loss of quality 

of the monitored images, which raised 

concern for the Executive Manager of 

the Bank Security Division of the Corpo-

rate Security Environment, José Boileau 

Esmeraldo Júnior.

based on IP technology was viable, because it 
uses the network infrastructure with Gigabit 
Optical ring, and computational resources, like 
the network server and storage equipment, 
that were already available internally. “This sig-
nificantly lowers the cost of implementing the 
system, besides significantly increasing the level 
of availability, reliability and quality of the im-
ages,” said José Boileau.

Through a public tender process, BNB pur-
chased Axis network cameras, and had them 
installed by integrator Imagem Segurança. The 
distributor Anixter organized the delivery of 
25 AXIS P1344 Network Cameras with vandal-
resistant housing, as well as 16 AXIS P5534-E 
Network Cameras, two AXIS T8311 joysticks and 
one AXIS Q7401 Video Encoder, complementing 
the offer of 5 cameras installed previously: four 
AXIS M1011 and one AXIS 207. In the acquisi-
tion phase, there are also 10 AXIS M1054 Net-
work Cameras included. All this equipment is 
integrated with the Digifort Enterprise software.

The new cameras use HDTV resolution, which 
provides a high-quality image, particularly when 
zooming in on distant targets. In terms of stor-
age space, the H.264 compression standard has 
led to significant savings in space, without los-
ing image quality, and also enables individual 
configuration of video streams for different sce-
narios, such as higher speed and resolution for 
visualization, and lower for recording, to save 
storage space.

Security for Banking

A New Level of Safety
Brazilian Bank Modernizes Its CCTV System with the Use of IP Technology
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The times are changing ... fast.  
That’s why SALTO is taking access control to a whole 
new level.

Our innovative new Wireless on-line and Data-on-Card 
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For the external surveillance, the housings 
have IP66 protection, which makes them 
impervious to dust and rain.

With the use of the PoE (Power 
Over Ethernet) resource, the labor 
and materials for installation of the 
cameras have been significantly 
decreased, since the data and en-
ergy use the same cable. Seeking to 
increase the level of availability of 
the images, the cameras also have 
a memory card for recording imag-
es locally, if the network is not func-
tioning, and portable no-breaks for 
autonomous functioning, in the 
event of equipment failure. For the 
external surveillance, the housings 
have IP66 protection, which makes 
them impervious to dust and rain.

Results
The initial results were considered 
by José Boileau to be satisfactory, 
“particularly due to the gains in 
image quality  and the ease of in-
stallation, besides  enabling basic 
support to be carried out by inter-
nal network maintenance team.” 
In the Executive Manager’s view, 
“the solution acquired by the Bank 
is in keeping with the latest  mar-
ket trends, which guarantees a  
prolonged useful life of the system, 
lower maintenance contracts, and 
flexibility of updating.”

After the implementation of the 
project, all these resources have 
proven useful for serving the needs 
of Banco do Nordeste, confirming 
the hopes placed in the system be-
fore the implementation. “The main 
requirements for a good electronic 
security system”, explained Jose 
Boileau, “are scalability and inter-
operability; the resources should 
be able to keep up with the growth 
of the client’s needs, as well as 
enabling integration with other 
systems,  such as control of physi-
cal access, perimeter alarm, build-
ing automation, and fire detection. 
And because these are major pro-
jects, they need to have a lengthy 
life-span.”

Security, Hall 2, Stand 217
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A high level of security is vital to ensure the 
preservation of the amphitheater, and is there-
fore a key issue for the Soprintendenza Archeo-
logica of Rome, the local government depart-
ment responsible for architectural conservation. 
Until a few years ago, the Colosseum relied on 
an analog security system comprising a multi-
tude of fixed cameras providing low resolution 
images, which limited the ability of the security 
staff to accurately monitor the amphitheater. 
The quality of the videos was poor and it was of-
ten difficult to identify and reconstruct recorded 
events. Soprintendenza Archeologica of Rome 
therefore embarked on a challenging project 
to replace the Colosseum’s analog surveillance 
infrastructure with an expanded and upgraded 
CCTV system, integrated into an IP transmission 
network.

While investigating potential new systems, 
Piero Meogrossi, Technical Director responsi-
ble for the Colosseum at Soprintendenza Ar-
cheologica of Rome, was impressed by Canon’s 
network video solutions, which offered all the 
increased security features required, and con-
tacted local systems integrator SN Tecnica who 

As one of the most impressive surviv-

ing buildings of the Roman Empire, 

the Colosseum is also one of the most 

visited archaeological sites in the world. 

While the vast majority of tourists, who 

flock to the site every year, are happy to 

simply experience one of the wonders of 

ancient Rome, a few either want to take 

a piece home with them or to leave their 

own mark on the monument. 

have vast experience in CCTV installations. “We 
developed a bespoke solution to meet the spe-
cific needs of the Colosseum. Compared to the 
previous infrastructure of fixed, analog cameras, 
the Canon VB network cameras allow improved 
coverage with fewer devices. The cameras’ com-
pact bodies make them unobtrusive and their 
PTZ (Pan/Tilt/Zoom) functionality has signifi-
cantly extended the Colosseum’s surveillance 
capability” said Sergio Nitti, General Manager 
at SN Tecnica.

Minimum Intervention
The integrator undertook a thorough analysis 
of the Colosseum’s needs and recommended a 
tailored solution to enhance the security of the 
site. Nitti commented: “Security was not only 
limited by the presence of outdated and under-
performing analog cameras but also by the dif-
ficulty of placing cabling in the amphitheater 
The Soprintendenza Archeologica of Rome is 
extremely cautious about allowing any interven-
tion in the Colosseum and there are strict limita-
tions to work in the area in order to preserve it. 
It was clear that the fewer cameras we installed, 
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VIDEO TECHNOLOGY

A Piece of History
Canon IP Video Surveillance Solution Watches over Ancient Rome

◀ �Network camera:  
Canon VB-M600VE
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the lower the risk would be of potential damage 
to the monument.” 

The Canon video surveillance solution pro-
posed consisted of several pan tilt zoom net-
work cameras with a 26x optical zoom, which 
were connected to the existing CCTV equip-
ment. Meogrossi explains: “For us, it was cru-
cial to find a solution that could be easily inte-
grated into our existing CCTV system. Canon’s 
solution was the perfect fit. Not only was the 
image quality and performance of Canon’s net-
work cameras outstanding, but we were even 
more impressed by their seamless integration 
into our current IP network.” SN Tecnica created 
unobtrusive thermal housings to protect both 
the cameras and the other electrical equipment 
from unfavorable weather conditions. The sys-
tems integrator also implemented an encrypted 
Wi-Fi bridge connection to enable remote data 
transmission through the two security observa-
tories in the Colosseum. 

The local control room was linked remotely 
to the main control room, which SN Tecnica 
equipped with a high capacity storage server 
running a customized version of Canon’s soft-
ware translated into Italian. This was an impor-
tant requirement for the Colosseum, which was 
eager to adopt an Italian language platform to 
set up a simple and easy-to-understand working 
environment for the Italian security team. Nitti 
explains: “We developed a bespoke solution to 
meet the specific needs of the Colosseum. Com-
pared to the previous infrastructure of fixed, 
analog cameras, the VB network cameras allow 
improved coverage with fewer devices. The cam-
eras’ compact bodies make them unobtrusive 
and their PTZ (Pan/Tilt/Zoom) functionality has 
significantly extended the Colosseum’s surveil-
lance capability.” The PTZ feature make it very 
easy to adjust the viewing angle, and expanding 
coverage to a full 360º horizontal field of view. 
Images remain clear and blur-free during PTZ 
movement. 

Moving Target
Furthermore, when some motion is detected, the 
camera can be set to ‘pan and tilt’ to follow the 
subject’s movement. Nitti emphasizes the ex-
ceptional low-light performance guaranteed by 
the new video surveillance solution: “Canon’s 
bright lenses, combined with high sensitivity im-
age sensors and their Digicnet network engine, 
provide clear visibility of subjects and surround-
ings even in low-light conditions. This has turned 
into a significant asset for the Colosseum’s secu-
rity team, which can easily detect any suspicious 
movement in every part of the site.” 

A multimedia platform called ‘Colosseum-
web’ has also been set up to promote the cultur-
al and artistic value of the amphitheater In the 
next few years, this project could benefit from 
these new cameras installed at the Colosseum. 
Meogrossi explains: “Since 2003, we have been 
discussing the need to extend the renovation 
process of the Colosseum by pursuing additional 
technical and structural improvements together 
with tourism initiatives. By using the additional 
cameras accessible through the Colosseumweb 
platform, it would then be possible to have im-
mediate access to a virtual tour of the building, 
remotely exploring the area as if it was a live 
visit.” It is clear from what he says that the ben-
efits of the new surveillance solution are much 
greater than originally expected. Meogrossi is 
able to rest assured that the architectural jewel 
in the crown of ancient Rome is being constant-
ly watched by the most up-to-date digital sur-
veillance system. 

Security, Hall 2, Stand 540

Julian Rutland, Director of Visual Communica-
tions Products and Solutions, Canon Europe:
Julian Rutland was appointed Director of Visual Com-
munications Products and Solutions in March 2010, and 
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Airport Security

Safe Airports of the Future
Safety and Security are Today’s Priorities

Growing Number of Solutions
With vast numbers of people passing through 
the busy terminal buildings everyday, airports 
have long been targets for terrorist attack. In 
addition to this, the sheer number of people on 
today’s large aircraft and the potential to use a 
hi-jacked plane as a flying missile, offer terror-
ists a means to attract huge media attention. 
Security within airports therefore remains a top 
priority and will continue to do so for the fore-
seeable future.

The ever present threat to air travel security 
and the many national and international regu-
lations subsequently brought in to deal with it, 
has led to a dramatic increase in the number of 
security solutions deployed. Analysis carried out 
in 2011 by Frost & Sullivan puts the world’s to-
tal expenditure at 19.1 billion USD for the year, 
as airport operators continue to update security 
procedures and systems to keep pace with tech-
nology and stricter legislation.

Scanning for Safety
Typically passengers at all airports are today 
screened by metal detectors when passing into 
‘secure’ areas before boarding the plane. Both 
carry-on and checked luggage is scanned by 
high-resolution x-ray machines to verify the 
contents and explosive trace detection machines 
(ETD) are used to check for explosives using gas 
chromatography. 

A more recent development is the use of 
body-scanners or whole body imagers. On 
Christmas Day, 2009, a passenger onboard 

In spite of the global economic down-

turn, air passenger numbers and air 

freight traffic both continue to increase, 

and evidence points to the trend con-

tinuing or even accelerating. However, 

air travel is no longer simply a means 

of transporting goods and people from 

place to place around the world. Con-

tinued growth brings with it increased 

threats and so safety and security have 

become even more important and now 

demand an integrated solution approach.

Northwest flight 253 from Amsterdam to De-
troit attempted to destroy the aircraft using 
plastic explosive concealed in his underwear. 
The device had been made with the express 
intention of avoiding detection by traditional 
scanning equipment. It had not been detected 
at any point throughout the passenger secu-
rity control procedures. A major catastrophe 
was averted only as the explosives failed to 
detonate. As a result of this and other such inci-
dents, the latest advanced imaging technology 
scanners continue to be deployed at a rapid 
rate. The TSA (Transport Security Association) 
in the USA reports that more than 670 imag-
ing technology units are installed at 170 air-
ports nationwide. Globally the installation of 
the new technology continues at a similar pace. 
The advanced imaging technology facilitates 
the screening of passengers for everything from 
weapons to explosives without any physical 
contact. If a threat is detected, the location of 
potential threat items are shown on an outline 
of a person on a monitor attached to the ma-
chines.

The scanners fall into two types: millimetre 
wave and backscatter. The first directs radio 
waves and measures the reflected energy to 
form a three-dimensional image. The second is 
a low-level x-ray machine using Compton scat-
tering of ionizing radiation to create a two-
dimensional image. Both can detect concealed, 
non-metallic weapons and explosives on the 
body but do not detect items hidden within 
body cavities.

The “Future of Airports 2030” is a study based 
on analysis of current statistics and trends to-
gether with the results of extensive interviews 
with over one hundred airport industry experts. 
The study revealed that airport system integra-
tion is, and will continue to be, at the heart of all 
future airport projects. This integration involves 
all aspects of airport operations including, 
amongst others, site-wide perimeter protection, 
efficient passenger-processing, luggage and 
cargo screening and handling, general operation 
and management. 
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Strategic Solutions
Of course, terrorism is not the only factor cur-
rently concerning airport security, and as a result 
the Siemens portfolio of cutting-edge security 
solutions is based on a dynamic airport-focused 
modular platform. It is continually evolving to 
adapt to location-specific concerns as well as 
international trends. For large and complex sites 
such as airports, the implementation of compre-
hensive security therefore involves a focused, 
layered strategy usually comprising intrusion 

detection, wide-area video surveillance, access 
control and management through an integrated 
command and control platform for the day-to-
day running of the site as well as the coordinat-
ed and timely response to any incident.

The intelligent identification and tackling of 
suspicious and unusual behavior is especially 
vital within the airport environment. It offers se-
curity personnel the ability to prevent potential 
threats before any incident takes place and fol-
low an audited pre-defined plan of action. Ac-
cess control, often integrated with video surveil-
lance technology, is equally essential, not only to 
manage vehicular and pedestrian access to the 
airport apron and other critical areas but also 
to all restricted zones within the terminal and 
other buildings. Advanced technology, adopting 
a variety of software analytics based options, 
can be employed in the latest video surveillance 
solutions providing constant automated moni-
toring of all system cameras. This can help to 
overcome the age-old problem of rapid operator 
fatigue when studying monitor screens. By us-
ing software to automate the detection process 
rather than simply relying on the operator, it is 
possible both to enhance detection and make 
better and more efficient use of the trained se-
curity personnel to deal with any incidents.

Airport perimeters, which can extend to over 
50 km in length, require special consideration. 
To restrict and detect unauthorized access, phys-
ical measures, together with external motion 
detection systems, long-range conventional and 
thermal surveillance and ground radar track-
ing can be deployed and effectively managed 
through Siemens’s Siveillance Site IQ Wide Area 
surveillance solution. Extended detection and 
warning of all activity in runway and aircraft taxi 
areas has recently become a major focus in the 
airport world. Siemens has created bespoke air-
port specific packages with customizable policy 
zones to tackle such incidents.

Steve Batt, Market Manager Air-
ports, Siemens Building Technologies

Biometric technology features significantly 
in the Future of Airports program and is show-
cased in the advanced Siemens palm-vein 
identification and verification readers. Utilizing 
possibly the most effective form of biometric 
identification available, the readers scan con-
tactlessly the unique blood vein patterns within 
a person’s hand, verifying the blood flow at the 
same time to ensure the life-status of the indi-
vidual. Siemens has already successfully piloted 
installations of the readers within a major Euro-
pean international airport.

The demand for the strictly-controlled, effi-
cient and automated transfer of passengers with-
in airports is also changing rapidly, typically illus-
trated by projects such as that in central Europe 
for the transfer of passengers from Schengen to 
non-Schengen areas in a controlled and compli-
ant way. This has resulted in unique measures be-
ing installed by Siemens within existing terminal 
and concourse elevator infrastructure, facilitating 
the transit between only predefined and pre-
approved areas. The comprehensive scanning 
of the elevator cabins both before and after the 
departure of travelers ensures that no unauthor-
ized items or personnel can pass from one area 
to another. The airport is also able to scale back 
and deploy its human resources more efficiently 
in other areas of the airport’s operation.

Fire Safety within Airports
It is obviously important that airports are also 
thoroughly protected against fires. Airports offer 
a fire risk because of the presence of both po-
tential ignition sources in the electrical systems 
and cabling, along with the flammable materi-
als found within the airport buildings. The ear-
liest and most reliable detection of smoke and 
the activation of the appropriate extinguishing 
processes are important factors in any protec-
tion system. Intelligent algorithms in today’s 
leading detection systems recognize the poten-
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tial for fire at the earliest possible point. They 
calculate if there are unusual levels of smoke 
particles present, well before the flame stage 
is reached, quickly and reliably triggering fire 
safety systems. At the same time, false alarms 
can be prevented, an important factor when the 
consequences and disruption involved in any 
evacuation of an airport are considered.

By contrast, aspirating smoke detectors con-
tinually sample air at various locations through-
out the terminal building and other large in-

ternal spaces. Depending on the concentration, 
a pre-alarm or alarm is triggered when smoke 
particles are detected. When set at the appropri-
ate sensitivity-level, they will detect the earliest 
stages of smoke generation and, following veri-
fication of an alarm, will initiate the relevant ex-
tinguishing system. Leading fire safety systems 
can be fully integrated with other security dis-
ciplines such as video surveillance, access con-
trol and intrusion detection systems, as well as 
building automation systems.

Gas detectors will also trigger an alarm with 
the discovery of dangerous carbon monoxide 
concentration caused by exhausts in airport car 
parks for example, defective heating devices or 
chemical and production processes. The thresh-
old levels for alarm are precisely configurable 
and can be adjusted to environmental condi-
tions. Using new architecture based on IP (In-
ternet protocol) technology, it is also possible 
to connect fire alarm control units already net-
worked in clusters via a fiber glass backbone. 

Integrated command and control platforms coordinate a timely response to incidents
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GEKO  
FULL RANGE OF LED ILLUMINATORS
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Standard IT technology is used and 
the existing network infrastructure 
can also be used. 

Safe Evacuation: Adopting 
an Intelligent Response
In the event of an airport emer-
gency, rapid and orderly evacuation 
of a crowded terminal building will 
save many lives. However, inves-
tigations have shown that many 
people no longer react to conven-
tional alarms, believing them to be 
simply tests or false alarms. Even if 
they do react, it is sometimes not in 
an appropriate way, with confusion 
often a problem, particularly when 
just tone-based alarms are em-
ployed. This is leading to a more in-
telligent response-based approach 
to incidents. State-of-the-art 
evacuation systems can combine 
functions such as voice alarms, 
public notification, video surveil-
lance and emergency lighting, as 
well as supporting systems such as 
smoke extraction or lift and door 
controllers. “Intelligent Response” 
systems from Siemens already pro-
cess information from such sources, 
as well as many others, including 
data from building management 
systems. These systems support 
the evacuation and the auxiliary 
personnel in their activities by in-
creasing the amount of information 
and the availability of that informa-
tion in real time to those who are 
tasked with dealing with an inci-
dent. In this way the speed and ef-
fectiveness of the response can be 
significantly improved

Technical progress will further 
stimulate advances in safety and 
security solutions. One example is 
3D modeling, which could make fu-
ture emergency response and evac-
uation planning even more efficient 
and dynamic by ensuring that in-
formation from all parts of the air-
port are effectively integrated.

Future-proofing Airport  
Systems
Behind airport procedures is com-
plex architecture characterized by 
interdependencies between the 
many different parts of the passen-
ger process flow such as check-in, 
security, retail areas and landside, 
as well as airside operations. There 
are also multiple stakeholders in-
volved: management; aviation, lo-
cal and national authorities; airlines 
and travel companies; supporting 

services and commercial or retail 
organizations. All rely heavily on the 
fast and efficient turnaround of hun-
dreds of flights and the throughput 
of thousands of passengers.

The implementation of secu-
rity systems within this highly 
synchronized processing is criti-
cal as delays and shutdowns in-
evitably result in lost revenue for 
airlines, operators and most sup-
porting suppliers. Therefore, it is 
important today, just as it will be 
in the future, that airports employ 
integrated security solutions. Mak-
ing security more effective but also 
more efficient, is crucial in terms 
of passenger confidence, enhanc-
ing the passenger experience and 
in seeking to minimize potential 
financial losses. 

By adopting an integrated ap-
proach, airports will help increase 
the efficiency and operating reli-
ability of the site, reduce opera-
tional risks and costs and optimize 
all processes. For long-term oper-
ability of complex systems – such 
as baggage handling, passenger 
control, safety and security – the 
best way to ensure the future vi-
ability of electronic processes is 
with systems that are flexible and 
scalable. This flexibility should ac-
commodate expansion and pre-
vent system redundancy, with the 
capacity to add more devices and 
interoperate with other disciplines, 
as well as integrate with emerging 
technologies. Airport systems need 
to be capable of accommodating 
future growth without the need 
to replace entire systems, with a 
planned migration.

The Siemens Future of Airports 
2030 project has highlighted the 
challenges facing the airport sector 
in its quest to ensure an efficient, 
effective, safe and secure program 
to keep pace with tomorrow’s 
demands. Siemens continues to 
further develop its airport solu-
tions far ahead of the fundamental 
requirements, ensuring that it is 
able to deliver and exceed, glob-
ally, the aspirations and ambitions 
of airport operators and associated 
stakeholders around the world and 
ensure their continued success.

Siemens Building Technologies,  
Zug, Switzerland
Tel.: +41 41 7242424
www.siemens.com/bt/airports
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Performance

Performance assessment when used with 1,000 Lux
With good illumination, the camera provides an image with extremely 
strong colours. A slight reddish cast is detectable. The overall image con-
trast is still good, however the display is somewhat too dark overall (white 
tones appear somewhat dull, dark surfaces are to some extent no longer 
differentiated). Image details are reproduced sharply, no smearing effects 
are observed on moving objects. Image noise is hardly perceivable.

Performance assessment when used with less than 1,000 Lux
With reducing illumination, the camera delivers a clean image down to ap-
prox. 5 Lux, the length of time required for compensation for fluctuations 
of illuminations is still within range. As the camera is not equipped with a 
hardware or software night mode, there is severe image noise, particularly 
in the low illumination range at 0.5 Lux, accompanied by a definite reduc-
tion in image sharpness. Moving objects are still depicted without signifi-
cant smearing effects.

Performance assessment in backlight situations
The camera delivers a stable colored image after approx. 2.5 seconds. Brief 
compensation processes are still occasionally noticeable. The backlight 
source blooms considerably. Background details outside of its field of il-
lumination are difficult to recognize.

Performance assessment in use: Bandwidth measurement
The camera delivers a fixed data rate in the standard setting. In the test, 
the average was about 4.36 MBit/s. Deviations upwards and downwards 
were detected, however, only the compensation process for the backlight 
situation was accompanied by a peak of 6.23 MBit/s. In the test, the aver-
age image rate was 26 images/second.

Conclusion
The fixed dome camera with a resolution of 1280 x 800 pixels at up to 30 
images per second impresses with its extremely compact design. Power 
over Ethernet functionality, a fast setup and installation time and a Micro 
SD/SDHC card slot that can be used for local storage are additional fea-
tures that make the camera interesting for indoor applications e.g. in the 
retail business, with different fixed focal lengths to choose from.

CAMERA TEST

Technical data for the camera test

Manufacturer Vivotek

Model FD8136-F8

Firmware version 0100b

Distance to test chart 1,00 m

Lens used f:8mm MP

*Focal length set 8 mm

*Compression method H.264

*Max. Resolution 1280x800

*Compression –

I-Frame-interval 1 second

Max. stream bandwidth 4096 Kbit/s

Measured frame rate 26 fps

Average bandwidth 4,32 Mbit/s
* The camera was integrated into the test system using ‚default‘ settings and modified with the test criteria listed above.

Assesment with differing illumination conditions  

Criteria | Lux values 1000 Lux 100 Lux 10 Lux 0,5 Lux 0 Lux + *BL1

Colours 2 2 2.5 2.5 –

Contrast 2.5 2.5 3 3 3

Focus 2 2 2.5 4 3

Motion sharpness 1.5 2 2 2 2

Image noise 2 2 2.5 4 2.5

Recovery from backlight – – – – 2.5

Performance against backlight – – – – 3

Assesment according to the following grades: 1 (Excellent) 2 (good), 3 (average), 4 satisfactory), 
5 (limited), 6 (poor).  � *BL= Backlight

In Focus: Vivotek FD8136-F8
According to Vivotek, the FD8136 is the world’s smallest 
network fixed dome camera. The camera features a mega-
pixel sensor enabling viewing resolution of 1280x800 at 
30 fps, and also supports H.264 compression technology. 
With MPEG-4 and MJPEG compatibility also included, 
video streams can also be transmitted in any of these for-
mats for versatile applications. Designed with selectable 
focal lengths, the FD8136 was originally designed for the 
retail vertical market with the wide angle feature as one 
of the top priorities. At the size of only 90 mm in diam-
eter, the camera is an all-in-one surveillance solution that 
meets a wide variety of needs for indoor surveillance.

66     GIT Security 5/2012� www.GIT-SECURITY.com

 Security 



Performance

Performance assessment when used with 1,000 Lux
With good illumination the camera delivers a very good overall image. Col-
ours are displayed clearly, naturally and without a colour cast. The con-
trast range and ratio are very good, the gradation of brightness in both 
the bright and dark areas of the pictures can be easily recognised. Image 
details are displayed sharply and moving objects are displayed without no-
ticeable smearing effects. Image noise is hardly perceivable.

Performance assessment when used with less than 1,000 Lux
The camera rapidly compensates for fluctuations in lighting. Down to ap-
prox. 20 Lux, the camera adapts well to poor lighting conditions, below 
10 Lux the colours become somewhat paler and the contrast reduces. Al-
though the camera software is equipped with a B/W night mode, there is 
no switchover at 0.5 Lux. Here, the image has poor colours and contrast 
and shows visible image noise. The sharpness of the image reduces in the 
low illumination range.

Performance assessment in backlight situations
After about 2.5 seconds the camera delivers a stable image in B/W mode, 
however, brief compensation processes are occasionally noticeable. Back-
ground details can still be recognised, even at the edge of the image, the 
backlight source blooms considerably to about 4 times the area.

Performance assessment in use: Bandwidth measurement
In the standard setting, the camera delivers a fixed data rate of 4 MBit/s 
– a value which was slightly undershot in the test scenario. Large fluctua-
tions were not detected, only during compensation processes (darkness/
backlight) were deviations of about 1 MBit/s upwards or downwards were 
observed. In the test, the camera provided 29 images/second.

Conclusion
The compact fixed dome camera delivers images with a resolution of up 
to 1.3 megapixels in H.264 and MJPEG. It is equipped with software with 
day/night switchover, is ONVIF-compatible and can transfer several image 
streams in parallel. In addition to Privacy Masking, the camera supports 
simple face recognition, useful tools e.g. for the retail market.

CAMERA TEST

Technical data for the camera test

Manufacturer Panasonic

Model WV-SF135

Firmware version 1.00

Distance to test chart 0,30 m

Lens used f=1,92

* Focal length set 1,95 mm

*Compression method H.264

*Resolution 1280x720

*Compression -

I-Frame-interval 1 second

Max. stream bandwidth 4096 Kbit/s

Measured frame rate 29 fps

Average bandwidth 3,83 Mbit/s
*�The camera was integrated into the test system with the “default” settings. The settings were modified according to  

the test criteria listed above.

Assesment with differing illumination conditions  

Criteria | Lux values 1000 Lux 100 Lux 10 Lux 0,5 Lux 0 Lux + *BL1

Colours 1.5 1.5 2 3 b/w

Contrast 1.5 2 2.5 3 2.5

Focus 2 2 2.5 3.5 3

Motion sharpness 2 2 2 2 2

Image noise 2 2 2.5 3 3

Recovery from backlight – – – – 2.5

Performance against backlight – – – – 3

Assessment was performed according to the rating system of 1 (very good) to 6 (unsatisfactory). 
By setting various parameters on the camera interface itself, it is possible to obtain an improved 
image quality. � *BL= Backlight

Compact Fixed Dome Cameras
In cooperation with Seetec, GIT SECURITY tests current and 
new video cameras under standardised conditions in the test 
laboratory of the SeeTec Hardware Competence Centre.  The 
Hardware Competence Centre was set up because the data  
and performance specifications of network cameras as stated 
by manufacturers are often measured under different condi-
tions and are not always reliable in practice. The results pro-
vided a sound basis for planning IP video projects and help to 
avoid unpleasant surprises. For the testing procedure, video 
sequences are produced under defined lighting scenarios and 
are then evaluated. Here, movements in the picture as well as 
night and backlight situations are taken into consideration.

In Focus: Panasonic WV-SF135
The Panasonic i-PRO SmartHD WV-SF135 is a low profile, HD com-
pact dome network camera that provides full frame transmission 
of 1280x960 images using a 1.3 megapixel high-sensitivity MOS 
sensor. Additional features of the WV-SF135 include high sensitivity 
with day and night (electrical) function, 16x elec-
tronic sensitivity enhancement, and Vari-
able Image Quality on Specified Areas 
(VIQS) - a technology that allows a 
designated area to retain higher 
image quality while excluding areas 
that have decreased image quality 
to lower the image file size and bit 
rate.

Test the Best!
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Visitors and viewers should experience a peace-
ful event and therefore also the requirements for 
the video surveillance systems were aligned to 
the current technological standard. The GOSiR 
stadium in Gdynia is the home of football club 
Arka Gdynia. It is run by the town’s administra-
tion. To meet the increasing requirements, the 
whole site was completely refurbished in 2010. 
As a result, 15,200 seats are now available – 
that means 3,000 more than before. But more 
people also stand for a higher security risk. Van-
dalism, the firing of Bengal lights, assault and 
brawls among the fans are just some of the 
risks that have to be faced. Therefore the deci-
sion was made to update the security system, 
which also meant to fulfill the recently passed 
laws. Accordingly one of the main challenges 
was to implement a video system with a high 
frame rate and resolution to be able to identify 
hooligans and misbehaving fans.

The Solution
In 2010, AMB 24 was engaged to modernize the 
video surveillance system. Being the first Pol-
ish company having installed a security system 

All over the world, football stadiums 

are places of sports, emotions and large 

crowds. Fans of rivaling football clubs 

come together in confined spaces to 

cheer for their teams. Unfortunately 

violence and riots also go along with 

football matches quite often. That’s why 

in preparation of the European Football 

Championship 2012 the Polish govern-

ment passed new laws regarding safety 

and security in large venues. 

according to the new laws, AMB 24 had impor-
tant experience with the required technology. In 
the past an analog solution had been in use at  
GOSiR stadium, being no longer state of the art. 
The main problems were the low resolution of 
the image recordings and the huge capacity of 
storage that was needed. After a period of testing 
different software products, AMB 24 followed the 
advice of the distribution partner SPS Electronics 
and decided in favor of the SeeTec software.

The Result
In cooperation with AMB 24, SeeTec developed 
a solution concept that could be implemented 
promptly. Due to the new laws the decision was 
made to replace the complete system instead 
of integrating the analogue equipment into the 
new network based environment.

That’s why new IP cameras had to be chosen. 
The installer selected 160 megapixel cameras 
from Arecont Vision and further manufacturers, 
delivering video streams with a resolution of 
up to 10 megapixels. To guarantee perfect im-
age quality the whole system works in Full HD 
resolution or better, delivering the brilliant video 

©
 W

erner Heiber - Fotolia

video management

Goals, Fans and Security
GOSiR Stadium in Gdynia Relies on Efficient Video Solution from SeeTec
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streams with a rate of up to 25 
frames per second. This allows the 
identification of persons even from 
a great distance.

SeeTec 5 Enterprise acts as the 
central management platform. One 
of the main benefits of the SeeTec 
software is the deep integration 
of each camera type, using all fea-
tures the device can provide. This 
is why the cameras deliver fluent 
high-resolution video streams for 
viewing and recording while the 
required disk storage is minimized. 
The observation and analysis of live 
streams and recorded footage takes 
place in the control center on five 
workstations running SeeTec clients 
and on one big monitor wall. This 
large screen is perfectly suitable 
for displaying the images streams 
provided by the 10 megapixel cam-
eras, even allowing the identifica-
tion of single disruptors within a 
fan section. Using the DisplayAgent 
feature, the monitor wall is directly 
controlled from a SeeTec Windows-
Client running in Dispatcher mode.

Integrated maps and floor plans 
ensure a fast and visually support-
ed access to the particular cameras 
all over the stadium. As soon as the 

cursor slides over a camera symbol 
on the map, a thumbnail showing 
a live stream appears – especially 
in large installations like GOSiR 
this feature helps to reduce the re-
sponse time considerably. Further-
more virtual patrols are used by 
the security staff to keep track of 
the situation on site. Showing pre-
defined camera positions in certain 
intervals, this feature is used espe-
cially outside the playing time to 
support the security crew to avoid 
long patrol distances.

Within only four days both 
hardware and software have been 
installed and the system has been 
put into operation.

The Customer
AMB 24 is a Polish company based 
in Gdynia being specialized in plan-
ning, installation and maintenance 
of security systems. The facilities 
AMB 24 is in charge of range from 
private residences and yachts to in-
dustrial plants and public sites.

“A test series among 20 com-
petitors showed that SeeTec ful-
filled every criterion being crucial: 
functionality, stability, the decom-
pression speed and the scalability 

Andreas Conrad
SeeTec AG, Philippsburg, Germany
Tel.: +49 7256 8086 14 
Fax: +49 7256 8086 15
andreas.conrad@seetec.de 
www.seetec.de

▶ C o n t a C t �

of the system, so that adaptation 
to future demands is possible with-
out any difficulties,” said Michał 
Krzeszewski, executive engineer in 
the project.

A year has passed since the 
new system has been put into op-
eration and it has already fulfilled 
its intended purpose. Since the 
implementation confrontations 
between rivaling fans have de-
creased, making police operations 
almost needless. For future de-
mands, the SeeTec Multi Solution 
Platform can provide numerous 
extensions. Currently the applica-
tion of SeeTec Analytics is being 
discussed. The innovative security 
system is groundbreaking and a 
role model to a large number of 
sports centers in the country.

Security, Hall 2, Stand 213
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Project Facts
▪▪ City council of Gdynia
▪▪ Object: GOSiR Stadium
▪▪ Installer: AMB24
▪▪ Products: SeeTec  

Enterprise Edition, SeeTec 
Multi Solution Platform

▪▪ Cameras: 160

Requirements:
▪▪ Excellent image quality 

and high frame rate
▪▪ Low storage  

requirements
▪▪ Scalability and  

expandability 
▪▪ Replacement of an  

existing analog system



Video Technology

Overall View – in Detail
Latest Technology for Stadium Security 

Mr. Meier, what is so innovative about the 
Panomera system?

Roland Meier: With the Panomera multifocal 
sensor system, a huge area can be monitored 
from a single location extremely efficiently. The 
most impressive aspect of the product is that it 
combines the overall view with simultaneous 
top detail resolution: Even more distant objects 
are displayed with the same resolution as ob-
jects in the foreground of the picture.

What advantages does this have for monitor-
ing stadia?

Roland Meier: Panomera works well both for 
very wide panoramas and for areas involving 
great distances. An entire stadium can be moni-
tored permanently with just two Panomera sys-
tems! In effect, it is as if you were to combine 
the advantages of an overview camera and a 
high optical zoom PTZ camera: Panomera re-
cords the entire area continuously, like an over-
view camera – unlike a PTZ camera for example, 
with which only the currently active zoom area 
is recorded. But at the same time you can move 
and zoom anywhere in the entire coverage area 
– and individuals are clearly recognizable even 
at distances of more than 160 m.

If the entire scene is monitored by just one 
camera, is it only possible for one security op-
erator to work with the camera or can several 
operators access it?

These days, video technology has become an indispensable element of the security 

arrangements in sports stadia. With its introduction of the Panomera multifocal sensor 

system, German developer and manufacturer Dallmeier has unveiled an entirely new 

approach to video surveillance of large areas. This technology offers many advantages 

for those responsible for stadium security. We spoke with Roland Meier, team leader 

Panomera Multifocal Sensor Systems at Dallmeier.

system is really going to help shed some light on 
certain incidents, that is absolutely imperative. 
For example, imagine someone lit a Bengal fire-
work and you now want to find out who did it. 
Now, if you have a camera that is only recording 
one image per minute, at best you might be able 
to see which direction the Bengal firework came 
from, but you would not be able to identify the 
perpetrator individually. On the other hand, with 
Panomera you can step back one image at a 
time through the recording until you can see ex-
actly who lit the firework.

That all sounds very plausible, but at the 
same time extremely complex…

Roland Meier: Quite frankly, it is difficult to 
describe Panomera in words and explain all of 
its features. You simply have to see it in action 
for real. I have had that experience very often 
when making presentations to customers: Eve-
ryone who sees the system with his own eyes 
very soon has that “Aha” moment. We call it the 
“Panomera effect”: Panomera far surpasses the 
limits of conventional cameras. That is why we 
are constantly stressing that Panomera is not 
just another camera that purports to offer more 
megapixels than the products of our competi-
tors. That is not the point – Panomera represents 
an entirely new technology and a fundamentally 
different approach to the issue of video security.

What is the situation regarding price? A sys-
tem like this must surely be very expensive.

Roland Meier, �Team Leader Panomera Multifocal 
Sensor Systems at Dallmeier

Roland Meier: In contrast to PTZ cameras, with 
which only one operator can control the cam-
era, with Panomera, an unlimited number of 
operators can navigate across the entire scene 
independently of each other. Although all op-
erators are connected with the same camera, 
each of the individual users can select his view 
individually and zoom or pan as he desires. Or 
he can perform evaluations of the recordings at 
the same time. So analyses can be carried out 
by any number of employees at various work-
stations simultaneously, for example one may 
be watching the overview image live, another 
may zoom in on suspicious fans in real time, 
while yet another is looking at the recording 
from an hour ago to see how the stadium filled 
up. 

Do you not need enormous bandwidth 
for this?

Roland Meier: Owing to the so-called multi-
cast capability several users can view the im-
ages from Panomera without requiring repeated 
transmission of the data via network. This reduc-
es the necessary bandwidth significantly. 

How fluidly is movement represented in the 
images?

Roland Meier: Panomera provides image mate-
rial in real time and at high frame rates of up 
to 30 fps, which translates to completely fluid 
representation. And quite honestly: If a video 
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Dallmeier electronic GmbH & Co. KG,  
Regensburg, Germany
Tel.: +49 941 8700 0 · Fax: +49 941 8700 180
info@dallmeier.com · www.dallmeier.com
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Roland Meier: Not at all: Panomera is the most 
cost-effective system on the market today! Of 
course, a Panomera is more expensive than a 
single conventional HD camera. But then you 
only need one Panomera system to cover the 
same area that previously required several cam-
eras. Even so, the greatest savings are realized 
in expenses for the infrastructure. This really 
cannot be overemphasized. The most expensive 
factor in installing a camera is not the camera it-
self, but the infrastructure it needs, that is to say: 
camera masts, wiring, electricity supply and so 
on. If you only need a single camera installation 
site, you save an enormous amount of money. 
For this reason alone, it would pay immense 
dividends to thoroughly calculate the cost of a 
Panomera-based project!

Would an existing video system have to be re-
placed completely if a stadium opts for a new 
Panomera solution?

Roland Meier: No, existing cameras can be in-
corporated in the Panomera concept. For exam-
ple, a stadium may decide initially to use Pano-
mera to cover the home and visiting fan area, 
which need to be monitored particularly closely, 
while the other areas can be monitored as be-
fore using the cameras already in place. Even so, 
the entire video system can be monitored and 
controlled using a single management system. 

Or, the most practical solution may be to 
continue using existing PTZ cameras in the 
visiting fan area, and to integrate them in the 

Panomera solution. That is easily possible with 
our SeMSy management system. The movable 
cameras can be automatically directed at the 
desired point with a simple click of the mouse at 
the Panomera station. Now the incident in ques-
tion can be viewed not only via the Panomera 
but through the PTZ cameras as well. This ena-
bles a different field viewing angle, for example 
if individuals happen at the moment to be hid-
den behind a banner, or again the activity can 
be displayed in greater resolution. So the two 
systems work very efficiently together!

And while we are on the subject of integra-
tion: a mobile solution can be created without 
difficulty via our iPhone server. The images from 
Panomera can be displayed on an iPhone or 
iPad, for example, so that the security forces in-
side the stadium can have immediate access to 
pictures of anyone behaving unacceptably. This 
results in faster response times and greater flex-
ibility. 

Dallmeier already has many references from 
stadium sites all over the world…

Roland Meier: That is true. Projects we have 
already completed range from smaller regional 
stadia all the way up to enormous arenas such 
as the Soccer City Stadium in South Africa, 
where the opening ceremony and the final 
match of the 2010 Football World Cup were 
held. Or the Olympic Stadium in Athens. Inci-
dentally, in Greece we have fitted out a total of 
22 stadia with our equipment – and all 22 sites 

are controlled from a common control center! 
This multisite capability is also made possible by 
flexible IP technology. We do not mass produce 
products, we manufacture individually planned 
solutions that are tailored precisely to meet the 
needs of the respective customer and his spe-
cific requirements, for example with regard to 
resolution quality, storage capacity, or budget.

What is the situation regarding investment 
security? After all, development cycles for 
new technologies are becoming shorter and 
shorter… 

Roland Meier: Owing to the open system archi-
tecture of the Dallmeier solutions the video sys-
tem remains flexible and scalable. Future expan-
sions or modifications are easily possible, even 
hybrid operation with devices from different 
generations presents no problems. Hence the 
stadium solutions by Dallmeier offer long-term 
investment protection.

Security, (open-air exhibition ground)  
FG2, Stand 1

The multifocal sensor system Panomera unveils 
an entirely new approach to video surveillance 
of large areas.

Frame by frame playback: The recordings show how the suspect put on his hood and lit the Bengal 
firework.
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Mr Butenuth, Mr Hoppe, you both founded 
the LunaHD company at the end of last year 
and already have your first customers. How 
and with what motivation did you come to 
start this company?

Harald Butenuth: We have both been active for 
many years in professional video surveillance 
and in the related product management roles, 
and have seen a great deal in this time: we 
know all the techniques and devices that are on 
the market. As we were confronted with HD-SDI 
technology for the first time it got us both very 
excited. The quality of the pictures above all was 
the trigger and ultimately the motivation for us 
to get to know it better.

André Hoppe: Harald Butenuth as Director of 
NSC Sicherheitstechnik and myself as the owner 
of ITS saw the chance to establish ourselves 
with this additional new technology with a new 
company under the new brand name of LunaHD. 
We are both more oriented towards security 
technology in our own companies and therefore 
decided for this constellation.

 
Could you give us a brief insight into the ca-
pabilities of this technology? 

André Hoppe: HD-SDI technology originated 
in professional TV technology and allows video 
streams up to a resolution of 2.1 megapixels to 
be transmitted smoothly and without loss. HD-
SDI is defined in the SMPTE 292M standard and 
this ensures that the products are compatible 
with each other.

Harald Butenuth: The important thing is that 
high-definition video streams can now be trans-
mitted over the same coaxial cable that is also 
used in analog technology. This enables the in-

It is a standardized digital interface: HD-SDI comes from the realm of TV transmission 

and has now found its way into the world of video surveillance. With it you can trans-

mit uncompressed video streams in Full HD over coaxial cable – delay and jitter-free 

as well as in high definition. The lunaHD company – a Joint Venture of NSC Sicher-

heitstechnik and ITS in Bielefeld – already offers the corresponding products. Matthias 

Erler of GIT SECURITY spoke with the Directors, Harald Butenuth and André Hoppe. 

frastructure of analog systems to be used, but to 
attain much better results.

Can you explain SDI technology in compari-
son with IP technology?

André Hoppe: In short, the difference is the fol-
lowing: with IP the image is compressed in the 
camera then transmitted over a network cable. 
At the other end the whole thing is processed 
and decompressed. With SDI the image is cap-
tured in the same way but not compressed. 
The raw data are forwarded directly by coaxial 
cable without compression losses, without any 
image delay, and without any jitter. In contrast 
to IP technology, you don‘t need any specialists 
to build a video surveillance system on the basis 
of HD-SDI. Such systems are built in an almost 
identical way to classic analog systems and 
don‘t need any PC technology.

What individual products do you offer? 

Harald Butenuth: We have everything that is 
needed especially for this technology. This in-
cludes the necessary cameras, recording equip-
ment, monitors and accessories. We‘re not di-
rectly targeting installers or the project planners, 
but solely distributors who then themselves 
complement these products to build a complete 
system. We are therefore not competing with 
them because we can be compared to a manu-
facturer. We put preselected and preconfigured 
products together and sell them under the brand 
name LunaHD. 

What target markets and areas of application do 
you see above all for the HD-SDI technology?

Harald Butenuth: We can foresee applications 
in new systems as well as in existing instal-André Hoppe.

Video Surveillance

Right on the Screen
Video Surveillance on the Basis of HD-SDI 

Harald Butenuth
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Harald Butenuth
lunaHD GmbH, Bielefeld
Tel.: +49 521 5560030 0 · Fax: +49 521 5560030 9
hb@luna-hd.de · www.luna-hd.de

▶ C o n t a C t

effort required is minimal. There is no one in-
dustry for which usage is limited – we are ad-
dressing the broad market. The technology is 
particularly suited to applications where live 
transmission is required: when panning and 
tipping a speed dome camera the advantages 
of the technology become really clear as there 
is no delay in the image. The control signal is 
implemented immediately because of the min-
imal latency – that makes exact control pos-
sible.

André Hoppe: A good example is an in-store de-
tective who wants to follow a shoplifter with the 
camerAndré With HD-SDI this really works well 
– in megapixel quality! The classic customer 
monitor that makes shoppers aware of the video 
surveillance is really a practical option using this 
technology.

You don‘t just want to deliver goods but in-
stead offer a comprehensive service. What is 
included? 

Harald Butenuth: We would take over the mar-
keting for our partners, for example – the dis-
tributor would not have to do this themselves. 
That would include creation of the Internet page 
and the advertising that all partners will profit 
from. Through the partnership we want to en-
sure that a common brand with a common spirit 
is established. That makes us strong. 

 
Mr Hoppe, Mr Butenuth, many thanks for the 
conversation.

Security, Halle 3, 508

lations. This is supported by the fact that the 
quality is five times better, the old cables can 
as a rule be used again and the installation 

For more information please 
email info@transec.com
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interview

Family Growth
Traditional Safety and Security Brands within a Multinational Concern

gions. This year, for example, we have opened an 
office in northern Africa and in Turkey. As other 
Honeywell divisions already have branches and 
customer contacts in many locations, the group 
affiliation is very beneficial in extending the 
business of Esser internationally. The interna-
tional portion of our total turnover has become 
significant in the meantime and possible weak-
nesses in certain regions can successfully be 
compensated for by our global presence.

Which particular regions provide the most 
potential for security technology ‘Designed in 
Germany’ in your opinion?

Martin Bemba: During my long periods of 
residence abroad it became clear that products 
‘Designed in Germany’ enjoy a very high repu-
tation. Innovation and product quality are just 
one element here. The customers also appreciate 
the intuitive interaction with the products, the 
excellent support during planning and putting 

The Novar, Esser and Ackermann brands, 

among others, all belong to the giant 

international Honeywell concern. While 

it is sometimes easy for smaller acquired 

companies to be enveloped by the cor-

porate behemoth and disappear, these 

divisions are maintaining their profile by 

continuing to provide innovative prod-

ucts and pro-active customer service.  

GIT SECURITY interviewed Martin Bemba 

and Klaus Hirzel of Novar about how the 

synergies of belonging to such a large 

group can be fully utilized.

into service, the local presence and not least 
the good value for money. We are proud that Es-
ser fulfills all these points and in many cases is 
viewed as a pathfinder. ‘Designed in Germany’ 
is, in my opinion, not just a value promise but 
also a convincing argument worldwide.

Markets and companies are constantly chang-
ing – at Esser and Novar too. When you com-
pare the cooperation with Esser customers 
from the year 1990 with those of today, what 
major differences do you see?

Martin Bemba: In the coming year we will be 
celebrating the 40th anniversary of the vener-
able brand of Esser. We are very proud that we 
have maintained close customer contact dur-
ing all these years. Some of our first customers 
are among the largest Esser customers in Ger-
many.  We have successfully grown together 
with our customers. There will soon be a gen-
eration change in some of these companies 

GIT SECURITY: Mr. Bemba, you have been 
Director of worldwide business for the prod-
uct ranges of the ‘Esser’ brand for some time 
now. How international is this well-known 
brand today and what role does the Honey-
well concern play?

Martin Bemba: When I started my career over 
25 years ago at Esser as an apprentice electron-
ics technician, most of the turnover was gener-
ated in German-speaking countries.  Esser has 
continuously grown since then, not only organi-
cally but also through acquisitions.  In March of 
2008 we extended our portfolio by the acquisi-
tion of voice alarm components (PA/VA) – an 
impressive success story. This rounds off our 
portfolio which extends from detection through 
bus-supplied alarming to PA/VA and reinforces 
our claim as ‘Expert for safety in buildings’. We 
have also grown strongly internationally in re-
cent years, in particular in the BRIC regions (Bra-
zil, Russia, India and China), but also in other re-

Klaus Hirzel (l.) and Martin Bemba (r.),  
Members of Novar´s Managing Board
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oder customers and that gives our 
communications department new 
challenges. As a result, we have 
revitalized our Internet presence 
and we are using new methods of 
information transfer;  we provide 
webinars on specific subjects, sup-
ported by short films that provide 
answers to the most commonly 
posed questions. And in the future 
we will extend our training pro-
gram with e-tutorials.

Novar relocated earlier this year. 
Tell us more about the reasons 
for this move.

Martin Bemba: As our business 
has continuously grown, so has the 
need for space. Until recently we 
were divided across various build-
ings in Neuss. This restricted the 
interfacing between various divi-
sions of the company. Now these 
divisions are housed in one new 
building and the communication 
has improved immensely.  In ad-
dition, we are currently equipping 
a new presentation room and our 
comprehensive range of training 
courses will soon also be held in 
the new building. The relocation 
will be completed this year and the 
manufacturing brought together at 
our former location.

Mr. Hirzel, you are responsible 
for the Esser fire alarm technol-
ogy and voice alarm business 
in in Germany, Luxembourg and 
Switzerland. You were previously 
Head of Sales in these countries. 
What has changed now in your 
daily work?

Klaus Hirzel: As Head of Sales I 
could never complain about a lack 
of responsibility. This responsibil-
ity has of course become larger in 
the new job of Director, but funda-
mentally not a lot has changed. We 
all work together for the company 
good.  As Head of Sales, one is fo-
cused more on short or medium-
term goals, on the next month, 
the next quarter or year end. The 
long-term goals are however deci-
sive for management: the strategic 
direction of the company in the 
next 5 years under particular ob-
servance of the existing firm part-
nerships is one of the main tasks. 
We maintain a very close, personal 
contact to our customers at Es-

ser that I personally don’t want to 
miss, and I believe that makes us 
special. Judging by the continuous-
ly growing need for security in the 
community, some innovative con-
cepts and corresponding solutions 
will be demanded as well as pro-
fessional products. So it is not sur-
prising that the security technology 
industry is still creating growth. 
The figures published by the ZVEI 
confirm this and we would like to 
continue to make optimum use of 
this potential through strategic 
partnerships and personal custom-
er relations.

The new Management has 
started with the goal of solidify-
ing the current market position 
of Novar and Esser at Honeywell 
- which new products or services 
will help to achieve this?

Klaus Hirzel:  I don’t want to say 
too much but we will be extending 
our portfolio with our new FlexES 
Guard management system and 
an enlarged palette for complex 
industry applications, loop control 
technology for PA/VA as well as 
further small systems.

On the subject of products: 
what will be ‘new from Neuss’ 
on show at the Security exhibi-
tion in Essen with regard to fire 
alarms?

Klaus Hirzel:  We will be showing 
interested visitors all the products 
I mentioned before on our stand 
number 211 in Hall 3 – supported 
by live presentations – and of 
course we’ll be happy to explain 
their corresponding added value.

Voice alarms have continuously 
grown in importance in recent 
years. Why do you view Novar 
as a forerunner in this market 
and what do you see as the next 
challenges in this sector?

Klaus Hirzel:  As Mr. Bemba men-
tioned at the beginning, we have 
reacted in time to the growing 
together of fire alarm technology 
and voice alarms. Our customers 
benefit from the fact that we can 
provide trend-setting solutions in 
this field and give them access to 
other technologies, products and 
services. Starting with detection 

and moving through bus-supplied 
alarming right up to SAA, and with 
a supervisory management system 
on top, we provide a complete 
portfolio and we want to continue 
to prove our claim as ‘experts for 
security in buildings’ in the future. 

Could you give us a small insight 
into some of the most recently 
completed projects.

Klaus Hirzel:  From the many pro-
jects with the highest technical 
challenge that we have realized 
together with our installers there 
are a few particular ones that are 
worth mentioning where both 
voice alarms and fire alarm tech-
nology have been implemented 
with a serial connection. These 
include the Emporio Tower in 
Hamburg and the Neue Chirurgie 
(New Surgery) in Ulm. The newly 
installed public address system in 
the main station in Munich is also 
an example of how successfully 

large projects can be carried out. 
It is a comforting feeling to have 
when we find that the high qual-
ity products from our from our fire 
and PA/VA divisions guarantee 
trouble-free operation of this com-
plex technology.

Gentlemen, thank you for the 
interview.

Security, Hall 3, Stand 211

Novar GmbH, Neuss, Germany
Tel.: +49 2137 17 226
Fax: +49 2137 17 366
Joachim.meisehen@honeywell.com 
www.esser-systems.de 
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T: +44 (0)121 706 6744

E: enquiry@evacchair.co.uk

W: www.evacchair.co.uk

Evac+Chair International Ltd

ParAid House Weston Lane

Birmingham B11 3RS

HOW WILL YOU EVACUATE SAFELY?

If you don’t know the answer then Evac+Chair can 
supply you with the right solution.

Evac+Chair is a universal evacuation solution for smooth

stairway descent during an emergency. Single user 

operation ensures no heavy lifting or manual handling is 

required during emergency evacuation procedures.

For more information visit our website at:

www.evacchair.co.uk
T: 06238 984 6810 F: 06238 984 6835
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Evac Chair International, Birmingham, UK
Tel.: +44 121 7066744 · Fax: +44 121 7066744 
info@evacchair.co.uk · www.evacchair.co.uk

▶ C o n t a C t

evacuation

Lifts for Emergency Evacuation
To Use or Not to Use – that Is the Question

Evacuation Lifts
In buildings which have an Evacuation Lift, this 
lift must:

▪▪ 1. Be clearly identified
▪▪ 2. Be situated within a protected area
▪▪ 3. Have at least 2 hours fire resistance for lift 

doors and surrounding area
▪▪ 4. Have independent switch controls
▪▪ 5. Have a primary and exclusive power supply
▪▪ 6. Have at least 2 hour fire rated electrical 

supply and electrically operated apparatus
▪▪ 7. Have at least a 400kgs load capacity 
▪▪ 8. Have a good communication system for 

both the occupant in the lift and outside.
▪▪ 9. Must be able to pass through a hazard 

zone e.g. smoke and high temperatures

In certain types of emergencies lift evacuation 
would be inappropriate. For example where 
there is a gas escape which is highly combus-
tible or a biological gas attack which could 
spread due to windage. In some buildings the 
lifts could be affected by misalignment due to 
impact, high winds, or water erosion and the 
question of who may be in the lift is also para-
mount.

The Role of Building Management  
Systems
Modern buildings, with large numbers of occu-
pants, will probably have a sophisticated Build-
ing Management System (BMS) in place which 
is capable of communicating data to the Build-
ing Management. The BMS will be designed for 
the needs of the building and should have a 
strategy in place for dealing with phased evacu-
ation, and prioritising those with walking diffi-
culties which may involve relaying from one lift 
system to another thereby leaving the express 
lifts for the Fire Service.

There are many reasons why a building may 
need to be evacuated, such as a fire, explo-
sion, chemical or biological attack, flooding, 
storm damage or earthquake. In some cases 
the occupant(s) may have difficulty descending 
stairs in the event of an emergency and it would 
therefore be reasonable for those occupants 
to be able to use the lift for rapid descent to 
ground floor levels. The decision as to whether 
to use the lift or not will be determined by a 
number of factors. 

Evaluate the Situation
Firstly where is the fire? Is the fire is in another 
building or far from the local vicinity? Secondly, 
how many persons are expected to enter the 
lift? This will depend on the number of wheel-
chair users and the maximum payload of the 
lift car. Once fire starts to spread, the situation 
becomes dynamic and alternative strategies will 
need to be put in place depending on whether 
the fire is fast or slow spreading and whether 
smoke is contained.

Less complex buildings may not have a BMS 
and may only have one lift. These may be for 
general use and not designated for evacuation 
or as a fire proof lift. In such cases the warning 
“In the Event of Fire Do Not Use Lift” remains 
the best and only advice. 

If lifts cannot be used for whatever reason, 
all is not lost. With walking speeds of 0.82 me-
ters per second most 10 storey buildings can be 
evacuated under 3 minutes. There are number 
of stairway evacuation devices on the market, 
one is the Evac+Chair which was introduced in 
1985. Using this device even descent from 20 
floors will only take 5 minutes, and so offers a 
quick and safe alternative route to ground.

There is no doubt that very tall buildings re-
quire new intelligent means of escape, but for 
the vast majority of the population who work 
or visit buildings of 20 floors or less or have a 
single lift service, then stairs will remain the best 
route to safety. The warning sign “In the Event 
of Fire Do Not Use Lift” is sound advice.
Bibliography: BS 9999.2008 ISO / TR 25743/2010

According to ISO/TR 25743/201 (International 

Standards Organisation), lifts can play a part in 

the general evacuation of tall buildings; however 

whether they reduce or increase evacuation 

times will depend on ‘what and where’.

Barry Scholes is the 
founder of Evac+Chair 
International which 
has been at the fore-
front of building evac-
uation chairs since 
1985.
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FREEDOM TO...

At Apollo we have been protecting lives 
and property worldwide for more than 
30 years. As industry leaders we use 
our experience to provide customers 
with the latest technology to meet the 
challenges of the most demanding 
environments.

We are the world’s largest independent smoke detector
manufacturer offering unrivalled choice and giving
customers the  exibility to choose solutions
that  t their unique needs.
 
Our entire range, certi  ed to key international standards, 
offers a 10 year product guarantee and we are proud to have 
trusted partnerships with more than 70 panel manufacturers. 
Apollo offers open digital protocol and forwards and 
backwards compatibility, giving customers complete
freedom to choose a solution that’s right for them.

Security Essen 

Visit Apollo in Hall 3 

Stand 205

+44 (0)23 9249 2412   marketing@apollo- re.co.uk

To  nd out more visit: www.apollo- re.co.uk



Lars Schröder
Wagner Group GmbH, Langenhagen, Germany
Tel.: +49 511 97383 270 · Fax: +49 511 97383 140
lars.schroeder@wagner.de · www.wagner.de

▶ C o n t a C t �

Fire Prevention

High Flames
The Right Fire Protection Solution for Wind Energy Turbines  
Prevents Total Loss

Early Fire Recognition Is the Solution
To protect the high investment value of a wind 
energy turbine some effective actions are called 
for that look after these complex and expensive 
systems. In the case of a fire, it must not under 
any circumstances come to destruction of the 
entire system and the negative impact for the 
energy supply system.

One solution are the the Titanus air sampling 
smoke detection systems for early detection of 
fire in a wind energy turbine or the associated 
control station on the ground, without false 
alarms. Reliable smoke detection is guaranteed 
even under unusual climatic conditions and 
high dust concentrations or air streams. The low 
maintenance required by the easily accessible 
components and an almost maintenance-free 
piping system that continuously takes air sam-
ples are beneficial for the usually unmanned 
wind turbine. Active air sampling and the earli-
est detection enable the air sampling smoke de-
tection system to shut down the system in good 
time even in the pyrolysis phase of the fire. This 
also enables other measures, such as the trig-
gering of an extinguishing system, to be taken 
at an early stage.

Timely Response
The consequences of a fire in wind energy sys-
tems are severe. Even a small smoldering item 
in the complicated electronics can put a whole 
system out of action and lead to its burning 
down. The sharply increasing number of systems 
worldwide calls for effective fire protection solu-
tions. Only if the fire detection happens at the 
earliest stage can actions be implemented in 
time and the high investment value saved. The 
air sampling smoke detection technology has al-
ready proved itself in a number of wind energy 
systems to be the best fire protection solution.

Security, Hall 3, Stand 408

The view across the countryside in Ger-
many is continually being changed by 
wind turbines. In many regions, dozens 
of these unmanned power generators 
are shooting out of the ground in the 
shortest space of time. And this trend is 
spreading around the world as alterna-
tive energy becomes increasingly impor-
tant. The fire risk of such systems should 
not be ignored. The equipment and 
property damage can quickly amount to 
millions in the case of a fire.
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Whether in the north of Germany or in far-away 
China, the number of over 300 foot high systems 
is growing continuously, amounting to many 
thousand. It is easy to recognize that this indus-
try is on the upswing as a result of the transition 
to wind energy. If there is a failure in a wind en-
ergy turbine, a number of fire protection-related 
problems arise. The rotor and machinery housing 
several hundred feet up in the air and, with their 
typical fire risk and intensity, are unreachable 
by the fire brigade at that height. Also offshore 
systems that are constructed near our coasts or 
on the high seas cannot be readily extinguished. 
And so the expensive investment can in the 
worst case burn itself out almost without being 
noticed, and the damage amounts to millions. 
Therefore a corresponding automatic fire protec-
tion and extinguishing system must be integrat-
ed into the system and its associated buildings 
that reports a fire as early as possible to enable 
a timely reponse.

Multiple Causes
The potential causes of a fire in such wind ener-
gy turbines lie not only in the mechanical parts 
(gearbox, hydraulics, brakes etc.) but also in the 
electronics (generators, transformers, control 
systems). So not only the generator housings 
are affected but also the control systems. Apart 
from a lightning strike as a `natural‘ cause of 
fire, there are also technical fire sources such as 
overheated bearings, hot brakes, short circuits or 
maintenance oversights. Many hundreds of litres 
of gearbox and hydraulic oil as well as insula-
tion and plastic parts in each system feed the 
fire and can lead to the total destruction of the 
complete system, with serious consequences.
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VdS-Certified
Detectomat’s multi sensor detectors Oto and 
Oti Fusion are tested by VdS, according to the 
latest standards for multi-sensor methods. The 
prestandard EN 54-29 is currently at the stage 
of harmonization, and will be a Europe-wide 
standard. Part 29 of the EN 54 will categorize 
multi sensor smoke detectors with smoke and 
heat responding properties. This standard de-
fines requirements of detectors reacting on a 
wide range of fires. In addition to the test fires 
TF2-TF5 the test fires TF1 and TF8 are applied. 
Having passed all sensor tests, the detectors 
were both certified by VdS. Security, Hall 3, Stand 707

Handling Oily Parts More Safely
Ansell Healthcare announces the launch of 
Alphatec 58-270, a chemical-resistant glove. 
Designed as a liquid-proof glove requiring less 
force to grip oily parts, the glove incorporates 
the manufacturer’s Grip Technology. The en-
hanced grip reduces fatigue and offers supe-
rior dexterity. The glove is recommended for 
light handling applications in environments 
with potential chemical hazards, including the 
chemical industry, oil refineries and production, 
automotive and OEM markets, maintenance, 
metal, machinery & equipment and building & 
construction. It is a lighter version of the Al-
phatec 58-530 and 58-535 gloves which are 
recommended for medium to high duty chemi-
cal applications. Many solvents, mastics, oils 
and other chemicals can cause skin irritation 
and allergy. Next to substituting these by prod-
ucts that do not cause dermatitis, avoiding skin 
contact by using gloves is an efficient mean to 
protect workers’ skin. Up to now, workers han-
dling harmful chemicals or oily parts had no 
100% satisfactory choice protecting their skin 
from dermal damage and offering optimal com-
fort and dexterity at the same time. The glove 
provides comfort and precise handling as well 
as grip and skin protection, anywhere chemicals 
including oils are present. The gloves keep the 
worker’s hands clean and prevent dermatitis by 
protecting the skin from harmful contact with 
oils, chemicals and other liquids. They are rec-
ommended for light to medium applications 
while the existing Alphatec 58-530 and 58-535 

are more for medium to high duty chemical 
applications. The glove can be used across a 
broad range of oily or dirty activities, allowing 
multitasking and therefore improved productiv-
ity: wearers do not lose time changing gloves. 
Because oil does not penetrate or degrade the 
coating, the glove lasts longer and consequent-
ly reduces costs. Another advantage is its thin, 
double-wall nitrile shell offering users tactility 
and flexibility. � info@anselleurope.com

Video with Prof. Alan Wing: 
Hand Protection – Tests With 
Ansell´s Grip Technology

Interface Certificated
Two new Geutebruck licenses now facilitate pro-
fessional data exchange between the Compa-
ny’s system world and Lenel’s Onguard manage-
ment system. The licenses and related software 
packages were recently officially certificated as 
meeting the requirements of the Lenel Open 
Access Alliance Program. The Gevi/G-OnEvent 
license activates the event interface when con-
necting the Lenel Onguard ACS system to the 
Geutebruck video management system. This 

enables event data to control DVR recording, 
presentation and search functions through 
Geutebruck’s video presentation infrastructure. 
With this topology the video management sys-
tem processes all information provided by the 
connected Lenel system. The license allows the 
Onguard system to supply event information to 
an unlimited number of Geviscope and Reporter 
recorders.� info@geutebruck.com
Security, Hall 2, Stand 409
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detectomat GmbH
An der Strusbek 5
22926 Ahrensburg, Germany
Tel.: +49 (0) 4102 - 2114 - 60
Fax: +49 (0) 4102 - 2114 - 670
Mail: info@detectomat.com
Web: www.detectomat.com

THERMO BULBS
JOB GmbH
Kurt-Fischer-Strasse 30
22926 Ahrensburg, Germany
Tel.: +49 (0) 4102 - 2114 - 0
Fax: +49 (0) 4102 - 2114 - 70
Mail: job@job-bulbs.com
Web: www.job-bulbs.com

more info at www.pro-4-pro.com/security
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GAS MEASUREMENT TECHNOLOGY

Smell, See, Hear
Technology Leaders in Conversation: Current Trends in Gas Measurement Technology

The applications of gas measurement technol-
ogy are more than numerous: you can find 
mobile as well as stationary measurement de-
vices throughout industry, and the chemical in-
dustry in particular, in environment and energy 
commerce, in laboratories and in civil defense 
through to offshore platforms. A timely warning 
of dangerous gases is not infrequently a matter 
of survival and very often necessary to protect 
the health of employees. National and European 
limits form the basis for reliable tolerance levels. 

Gas measurement technology uses sensors, 
most of which use a catalytic method of opera-
tion. There are also sensors made of semicon-
ductors, while other gas measurement technolo-
gies use the fact that the thermal conductivity 
of certain gases is higher than that of the sur-
rounding air. In addition there are, amongst oth-
ers, infrared and ultrasound gas detectors.

Gas comes from chaos. That is to be 

taken literally because the word ‘gas’ 

originates from the Greek/Latin word for 

dissolution and disarrangement. Those 

looking for clarity – because many gases 

are inflammable, poisonous and can 

asphyxiate – turn to gas measurement 

technology. There are fixed and portable 

devices for this that are being constantly 

developed further. GIT SECURITY took a 

look at the industry for the most impor-

tant trends – Matthias Erler and Steffen 

Ebert spoke with the technology leaders.

Technology And Handling, 
Documentation
Even when product life cycles in gas measure-
ment technology are comparatively long, as 
Werner Tilling of Industrial Scientific found out, 
the engineers are simultaneously working on 
many fronts. Listening to the manufacturers, it 
becomes clear that both the accuracy and the 
measurement procedure itself are being devel-
oped. This applies to multi-gas systems and mul-
tifunctional systems, but also to concepts that 
affect integration into the whole safety manage-
ment process: service, documentation and locat-
ing portable devices, for example, are important 
aspects.

There should be “… as few buttons as pos-
sible” says Stefan Denker of Dräger, because 
self-explanatory systems not only improve the 
ease of operation but also reduce the amount of 
training necessary for employees. The fundamen-
tal economic aspect behind this also supports a 
further trend that Mr Denker has identified: the 
attempt to provide platforms for different tasks 
that are very similar to one another. In this way 
a device that is suitable for person-related moni-
toring should also be able to be used for clear-
ance measurements, for example in the cleaning 
of containers or for location monitoring. This has 
the advantage that a new device with associ-
ated training is not necessary for each mode of 
operation.

Accessories And Networking
The way to attain multiple usage of the core 
unit is by using attachments, according to Stefan 
Denker: these stretch from pumps and pipes for 
tanks through to local monitoring devices that 
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network themselves without cables into one 
safety network. In this way, other areas will be 
advised if a problem is reported at one location.

Networking permits further adaption, such 
as in an example from Stefan Denker: certain 
actions can be linked to an alarm – even be-
fore the control room is made aware and takes 
appropriate action – so that, for example, fans 
or welding equipment can be automatically 
switched off to prevent spreading the problem 
or to prevent an explosion.

Improved Sensors
As far as the heart of the gas measurement de-
vice is concerned – the sensors – work is ongo-
ing above all on improving their longevity, as 
Stefan Denker of Draeger explains. Some catalyt-
ic EX sensors can be poisoned by certain chemi-
cal substances and become increasingly insensi-
tive. Examples of this are sulfur compounds in 

refineries. Even if sensors come into contact with 
the substances contained in lubricant sprays or 
hand creams they can become insensitive. For 
this reason, research is constantly looking for 
new compositions that will lead to higher resist-
ance to sensor poisons. Denker‘s company has 
recently announced versions that are three to 
four times better at resisting changes.

Werner Tilling of Industrial Scientific also 
sees a further-reaching development of new 
measurement processes – for portable as well 
as stationary devices – and multi-gas systems. 
According to Bernd Rist, CEO of Compur Moni-
tors, the use of tunable lasers – that are already 
being used, above all, in America – for sensor 
technology will be a while coming. This technol-
ogy uses the effect that most substances absorb 
light, and indeed the light of a particular color.

The manufacturers also consider the further 
development of optical monitoring technology – 

such as infrared – to be important, adds Frank 
Deinert of MSA Auer. It will become cheaper and 
can be used for ever more measurement jobs. 
His company is investing heavily in its portfolio 
of gas warning systems, for example through 
the takeover of the Californian company Gen-
eral Monitors one and a half years ago.

Amongst the currently most important devel-
opment areas at MSA Auer, says Frank Deinert, 
is the growth of ultrasound technology that is 
particularly suitable for the very rapid detec-
tion of leaks and the smallest cracks in pipes. 
In contrast to ‘smelling’ (recalescence, electro-
chemical, semiconductor) catalytic and ‘seeing’ 
optical (infra-red) detection methods, explains 
Deinert, this is a sort of ‘hearing’ technology us-
ing the fact that gases leaking from pipes and 
joints, produce a hissing noise, just like a leaky 
gas bottle.

Evaluation Of The Data
However, Werner Tilling also considers the sys-
tematic evaluation of the data gathered from 
the gas measurement devices, that is also al-
ready widespread in the USA, to be an impor-
tant development. Just detecting and document-
ing is not enough. His company is therefore 
going along the path of transmitting the data 
and evaluating it centrally: when has which gas 
been detected and where? In what concentra-
tion? They want to make a large investment in 
this technology.

The data, says Werner Tilling, should be so 
evaluated and projected in the result that one 
can determine, for example, when training mea-
sures are necessary in individual departments 
in order to avoid a safety problem. On the basis 
of the data, one can in fact clearly determine 
whether the individual employees are acting ac-
cording to the prescribed standards, or whether 
they are staying too long and hesitating danger-
ously and against regulations, while the mea-
surement results indicate that other measures 
are necessary. More important still than the 
further development of sensor technology is to 

Stefan Denker of Dräger Safety: 
“New compositions for catalytic 
EX sensors for higher resistance to 
poisons.”

Peter Osterholz,  
Head of Sales at GfG:
“The trend is towards  
economic, mobile and easy-to-
use test stations.”

Werner Tilling, Industrial 
Scientific: “On the basis of 
the data, recognize whether 
an employee is behaving 
correctly.” 

Frank Deinert, Manager,  
Gas Detection at MSA Auer GmbH:
“Progressing ultrasound technolo-
gy is currently one important area 
of development.”

Just one device for measurement and sampling: Dräger X-act 5000 automatic capillary pump as the 
first all-in-one solution
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NEXT-GENERATION HYFLEX®.
NEW INDUSTRY STANDARD. 

Introducing HyFlex® 11-518 - the fi rst-to-market 
18 gauge glove with advanced cut protection 
and a breathable, barehand-like feel.

In fi eld trials for the new HyFlex® 11-518 glove, 
it was preferred by nearly 70% of workers currently 
wearing other light to medium duty synthetic 
gloves to handle sharp, dry, ultra-fi ne parts. They 
praised the barehand-like comfort, dexterity and 
cool, dry fi t. Coupled with the PU coating the 
combination provides cut protection and abrasion 
resistance equivalent to heavier duty gloves. 

Find out more about the next generation 
HyFlex® 11-518 at www.ansellhyfl ex.com 

or contact us at info@ansell.eu

Cut ProtectionUltralight

REAL CUT PROTECTION 
HAS NEVER FELT THIS LIGHT.
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(Working) Daily Device Tests
The reduction of acceptable limits naturally 
makes monitoring safer, and the demands on 
sensors increase accordingly. Technology and 
standardization become aligned, step by step. 
The operator must regularly check that the de-
vices are working correctly, even daily – the 
latter is becoming commonplace in ever more 
industries. And, as Stefan Denker adds, the trade 
associations and authorities are checking ever 
more often that this actually happens.

As this is becoming a strong trend gener-
ally and Europe-wide, it will be increasingly im-
portant for operators to carry out these checks 
properly and to document them. The documen-
tation must be understandable and practical to 
fulfill. Test stations should be automatic if pos-
sible and test as many devices as possible at the 
same time. Increasing lack of time in the com-
panies requires quicker software developments. 
The frequency of the tests also makes them an 
economic factor, as Stefan Denker explains: the 
test gas is not very cheap, in particular when 
we‘re talking about many hundreds of devices. 
For this reason, the developers in his company 
are trying to reduce the test times and the re-
quired amount of test gas.

Peter Osterholz from the GfG also sees a sig-
nificant development trend towards cheap, mo-
bile and simple to use test stations. His company 
supplies a device that stores the test results in 
the checked apparatus itself as well as on an SD 
card. This data can be transmitted to a PC via 
USB and remains there even if the gas warning 
device is lost.

With Service in the Future
Many suppliers provide products of very high 
quality today, says Bernd Rist of Compur. There 
is much less a competition between the systems 
and quality as a price competition. At Compur 
they are therefore banking above all on on-site 
technical service and on precise clarification of 
the respective application and its requirements. 
“In principle, we sell with the screwdriver,” says 
Bernd Rist. The price is no longer in the fore-
ground if maintenance and service are quick 
and reliable.

That is confirmed by Frank Deinert of MSA 
Auer. His company has a large service depart-
ment, distributed over three decentralized sup-
port locations in Germany, not least because the 
customers themselves are reducing the number 
of their own service staff. He sees a clear trend 
towards full service by the manufacturer.

A look to the future promises good things. 
Peter Osterholz of GfG still sees growth markets, 
for example in the field of biogas. He also notes, 
for example, an increased awareness of safety 
in Eastern Europe. Werner Tilling of Industrial 
Scientific meanwhile sees no drop in demand. 
In certain parts – such as India – there is even 
fantastic percentaged growth, but he also sees 
growth in Germany. The financial crisis has been 
totally forgotten, at least in Europe.

Was the winner in 2009 of the GIT SECURITY 
AWARD and is standard equipment for many 
monitoring tasks: Microtector G460 7-gas mea-
surement device in use here with the fire brigade.

Internet-based iNet Control application from In-
dustrial Scientific: manage gas warning devices 
from any web browser.

proactively evaluate the existing data “that are 
currently being discarded.”

Locating Portable Devices
In large installations where many portable gas 
measurement devices are being used, it is im-
portant to be able to locate the device of an 
employee that is sending data, for example so 
that rescue measures can be taken. The main 
difficulty here though is the transmission, above 
all when the signal is affected by concrete, steel 
and metal. Some voices in the industry are cor-
respondingly hesitant. Bernd Rists, CEO of Com-
pur, for example, is skeptical at the moment. 
Proof in practice has still to come – in particu-
lar the ease of operation must be kept in mind 
when a device is to be capable of more tasks.

Peter Osterholz from the GfG – Gesellschaft 
für Gerätebau (Machine Manufacturer‘s Asso-
ciation) has noted a strong demand for systems 
that transmit measurements by radio. Some of 
the largest markets here are industry and civil 
protection. Measurements made by the fire bri-
gade could be transmitted to the control center 
during their deployment.

iNet Control internet-based application from Industrial Scientific: operate gas warning 
devices from any web browser.
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Longer and more reliable operation 
under extreme environmental con-
ditions: UltraSonic EX-5 ultrasound 
gas leakage detector from MSA.

technological convergence training innovation knowledge

Fiera Milano SpA
Strada Statale del Sempione, 28 - 20017 Rho, Milano - Italy
Tel. +39 02.4997.6223-6241 - Fax +39 02.4997.6252
areatecnica1@fieramilano.it    www.sicurezza.it

Biennial International Exhibition for the sectors 
of anti-intrusion, fire prevention, passive defence
and home & building automation, ICT Security, 
intelligence and anti-terrorism, 
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For a safer world.

Frank Deinert,  
Head of Sales
MSA Auer
Tel.: +49 30 6886 2605
Frank.Deinert@auer.de 
www.msa-auer.de 

Stefan Denker,  
Business Development Manager
Drägerwerk AG & Co. 
Tel.: +49 451 8820
stefan.denker@draeger.com
www.draeger.com 

Peter Osterholz,  
Head of Sales
Gesellschaft für Gerätebau mbH 
Tel.: +49 231 564 0047
peter.osterholz@gfg-mbh.com 
www.gasmessung.de 

Bernd Rist,  
Managing Director
Compur Monitors GmbH & Co. KG
Tel. +49 89 620380
compur@compur.de 
www.compur.com

 
Werner Tilling,  
Managing Director
Industrial Scientific
Tel.: +49 231 924140
Werner.Tilling@eu.indsci.com 
www.indsci.com

▶ C o n t a C t

www.GIT-SECURITY.com� GIT Security 5/2012     85

 Safety 

www.GIT-SECURITY.com



Claire Louis
Ansell Healthcare Europe NV, Brussels
Tel.: +32 2 5298308 · Fax: +32 2 5298308
clouis@eu.ansell.com · www.anselleurope.com

▶ C o n t a C t

Hand Protection 

Glove Series with Ultralight Duty  
Cut-Resistant Glove

heavier gloves for similar tasks, a comfort pref-
erence that correlates with compliance.

„Innovation is the hallmark of the Hyflex 
glove range legacy, and the first-to-market Hy-
flex 11-518 is the first of several additions we 
are making to this popular series to bring great-
er comfort and protection to workers around 
the world“, said Scott Corriveau, President of 
Ansell’s Industrial Global Business Unit. The 
glove „emphasizes Ansell’s commitment to bet-
ter protect workers and to increase productivity 
within the workplace by offering a lightweight 
glove that maximizes dexterity, tactility and pro-
tection“. 

Effective, Comfortable and Safe 
The glove enables workers around the world to 
do their job more effectively, more comfortably 
and more safely every day. The multipurpose 
Hyflex 11-518 has applications across indus-

Ansell has added a new glove to its Hyflex se-
ries: the Hyflex 11-518. Providing wearers with 
a barehand-like sensation without compromis-
ing cut protection or performance, the ultralight 
glove is rated for EN Cut Level 3 protection, 
making it ideal for precision handling and as-
sembly of sharp, dry, ultra-fine parts.

The ultralight duty style Hyflex 11-518 is the 
first glove in the market to combine the me-
chanical protection properties of EN Cut Level 
3 - associated with heavier duty gloves - with a 
remarkably comfortable, cut-resistant and mul-
tipurpose 18 gauge style. Recently introduced, 
Dyneema Diamond Technology’s soft, strong, 
cut-resistant yarn is applied using Ansell 3D 
knitting technologies and finished with a tough 
PU coating, to deliver EN Cut Level 3 and EN 
Abrasion Level 3 in a lightweight and breath-
able fit and feel. In field trials the 11-518 was 
preferred by nearly 70% of workers now using 

tries including machinery and equipment, metal 
fabrication, electrical machinery, automotive & 
Automotive OEM, white goods, packaging, aero-
space and transportation.

In the 15 years since its launch, the series 
has gained critical recognition and market share 
for its winning combination of ergonomic de-
sign, comfort and superior mechanical protec-
tion. Today, the range extends to 31 individual 
styles, ensuring that there is a glove that fits 
every worker’s job performance requirements 
and comfort expectations. 
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Advancis Software & Services GmbH
Monzastraße 2 · D-63225 Langen
Tel.: +49 (6103) 80735-0 · Fax: +49 (6103) 80735-11
info@advancis.de · www.advancis.de
WinGuard – Integral system for security and buil-
ding management, control and visualization, alarm 
management, video management, communication

Security Management

LevelOne is a trademark of  
Digital Data Group 

Digital Data Communications GmbH
Zeche-Norm-Straße 25 · D-44319 Dortmund
Tel. +49 (0) 231-9075-222 · Fax +49 (0) 231-9075-184
sales@level-one.de · www.level-one.de
LevelOne provides full service – even when it comes  
to security: A broad range of high quality IP-products, 
combined with expertise in projects, assure reliable  
security solutions in all dimensions.

Security Management

Funkwerk video systeme GmbH
Thomas-Mann-Str. 50 · D-90471 Nürnberg
Tel. +49(0)911/75884-558
Fax +49(0)911/75884-220
info@funkwerk-vs.de · www.cctv-systeme.com
CCTV, system solution, system integration,  
video monitoring security, building management

Security Management

	

Schille Informationssysteme GmbH
Goseriede 4 · D-30159 Hannover
Tel. +49(0)511/542244-0 · Fax +49(0)511/542244-22
info@schille.com · www.schille.com
Facility and building management and security 
technology, fault and hazard management systems, 
OPC development, video surveillance systems

Security Management

Be Part of the Section

Just send a mail to 
heiko.baumgartner@wiley.com

We will be glad to advise you!
 

Dictator Technik GmbH
Gutenbergstr. 9 · D-86356 Neusäß
Tel. +49(0)821/24673-0 · Fax +49(0)821/24673-90
info@dictator.de · www.dictator.de
Drive units, hold open systems and smoke detectors, 
door control solutions

Facility Security

GEZE GmbH
Reinhold-Vöster-Str. 21-29 · D-71229 Leonberg
Tel. +49(0)7152/203-0 · Fax +49(0)7152/203-310
vertrieb.services.de@geze.com · www.geze.com
Automatic door systems, security systems,  
security locks

Facility Security

SimonsVoss Technologies AG
Feringastr. 4 · D-85774 Unterföhring
Tel. +49(0)89/99228-180 · Fax +49(0)89/99228-222
marketing@simons-voss.de · www.simons-voss.de
Digital locking and organisation systems with  
optional access control and time recording

Facility Security

ATRAL-SECAL GmbH
Service Daitem
Thaddenstr. 4 · D-69469 Weinheim
Tel. +49(0)6201/6005-0 · Fax +49(0)6201/6005-15
info@daitem.de · www.daitem.de
Radio-controlled burglary alarm systems, radio-
controlled fire warning devices, distribution via 
security suppliers

Alarm Management

Digisound Electronic GmbH
Oststraße 54 · D-22844 Norderstedt
Tel. +49(0)40/526869-0 · Fax +49(0)40/526869-13
contact@digisound.de · www.digisound.de
Acoustic buzzers, piezo-electric sounders,  
electronic beacons, speakers, and transducers

Alarm Management

TAS Telefonbau  
A. Schwabe GmbH & Co. KG
Langmaar 25 
D-41238 Mönchengladbach
Tel. +49 (0) 2166 858 0 · Fax: +49 (0) 2166 858 150
info@tas.de · www.tas.de
Manufacture and development of: alarm and con-
ference units, VoIP- or ISDN emergency technology, 
alarm transmission systems

Alarm Management

tetronik GmbH
Angewandte Elektronik und Nachrichtentechnik
Silberbachstr. 10 · D-65232 Taunusstein
Tel. +49-6128-963-1 · Fax +49-6128-963-499
info@tetronik.com · www.tetronik.com
broadcasts and alarms, telephone conferences, personal 
security measures with location tracking and visualisation, 
one number services and group calls, announcement  
and open listening services, telephony access services  
for host systems

Alarm Management

ABUS Security-Center GmbH & Co. KG
Linker Kreuthweg 5, D-86444 Affing 
Tel. +49 (0) 8207 / 9 59 90 - 333
Fax +49 (0) 8207 / 9 59 90 - 100
info.de@abus-sc.com · www.abus-sc.com
ABUS Security-Center is one of the leading manufacturers 
of electronic security technology. As a full-line supplier, 
ABUS Security-Center consistently markets an interna-
tional range of products and services for the market seg-
ments of intrusion detection and video surveillance.

Video Technology

Video Technology

Aimetis GmbH
Am Prime Parc 7 · D-65479 Raunheim
Tel. +49 (0) 6142 20798 60 · Fax +49 (0) 6142 20798 89
info@aimetis.com · www.aimetis.com
Aimetis Symphony™ is award-winning intelligent video 
surveillance software that offers a single, innovative, 
open IP video platform for video management, video 
analytics, system integration and alarm management.

Powered by Vision
TM

|
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Axis Communications GmbH
Lilienthalstraße 25 · D-85399 Hallbergmoos
Tel. +49 (0)811 55508-0 · Fax +49 (0)811 55508-69
info-de@axis.com · www.axis.com
Network video equipment – the AXIS IP-Surveil-
lance allows remote access video management

Video Technology

BWA Technology GmbH
Johann-Krane-Weg 21 · D-48149 Münster
Tel.: +49(0)251/289199-0 · Fax: +49(0)251/289199-29
info@bwatech.com · www.mybwa.com
CCTV robots and portable MPEG4/H.264 DRVs

Video Technology

CBC (Deutschland) GmbH
Hansaallee 191 · D-40549 Düsseldorf
Tel. +49(0)211/530670 · Fax +49(0)211/53067180
info@cbc-de.com · www.cbc-de.com
Video monitoring components – e.g. cameras, 
lenses, screens, monitoring technologies, DVR, NVR.

Video Technology

Dallmeier electronic GmbH & Co. KG
Cranachweg 1 · 93051 Regensburg
Tel. +49(0)941/8700-0 · Fax +49(0)941/8700-180
info@dallmeier.com · www.dallmeier.com
Video: digital storage systems, image transmission, 
available through specialized retailers

Video Technology

Your reliable partner and provider of professional
network video products in Germany & Austria

Video Technology

Eneo is a registered trade mark of Videor  
E. Hartig GmbH, Rödermark. Distribution via 
authorized dealers and installers.

info@eneo-security.com · www.eneo-security.com

Products and solutions for video security applications

Video Technology

Everfocus Electronics GmbH
Albert-Einstein-Str. 1 · 46446 Emmerich
Tel. +49(0)2822/9394-0 · Fax +49(0)02822/9394-95
info@everfocus.de · www.everfocus.de
Digital video technology, video remote surveillance, 
video surveillance

Video Technology

eyevis GmbH
Hundsschleestr. 23 · D-72766 Reutlingen
Tel. +49(0)7121/43303-0 · Fax +49(0)7121/43303-22
info@eyevis.de · www.eyevis.de
Large surface displays of security information in 
control rooms

Video Technology

Genetec
2280 Alfred-Nobel Blvd
Suite 400, Montreal, Quebec H4S 2A4, Canada
Tel.: +1/514 332-4000 · Fax: +1/514 332-1692
info@genetec.com ·  www.genetec.com
License Plate Recognition, IP Security Solutions for 
Video Surveillance, and Access Control

Video Technology

HeiTel Digital Video GmbH
Stuthagen 25 · D-24113 Molfsee/Kiel (Germany)
Tel. +49(0)4347/903-0 · Fax +49(0)4347/903-400
info@heitel.com · www.heitel.com
Digital Video Transmission and Recording,  
Video Management, Monitoring Station Integration

Video Technology

logiware gmbh
Alfred-Mozer-Str. 51 · D-48527 Nordhorn
Tel. 05921/7139920 · Fax 05921/7139929
info@logiware.de · www.go1984.de
Software, video transmission systems, security, 
video, video surveillance systems, digital video 
surveillance, networking

Video Technology

Milestone Systems Germany
Harald Zander, Country Manager
c/o Ecos Office Center
Gustav-Stresemann-Ring 1
65185 Wiesbaden
Office: +49 (0) 611 168 5597
Mobile: +49 (0) 176 62479674
www.milestonesys.de
Milestone is the world’s leading provider of open platform 
IP video surveillance software. Milestone’s XProtect® 
software is a powerful surveillance solution that is easy to 
manage and supports the widest choice in network hard-
ware and integrations with other business systems. 

Video Technology

MINTRON ENTERPRISE CO. LTD.
No. 123, Wu-Kung 1 Rd., Wu-Ku Industrial Park,
Taipei 248, Taiwan
Tel. +886 2 22990277 · Fax +886 2 22989375
service@mintron.com.tw · www.mintron.com
Skype: mintron3601
Manufacturer of extensive range CCD cameras 
and board type cameras. OEM & ODM projects are 
welcomed.

Video Technology

MOBOTIX AG
Security-Vision-Systems
Kaiserstrasse · D-67722 Langmeil
Tel. +49 (0) 6302/9816-0 · Fax +49 (0) 6302/9816-190
info@mobotix.com · www.mobotix.com
HiRes Video Solutions – high resolution, digital & 
cost effective recording

X
MOBOTIX

Security-Vision-Systems

Video Technology

MONACOR International
Zum Falsch 36 · 28307 Bremen
Tel. +49(0)421/4865-0 · Fax +49(0)421/488415
info@monacor.de · www.monacor.com
Video monitoring components and systems

Video Technology

opto-system-technik  
Video-Vertriebsgesellschaft mbH
Planiger Straße 34 · D-55545 Bad Kreuznach
Tel. +49(0)671/4830-10 · Fax +49(0)671/4830-11
info@opto-system-technik.de
www.opto-system-technik.de
Distributor of SONY, SANYO, Pelco,  
Dedicated Micros and EverFocus

Video Technology

PENTAX RICOH IMAGING DEUTSCHLAND GmbH
Security Systems Division
Julius-Vosseler-Str. 104 · D-22527 Hamburg
Tel. +49(0)40/561 92-109 · Fax +49(0)40/561 92-334
ssd@pentax.de · www.pentax-security.com
CCTV lenses for video surveillance, image proces-
sing, accessories for CCTV lenses

Video Technology

Video Technology

PIEPER GMGH
Binnerheide 8 · D-58239 Schwerte
Tel. +49(0)2304/4701-56 · Fax +49(0)2304/4701-77
info@pieper-video.de · www.pieper-video.de
System suppliers of general and industrial video 
technology, focussing on the security and surveil-
lance sectors, as well as quality control and pro-
cess control applications.
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SANTEC BW AG
An der Strusbek 31 ▪ 22926 Ahrensburg ▪ Germany
Tel. +49 4102 4798 0 ▪ Fax +49 4102 4798 10
info@santec-video.com ▪ www.santec-video.com
Video monitoring technology ▪ Video-over-IP
Outdoor IR sensors ▪ Planning and Services

Video Technology

viasys Intelligent Video GmbH
Koselstraße 20, D-60318 Frankfurt am Main
Tel. +49 (0)69/7191 388 – 0
Fax +49 (0)69/7191 388 – 66
jourdan@viasys-iv.com · www.viasys-iv.com
Intelligent video sensors (3D, direction, sensitivity), 
reliable alarms, especially outdoors, connection to 
Alert Centre

Video Technology

Be Part of the Section

Just send a mail to 
heiko.baumgartner@wiley.com

We will be glad to advise you!
 

VICON Deutschland GmbH
Kornstieg 3 · D-24537 Neumünster
Phone: +49(0)4321/879-0 · Fax +49(0)4321/879-97
info@vicon-cctv.de · www.vicon-cctv.de
VICON as one of the world’s leading indepen-
dent manufacturers of CCTV equipment, offers a 
complete portfolio of the most advanced video 
management products.

Video Technology

VIDEOR E. Hartig GmbH
Carl-Zeiss-Str. 8 · 63322 Rödermark/Germany
Tel. +49(0)6074/888-300 · Fax +49(0)6074/888-100
security@videor.com · www.videor.com
Distribution of complete product ranges for video 
security and video networking

Video Technology

VTQ Videotronik GmbH
Grüne Straße 2 · D-06268 Querfurt
Tel. +49 (0) 34771-5 10 · Fax +49 (0) 34771- 2 20 44
main@vtq.de · www.vtq.de
systems for digital and analogue wireless video, 
audio and data transmission, COFDM modulation, 
MPEG2 compression, directional radio systems, 
Diversity systems

Video Technology

Cichon+Stolberg GmbH
Wankelstraße 47-49, 50996 Köln
Tel. +49(0)2236/397-200 · Fax +49(0)2236/61144
info@cryptin.de  www.cryptin.de
Operational data collection, time recording,  
access control

Time + Access

deister electronic GmbH
Hermann-Bahlsen-Str. 11
D-30890 Barsinghausen
Tel. +49(0)5105/516-01 · Fax +49(0)5105/516-217
info.de@deister.com · www.deister.com
access control; vehicle identification;  
biometric verification; guard tour systems;  
storing and management of keys and valuables

Time + Access

DigiMem Deutschland Ltd & Co KG 
Büro Wiesbaden: Didierstraße 7 · D-65203 Wiesbaden 
Tel: +49 (0)611 710 9949 · Fax: +49 (0)611 710 9952
david@digimem.eu · www.digimem.eu
Digimem is the appointed agency of Datakey Electronics 
(USA) and provides full bi-lingual sales and service sup-
port for German, Swiss and Austrian customers. Supply 
of Datakey Keys and Tokens, accessories and periphery to 
OEMs. Support with the integration of these components 
into an application to ensure a turnkey system.

Time + Access

FEIG ELECTRONIC GMBH
Lange Straße 4 · 35781 Weilburg
Tel. +49(0)6471/3109-44 · Fax +49(0)6471/3109-99
obid@feig.de · www.feig.de
Electronic locking systems, identification, access 
control, access road control

Time + Access

Gantner Electronic GmbH
Montafonerstraße 8 · A-6780 Schruns
Tel. +43 5556 73784-542 · Fax +43 5556 73784-8000
info@gantner.com · www.gantner.com
access control solutions/biometrics,  
time management, data capture, locking systems

Time + Access

ISGUS GmbH
Oberdorfstr. 18–22
78054 Villingen-Schwenningen
Tel. +49(0)7720/393-0 · +49(0)7720/393-184
info@isgus.de · www.isgus.de
Operational data capture, personnel scheduling, 
time management, access control

Time + Access

LEGIC Identsystems Ltd
Binzackerstrasse 41 · CH-8620 Wetzikon
Switzerland
Phone +41 44 933 64 64 · Fax +41 44 933 64 65
www.legic.com · info@legic.com
Designer and manufacturer of 13.56 MHz 
contactless smart card technology (read/write chip 
sets, security modules and transponder chips)

Time + Access

PCS Systemtechnik GmbH
Pfälzer-Wald-Straße 36 · 81539 München
Tel. +49(0)89/68004-550 · Fax +49(0)89/68004-555
intus@pcs.com · www.pcs.com
time recording, access control, BDE/MDE, biometric, 
video, SAP, Vein Scanner

Time + Access

phg Peter Hengstler GmbH + Co. KG
Dauchinger Str. 12 · D-78652 Deißlingen
Tel. +49(0)7420/89-0 · Fax +49(0)7420/89-59
datentechnik@phg.de · www.phg.de
RFID components for access control, timekeeping, factory 
data collection, canteen data, leisure applications, surface-
mounted devices, flush-mounting components, biometrics, 
identification media and accessories

Time + Access

primion Technology AG
Steinbeisstraße 2-4 · D-72510 Stetten a.K.M.
Tel. +49(0)7573/952-0 · Fax +49(0)7573/92034
info@primion.de · www.primion.de
Time management, access control and  
management, staff deployment planning ,  
graphic alarm management, SAP communications 
solutions, pass and ID card production, Biometrics

Time + Access

Wanzl Metallwarenfabrik GmbH
Bubesheimer Str. 4 · 89340 Leipheim · Germany
Tel. +49(0)8221/729-6416
Fax +49(0)8221/729-90416
zutrittskontrollen@wanzl.de
www.wanzl-zutrittskontrollen.com
Personal guidance systems, barriers, security 
turnstiles, electronic entrance systems

Time + Access
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Fire Protection

detectomat GmbH
An der Strusbek 5 · D-22926 Ahrensburg
Tel. +49(0)4102/2114-60
Fax +49(0)4102/2114-670
info@detectomat.de · www.detectomat.de
Fire alarms, Fire warning systems, Fire protection, 
security systems

Fire Protection

Novar GmbH a Honeywell Company

Dieselstraße 2 · D-41469 Neuss
Tel. +49(0)2137/17-600 · Fax +49(0)2137/17-286
info@esser-systems.de · www.esser-systems.de
Fire alarm systems, security systems, voice alarm

Fire Protection

Firecheck Contracts Ltd
53 Huntercombe Lane North,
Burnham, Slough, Berkshire SL1 6DX, UK
Tel +44 (0)1628 66 0999 · Fax +44 (0)1628 66 2998
info@firecheckltd.co.uk · www.firecheckltd.co.uk
Design, supply and commissioning of all types of fire 
suppression systems, including chemical gases, inert gases, 
CO2, water mist and foam agents, throughout UK, Europe, 
Middle East and Africa. LPCB (LPS 1204), FIA and ISO 
9001 certificated.

Fire Protection

Hekatron Vertriebs GmbH
Brühlmatten 9 · 79295 Sulzburg
Tel. +49(0)7634/500-0 · Fax +49(0)7634/6419
info@hekatron.de · www.hekatron.de
Fire alarm systems, Smoke switch systems,  
Smoke alarms, Safety linkage systems

Kidde Brand- und Explosionsschutz GmbH
Harkortstraße 3 · 40880 Ratingen
Tel. +49/(0)2102/5790-0 · Fax +49/(0)2102/5790-109
info@kidde.de · www.kidde.de
Fire detection and extinguishing technology ·  
high sensitive smoke detection · fire protection  
systems for server cabinets and IT rooms ·  
explosion suppression systems · Explosion venting

Fire Protection

Notifier Sicherheitssysteme GmbH
Stadionring 32 · D-40878 Ratingen
Tel. +49(0)2102/70069-0 · Fax +49(0)2102/70069-44
info@notifier.de · www.notifier.de
fire alarm systems, early fire detection

Fire Protection

Teckentrup GmbH & Co.KG
Tel. +49 (0) 5246/504-0
Fax +49 (0) 5246/504-30
www.teckentrup.biz · info@teckentrup.biz
Fire protection doors and gates T30/T60/T90,  
security doors (resistance class WK 1 – WK 4),  
sound insulated doors (up to Rw 57 dB),  
bullet-proofed doors, smoke-proof doors

Fire Protection

Wagner Group GmbH
Schleswigstraße 1-5 · 30853 Langenhagen
Tel. +49(0)511/97383-0 · Fax +49(0)511/97383-140
info@wagner.de · www.wagner.de

Hamburg · Berlin · Leipzig · Hannover
Mülheim/R. · Frankfurt · Stuttgart · München 
Fire alarm systems and extinguishing technology, 
fire prevention, integral security

Fire Protection

 

Industrial Safety

Evac+Chair International Ltd
Tel +44 (0)121-706-6744
www.evacchair.co.uk · info@evacchair.co.uk

Sales, Service & Training
c/o ESE International BV, DG Veldhoven
Tel. +31 (0)402553700
Tel. +49 (0)6238 984 6810 (Germany)
info@ese-int.nl

Pepperl+Fuchs GmbH
Lilienthalstraße 200 · 68307 Mannheim
Tel. 0621/776-1111 · Fax 0621/776-27-1111
fa-info@de.pepperl-fuchs.com
www.pepperl-fuchs.com
Security sensors, inductive, capacitive, opto-
electronic and ultrasonic sensors, vision sensors, 
identification systems, interface modules

Plant Safety
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SECURITY Essen 2012
Date: September 25 – 28, 2012
Place: Essen, Germany 
Website: www.security-essen.de
▶ �The world market for security and fire prevention. 

Milipol 2012 Quatar
Date: October 08 – 10, 2012
Place: Quatar (DEC - Doha Exhibition Centre) 	
Website: www.milipolqatar.com
▶ �Every two years Milipol Qatar welcomes to 

Doha industry professionals from the Middle 
East, the Near East and Asia.

SICUREZZA 2012
Date: November 07 – 09, 2012
Place: Milan
Website: www.sicurezza.it
▶ �Biannual International Exhibition for Security 

in Italy.

5 th   Algeria Fire, Safety & Security Expo
Date: November 19–21, 2012
Place: Algiers, Algeria 
Website: www.new-fields.com
▶ �The 5th AFSS Expo 2012 is the year’s largest 

exhibition devoted to Algeria’s fire, rescue, 
police, and emergency response sectors.

IFSEC & OSH ARABIA 2012
Date: December 9–11, 2012
Place: Riyadh, Saudi Arabia
Website: www.events.ubm.com
▶ �IFSEC & OSH Arabia will be held alongside  

and in partnership with the MOI’s 15th  
International Conference and Exhibition for 
Industrial Security.
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Everything in sight

www.fujifilm.eu/fujinon

Megapixel Vari Focal lenses

Fujinon. To see more is to know more.

 1/3"  YV2.7x2.2SA  3 MP f = 2.2~6 mm

YV2.1x2.8SR4A D/N 3 MP f = 2.8~6 mm

YV2.8x2.8SA  3 MP f = 2.8~8 mm

YV4.3x2.8SA  3 MP f = 2.8~12 mm

YV10x5HR4A D/N 1.3 MP f = 5~50 mm

YV3.3x15SA  3 MP f = 15~50 mm

YV3.3x15HR4A D/N 1.3 MP f = 15~50 mm

1/2.7"  YV2.7x2.2SR4A D/N 3 MP f = 2.2~6 mm

YV2.8x2.8SR4A D/N 3 MP f = 2.8~8 mm

  YV3x6SR4A D/N 3 MP f = 6~18 mm

  YV3.3x15SR4A D/N 3 MP f = 15~50 mm

 1/2"  DV3.4x3.8SA  3 MP f = 3.8~13 mm

DV10x8SA  3 MP f = 8~80 mm

DV10x8SR4A D/N 3 MP f = 8~80 mm

 1/1.8" DV3.8x4SR4A D/N 3 MP f = 4~15.2 mm

  DV4x12.5SR4A D/N 5 MP f = 12.5~50  mm

Please visit us in Essen
Security, Hall 2 Booth 511 
September 25 – 28, 2012 


